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3
Definitions, symbols, abbreviations and coding

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply.

Application DF (ADF): entry point to an application

access conditions: set of security attributes associated with a file

access technology: Radio Access Technology of the Terminal (e.g. UTRAN or GSM)

application: consists of a set of security mechanisms, files, data and protocols (excluding transmission protocols)

application protocol: set of procedures required by the application

card session: link between the card and the external world starting with the ATR and ending with a subsequent reset or a deactivation of the card

current directory: latest MF or DF or ADF selected

current EF: latest EF selected

data object: information coded as TLV objects, i.e. consisting of a Tag, a Length and a Value part

Dedicated File (DF): file containing access conditions and, optionally, Elementary Files (EFs) or other Dedicated Files (DFs)

directory: general term for MF, DF and ADF
Elementary File (EF): file containing access conditions and data and no other files

file: directory or an organised set of bytes or records in the UICC
file identifier: 2 bytes which address a file in the UICC
function: function contains a command and a response pair

GSM session: that part of the card session dedicated to the GSM operation

ID‑1 UICC: UICC having the format of an ID‑1 card (see ISO/IEC 7816‑1)

Master File (MF): unique mandatory file containing access conditions and optionally DFs and/or EFs

MMS Relay/Server: MMS-specific network entity/application that is under the control of the MMS service provider

NOTE:
An MMS Relay/Server transfers messages, provides operations of the MMS that are specific or required by the mobile environment and provides (temporary and/or persistent) storage services to the MMS

MMS User Agent: application residing on a UE or an external device that performs MMS-specific operations on a user’s behalf
normal USIM operation: relating to general, PIN related, 3G and or GSM security and subscription related procedures

plug-in UICC: second format of UICC
record: string of bytes within an EF handled as a single entity

record number: number, which identifies a record within an EF

record pointer: pointer, which addresses one record in an EF

terminal: device into which a UICC can be inserted and which is capable of providing access to UMTS services to users, either alone or in conjunction with a UICC

User Equipment (UE): terminal with one or several UMTS Subscriber Identity Module(s) (USIM)

USIM session: USIM session is a selectable application session for a USIM application

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

3G
3rd Generation

3GPP
3rd Generation Partnership Project

ACC
ACcess Class

ACL
APN Control List

ACM
Accumulated Call Meter

ACMmax
ACM maximal value

ACT
ACcess Technology 

ADF
Application Dedicated File

AoC
Advice of Charge

AoCC
Advice of Charge Charging

APN
Access Point Name

ATR
Answer To Reset

BCCH
Broadcast Control Channel

BCD
Binary Coded Decimal

BDN
Barred Dialling Number

CCI
Capability / Configuration Identifier

CCM
Current Call Meter

CK
Cipher key

DF
Dedicated File

EF
Elementary File

EMMI
Electrical Man Machine Interface

Ext n
Extension n

FDN
Fixed Dialling Number

FPLMN
Forbidden PLMN

GSM
Global System for Mobile communications

HPLMN
Home PLMN

ICC
Integrated Circuit Card

ID
IDentifier

IEC
International Electrotechnical Commission

IK
Integrity key

IMSI
International Mobile Subscriber Identity

ISO
International Organization for Standardization

KSI
Key Set Identifier

LAC
Location Area Code

LAI
Location Area Information

LSB
Least Significant Bit

MCC
Mobile Country Code

MF
Master File
MM
Multimedia Message
MMI
Man Machine Interface
MMS
Multimedia Messaging Service
MNC
Mobile Network Code

MSB
Most Significant Bit

NAS
Non Acess Stratum

NPI
Numbering Plan Identifier

OFM
Operational Feature Monitor

OSI
Open System Interconnection

P1
Parameter 1

P2
Parameter 2

P3
Parameter 3

PIN
Personal Identification Number

PLMN
Public Land Mobile Network

PS
Packet switched

RACH
Random Access Channel

RFU
Reserved for Future Use

RRC
Radio Resource Control

SFI
Short File Identifier

SS
System Simulator (GSM)

TE
Terminal Equipment

TLV
Tag Length Value

TMSI
Temporary Mobile Subscriber Identity

TON
Type Of Number

UE
User Equipment

USIM
Universal Subscriber Identity Module

USS
UMTS System Simulator

UTRAN
UMTS Terrestrial Radio Access Network

VPLMN
Visitor PLMN

8
Subscription independent tests

[..]

8.3
MMS related tests

8.3.1
UE recognising the priority order of MMS Issuer Connectivity Parameters
8.3.1.1
Definition and applicability

An MMS User Agent should use the MMS related information stored in the USIM, if present, unless otherwise specified by the user. Some of these sets of MMS connectivity parameters are preset by the issuer of the USIM with the first supported set being the default. Such preset MMS connectivity parameters set should be selected unless otherwise specified by the user. 

The MMS connectivity information on the USIM includes preferences for the selection of Interface to Core Network and Bearer parameters. If these are stored on the USIM the MMS-capable UE should automatically select the Interface to Core Network and Bearer parameters based on their order of precedence defined on the USIM unless otherwise specified by the user.

MMS user preferences information, which is stored on the USIM, should be used by an MMS User Agent for user assistance in preparation of terminal-originated MMs (e.g. default values for parameters that are often used).

This test applies to Terminals accessing UTRAN, supporting MMS and supporting the usage of MMS related data stored on the USIM and when no user MMS connectivity parameters have been selected.
8.3.1.2
Conformance requirement

The MMS User Agent of a terminal, which supports the usage of MMS related data stored on the USIM, shall use the MMS connectivity parameters stored first in the supported parameter sets of EF MMSICP as default parameters to connect to the network for MMS purposes (i.e. sending an User generated MM).
· TS 31.102 [4], subclauses 4.2.69 and 5.3.30;
· TS 23.140 [23], subclause 6.1.11 and Annex F.
MMS user preferences information, which is stored on the USIM, shall be used by an MMS User Agent of a terminal, which supports the usage of MMS related data stored on the USIM, for user assistance in preparation of terminal-originated MMs.
· TS 31.102 [4], subclauses 4.2.70 and 5.3.31;

· TS 23.140 [23], subclause 6.1.11 and Annex F.
8.3.1.3
Test purpose

1)
To verify that the Terminal's MMS User Agent uses the MMS connectivity parameter stored on the USIM to connect to the network for MMS purposes.
2)
To verify that the Terminal's MMS User Agent uses the first stored set of supported parameters in EF MMSICP as default. 
3)
To verify that the Terminal's MMS User Agent uses the MMS user preference information stored on the USIM for user assistance in preparation of terminal-originated MMs. 

8.3.1.4
Method of test

8.3.1.4.1
Initial conditions

Four MMS Relays/Servers are available:
MMS Relay/Server 1:
- MMS Connectivity Parameters

MMS implementation information: 
"WAP"
MMS Relay/Server

MMS Relay/Server information:

"http://mms-operator1.com"

Interface to Core Network and Bearer

Bearer:








"GSM-CSD"

Address: 








"+496998625"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"B2B_OTS1"

Authentication pw: 





"B2B_password1"
Gateway

Address:








"170.187.51.3"

Type of address:






"IPv4"
Port :








"9201"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user1"

Authentication pw:





"gateway_password1"

MMS Relay/Server 2:

- MMS Connectivity Parameters

MMS implementation information: 
"WAP"

MMS Relay/Server

MMS Relay/Server information:

"http://mms-operator1.com"

Interface to Core Network and Bearer

Bearer:








"GSM-CSD"

Address: 








"+496998626"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"B2C_OTS2"

Authentication pw: 





"B2C_password2"

Gateway

Address:








"170.187.51.3"

Type of address:






"IPv4"

Port :








"9201"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user1"

Authentication pw:





"gateway_password1"

MMS Relay/Server 3:

- MMS Connectivity Parameters

MMS implementation information: 
"WAP"

MMS Relay/Server

MMS Relay/Server information:

"http://mms-operator1.com"

Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2B-operator1.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"

SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"B2B_OTS1"

Authentication pw: 





"B2B_password1"

Gateway

Address:








"170.187.51.3"

Type of address:






"IPv4"

Port :








"9201"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user1"

Authentication pw:





"gateway_password1"

MMS Relay/Server 4:

- MMS Connectivity Parameters

MMS implementation information: 
"WAP"

MMS Relay/Server

MMS Relay/Server information:

"http://mms-operator1.com"

Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2C-operator1.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"

SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"B2C_OTS2"

Authentication pw: 





"B2C_password2"

Gateway

Address:








"170.187.51.3"

Type of address:






"IPv4"

Port :








"9201"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user1"

Authentication pw:





"gateway_password1"

The default UICC is used with the following exceptions:
EFUST (USIM Service Table)

Logically:
Local Phone Book available


User controlled PLMN selector available


Fixed dialling numbers available


Barred dialling numbers available


The GSM Access available


The Group Identifier level 1 and level 2 not available


SMS available


SMS Status available


Service no. 33 (Packed Switched Domain) shall be set to '1' 

Service no. 52 Multimedia Messaging Service available
Service no. 55 MMS User Connectivity Parameters not available

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7

	Binary
	xx1x xx11
	x11x xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xxx1
	xxxx xxxx
	x0xx 1xxx


EF MMSN

Logically:


MMS Status: 






Free space

MMS Implementation : 


"00"
MMS Notification:



"FF FF …  FF" (251 bytes)

Extension file record number:
"FF"

	Coding:
	B1
	B2
	B3
	B4
	B5
	…
	B254
	B255

	
	00
	00
	00
	FF
	FF
	
	FF
	FF


EF MMSICP

Logically:


MMS Connectivity Parameters
MMS Implementation
MMS Implementation Information :
"WAP"

MMS Relay/Server
MMS Relay/Server Address



"http://mms-operator1.com"

1st  Interface to Core Network and Bearer
Bearer:








"GSM-CSD"

Address: 








"+496998625"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"B2B_OTS1"

Authentication pw: 





"B2B_password1"
2nd Interface to Core Network and Bearer

Bearer:








"GSM-CSD"

Address: 








"+496998626"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"B2C_OTS2"

Authentication pw: 





"B2C_password2"
3rd Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2B-operator1.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"
SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"B2B_OTS1"

Authentication pw: 





"B2B_password1"

4th  Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2C-operator1.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"
SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"B2C_OTS2"

Authentication pw: 





"B2C_password2"

Gateway:




Address:








"170.187.51.3"

Type of address:






"IPv4"

Port :








"9201"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user1"

Authentication pw:





"gateway_password1"

	Coding:
	AB
	82
	01
	47
	80
	01
	01
	81
	18
	68
	74
	74

	
	70
	3A
	2F
	2F
	6D
	6D
	73
	2E
	6F
	70
	65
	72

	
	61
	74
	6F
	72
	31
	2E
	63
	6F
	6D
	82
	2F
	10

	
	AA
	08
	2B
	34
	39
	36
	39
	39
	38
	36
	32
	35

	
	00
	09
	87
	25
	C5
	0A
	90
	0C
	9A
	0D
	42
	32

	
	42
	11
	4F
	54
	53
	31
	00
	0E
	42
	32
	42
	11

	
	70
	61
	73
	73
	77
	6F
	72
	64
	31
	00
	82
	2F

	
	10
	AA
	08
	2B
	34
	39
	36
	39
	39
	38
	36
	32

	
	36
	00
	09
	87
	25
	C5
	0A
	90
	0C
	9A
	0D
	42

	
	32
	43
	11
	4F
	54
	53
	32
	00
	0E
	42
	32
	43

	
	11
	70
	61
	73
	73
	77
	6F
	72
	64
	32
	00
	82

	
	43
	10
	AB
	08
	03
	77
	61
	70
	0D
	42
	32
	42

	
	2D
	6F
	70
	65
	72
	61
	74
	6F
	72
	31
	03
	63

	
	6F
	6D
	00
	09
	89
	0A
	90
	31
	03
	37
	70
	38

	
	06
	33
	60
	36
	08
	0C
	9A
	0D
	42
	32
	42
	11

	
	4F
	54
	53
	31
	00
	0E
	42
	32
	42
	11
	70
	61

	
	73
	73
	77
	6F
	72
	64
	31
	00
	82
	43
	10
	AB

	
	08
	03
	77
	61
	70
	0D
	42
	32
	43
	2D
	6F
	70

	
	65
	72
	61
	74
	6F
	72
	31
	03
	63
	6F
	6D
	00

	
	09
	89
	0A
	90
	31
	03
	37
	70
	38
	06
	33
	60

	
	36
	08
	0C
	9A
	0D
	42
	32
	43
	11
	4F
	54
	53

	
	32
	00
	0E
	42
	32
	43
	11
	70
	61
	73
	73
	77

	
	6F
	72
	64
	32
	00
	83
	43
	20
	31
	37
	30
	2E

	
	31
	38
	37
	2E
	35
	31
	2E
	33
	00
	21
	85
	23

	
	39
	32
	30
	31
	00
	24
	CB
	19
	9C
	1A
	67
	61

	
	74
	65
	77
	61
	79
	11
	75
	73
	65
	72
	31
	00

	
	1B
	67
	61
	74
	65
	77
	61
	79
	11
	70
	61
	73

	
	73
	77
	6F
	72
	64
	31
	00
	
	
	
	
	


EF MMSUP
Logically:
MMS Implementation
MMS implementation information:

"WAP"
MMS User Preference Profile Name:

"Greeting cards"

MMS User Information Preference Information 

Visibility: 







"hide"

Delivery report:






"yes"
Read-reply:







"yes"

Priority:









 "normal"

Delivery-Time:
Value (absolute):





"1-Jan-2003, 12:00:00 AM GMT"
Expiry: 
Value (relative):





1104537600 seconds
	Coding:
	80
	01
	01
	81
	0E
	47
	72
	65
	65
	74
	69
	6E

	
	67
	20
	63
	61
	72
	64
	73
	82
	19
	14
	80
	06

	
	80
	10
	80
	0F
	81
	07
	07
	80
	05
	00
	3E
	12

	
	2F
	80
	08
	06
	81
	04
	41
	D5
	E8
	00
	
	


The UICC is installed into the Terminal and the user has indicated the data stored in EF MMSICP as default.

8.3.1.4.2
Procedure

a)
The Terminal is powered on and the PIN shall be entered.

b)
When the Terminal is in idle mode the user shall generate an MM using the MMS User Agent on the Terminal with the default MMS connectivity settings provided by the card issuer and the MMS user preference information stored in the card and send it to "+0123456789".
8.3.1.5
Acceptance criteria

1) 
After step b) the Terminal shall have read the set of supported MMS connectivity parameters stored first in EF MMSICP.

2) 
After step b) the Terminal shall have sent the MM to "+0123456789" using the MMS connectivity parameters stored first in the supported parameter sets in EF MMSICP.
3)  After step b) the Terminal shall have sent the MM to "+0123456789" using the MMS user preference information stored in EF MMSUP.
8.3.2
UE recognising the priority order of MMS User Connectivity Parameters
8.3.2.1
Definition and applicability

An MMS User Agent should use the MMS related information stored in the USIM, if present, unless otherwise specified by the user. The MMS connectivity parameters determined by the user, with the first supported set being the default, should be used to connect to the network for purpose of accessing the MMS Relay/Server. 
The MMS connectivity information on the USIM includes preferences for the selection of Interface to Core Network and Bearer parameters. If these are stored on the USIM the MMS-capable UE should automatically select the Interface to Core Network and Bearer parameters based on their order of precedence defined on the USIM unless otherwise specified by the user.

MMS user preferences information, which is stored on the USIM, should be used by an MMS User Agent for user assistance in preparation of terminal-originated MMs (e.g. default values for parameters that are often used).

This test applies to Terminals accessing UTRAN, supporting MMS and supporting the usage of MMS related data stored on the USIM and when no user MMS connectivity parameters have been selected.
8.3.2.2
Conformance requirement

When using the MMS User Connectivity Parameters to connect to the network for MMS purposes (i.e. sending an User generated MM), the MMS User Agent of a terminal, which supports the usage of MMS related data stored on the USIM, shall use the MMS User Connectivity Parameters with the highest priority (as defined by its position in EF MMSUCP) unless otherwise specified by the user.

· TS 31.102 [4], subclauses 4.2.71 and 5.3.32;
· TS 23.140 [23], subclause 6.1.11 and Annex F.
MMS user preferences information, which is stored on the USIM, shall be used by an MMS User Agent of a terminal, which supports the usage of MMS related data stored on the USIM, for user assistance in preparation of terminal-originated MMs.

· TS 31.102 [4], subclauses 4.2.70 and 5.3.31;

· TS 23.140 [23], subclause 6.1.11 and Annex F.
8.3.2.3
Test purpose

1)
To verify that the Terminal's MMS User Agent uses the MMS connectivity parameter stored on the USIM to connect to the network for MMS purposes.
2)
To verify that when using the MMS User Connectivity Parameters to connect to the network for MMS purposes the Terminal's MMS User Agent uses the set of supported parameters in EF MMSUCP with the highest priority (as defined by its position in EF MMSUCP). 

3)
To verify that the Terminal's MMS User Agent uses the MMS user preference information stored on the USIM for user assistance in preparation of terminal-originated MMs. 

8.3.2.4
Method of test

8.3.2.4.1
Initial conditions

Four MMS Relays/Servers are available:

MMS Relay/Server 1:

- MMS Connectivity Parameters

MMS implementation information: 
"WAP"

MMS Relay/Server

MMS Relay/Server information:

"http://mms-operator2.com"

Interface to Core Network and Bearer

Bearer:








"GSM-CSD"

Address: 








"+495251699"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"UDO_OTS1"

Authentication pw: 





"Udo_password1"

Gateway

Address:








"170.187.51.4"

Type of address:






"IPv4"

Port :








"9203"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user7"

Authentication pw:





"gateway_password7"

MMS Relay/Server 2:

- MMS Connectivity Parameters

MMS implementation information: 
"WAP"

MMS Relay/Server

MMS Relay/Server information:

"http://mms-operator2.com"

Interface to Core Network and Bearer

Bearer:








"GSM-CSD"

Address: 








"+495251700"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"UDO_OTS2"

Authentication pw: 





"Udo_password2"

Gateway

Address:








"170.187.51.4"

Type of address:






"IPv4"

Port :








"9203"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user7"

Authentication pw:





"gateway_password7"

MMS Relay/Server 3:

- MMS Connectivity Parameters

MMS implementation information: 
"WAP"

MMS Relay/Server

MMS Relay/Server information:

"http://mms-operator2.com"

Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2B-operator2.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"

SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"UDO_OTS1"

Authentication pw: 





"Udo_password1"

Gateway

Address:








"170.187.51.4"

Type of address:






"IPv4"

Port :








"9203"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user7"

Authentication pw:





"gateway_password7"

MMS Relay/Server 4:

- MMS Connectivity Parameters

MMS implementation information: 
"WAP"

MMS Relay/Server

MMS Relay/Server information:

"http://mms-operator2.com"

Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2C-operator2.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"

SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"UDO_OTS2"

Authentication pw: 





"Udo_password2"

Gateway

Address:








"170.187.51.4"

Type of address:






"IPv4"

Port :








"9203"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user7"

Authentication pw:





"gateway_password7"
The default UICC is used with the following exceptions:

EFUST (USIM Service Table)

Logically:
Local Phone Book available


User controlled PLMN selector available


Fixed dialling numbers available


Barred dialling numbers available


The GSM Access available


The Group Identifier level 1 and level 2 not available


SMS available


SMS Status available


Service no. 33 (Packed Switched Domain) shall be set to '1' 

Service no. 52 Multimedia Messaging Service available

Service no. 55 MMS User Connectivity Parameters available

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7

	Binary
	xx1x xx11
	x11x xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xxx1
	xxxx xxxx
	x1xx 1xxx


EF MMSN

Logically:


MMS Status: 






Free space

MMS Implementation : 


"00"

MMS Notification:



"FF FF …  FF" (251 bytes)

Extension file record number:
"FF"

	Coding:
	B1
	B2
	B3
	B4
	B5
	…
	B254
	B255

	
	00
	00
	00
	FF
	FF
	
	FF
	FF


EF MMSICP

Logically:






Empty 
	Coding:
	B1
	B2
	…
	Bxx

	
	FF
	FF
	
	FF


EF MMSUP

Logically:
MMS Implementation

MMS implementation information:

"WAP"

MMS User Preference Profile Name:

"Greeting cards"

MMS User Information Preference Information 

Visibility: 







"hide"

Delivery report:






"yes"

Read-reply:







"yes"

Priority:









 "normal"

Delivery-Time:

Value (absolute):





"1-Jan-2003, 12:00:00 AM GMT"

Expiry: 

Value (relative):





1104537600 seconds

	Coding:
	80
	01
	01
	81
	0E
	47
	72
	65
	65
	74
	69
	6E

	
	67
	20
	63
	61
	72
	64
	73
	82
	19
	14
	80
	06

	
	80
	10
	80
	0F
	81
	07
	07
	80
	05
	00
	3E
	12

	
	2F
	80
	08
	06
	81
	04
	41
	D5
	E8
	00
	
	


EF MMSUCP
Logically:


MMS Connectivity Parameters
MMS Implementation

MMS Implementation Information :
"WAP"

MMS Relay/Server

MMS Relay/Server Address



"http://mms-operator2.com"

1st Interface to Core Network and Bearer
Bearer:








"GSM-CSD"

Address: 








"+495251699"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"UDO_OTS1"

Authentication pw: 





"Udo_password1"

2nd Interface to Core Network and Bearer

Bearer:








"GSM-CSD"

Address: 








"+495251700"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"UDO_OTS2"

Authentication pw: 





"Udo_password2"

3rd Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2B-operator2.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"

SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"UDO_OTS1"

Authentication pw: 





"Udo_password1"

4th  Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2C-operator2.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"

SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"UDO_OTS2"

Authentication pw: 





"Udo_password2"

Gateway:





Address:








"170.187.51.4"

Type of address:






"IPv4"

Port :








"9203"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user7"

Authentication pw:





"gateway_password7"
	Coding:
	AB
	82
	01
	47
	80
	01
	01
	81
	18
	68
	74
	74

	
	70
	3A
	2F
	2F
	6D
	6D
	73
	2E
	6F
	70
	65
	72

	
	61
	74
	6F
	72
	32
	2E
	63
	6F
	6D
	82
	2F
	10

	
	AA
	08
	2B
	34
	39
	35
	32
	35
	31
	36
	39
	39

	
	00
	09
	87
	25
	C5
	0A
	90
	0C
	9A
	0D
	55
	44

	
	4F
	11
	4F
	54
	53
	31
	00
	0E
	55
	64
	6F
	11

	
	70
	61
	73
	73
	77
	6F
	72
	64
	31
	00
	82
	2F

	
	10
	AA
	08
	2B
	34
	39
	35
	32
	35
	31
	37
	30

	
	30
	00
	09
	87
	25
	C5
	0A
	90
	0C
	9A
	0D
	55

	
	44
	4F
	11
	4F
	54
	53
	32
	00
	0E
	55
	64
	6F

	
	11
	70
	61
	73
	73
	77
	6F
	72
	64
	32
	00
	82

	
	43
	10
	AB
	08
	03
	77
	61
	70
	0D
	42
	32
	42

	
	2D
	6F
	70
	65
	72
	61
	74
	6F
	72
	32
	03
	63

	
	6F
	6D
	00
	09
	89
	0A
	90
	31
	03
	37
	70
	38

	
	06
	33
	60
	36
	08
	0C
	9A
	0D
	55
	44
	4F
	11

	
	4F
	54
	53
	31
	00
	0E
	55
	64
	6F
	11
	70
	61

	
	73
	73
	77
	6F
	72
	64
	31
	00
	82
	43
	10
	AB

	
	08
	03
	77
	61
	70
	0D
	42
	32
	43
	2D
	6F
	70

	
	65
	72
	61
	74
	6F
	72
	32
	03
	63
	6F
	6D
	00

	
	09
	89
	0A
	90
	31
	03
	37
	70
	38
	06
	33
	60

	
	36
	08
	0C
	9A
	0D
	55
	44
	4F
	11
	4F
	54
	53

	
	32
	00
	0E
	55
	64
	6F
	11
	70
	61
	73
	73
	77

	
	6F
	72
	64
	32
	00
	83
	3B
	20
	31
	37
	30
	2E

	
	31
	38
	37
	2E
	35
	31
	2E
	34
	00
	21
	85
	23

	
	39
	32
	30
	31
	00
	24
	CB
	19
	9C
	1A
	67
	61

	
	74
	65
	77
	61
	79
	11
	75
	73
	65
	72
	37
	00

	
	1B
	67
	61
	74
	65
	77
	61
	79
	11
	70
	61
	73

	
	73
	77
	6F
	72
	64
	37
	00
	
	
	
	
	


The UICC is installed into the Terminal and the user has indicated the data stored in EF MMSUCP as default.
8.3.2.4.2
Procedure

a)
The Terminal is powered on and the PIN shall be entered.

b)
When the Terminal is in idle mode the user shall generate an MM using the MMS User Agent on the Terminal with the default MMS User Connectivity Parameters and the MMS user preference information stored in the card and send it to "+0123456789".

8.3.2.5
Acceptance criteria

1) 
After step b) the Terminal shall have read the first supported set of MMS connectivity parameters stored in EF MMSUCP.

2) 
After step b) the Terminal shall have sent the MM to "+0123456789" using the MMS User Connectivity Parameter set with the highest priority (as defined by its position in EF MMSUCP), which can be used to access an available MMS Relay/Server. 
3)  After step b) the Terminal shall have sent the MM to "+0123456789" using the MMS user preference information stored in EF MMSUP.
8.3.3
UE recognising the priority order of MMS Issuer Connectivity Parameters over the MMS User Connectivity Parameters
8.3.3.1
Definition and applicability

An MMS User Agent should use the MMS related information stored in the USIM, if present, unless otherwise specified by the user. This information comprises MMS connectivity information, MMS user preferences and MMS notifications. 
MMS user preferences information, which is stored on the USIM, should be used by an MMS User Agent for user assistance in preparation of terminal-originated MMs (e.g. default values for parameters that are often used).

This test applies to terminals accessing UTRAN, supporting MMS and supporting the usage of MMS related data stored on the USIM and when no user MMS connectivity parameters have been selected.
8.3.3.2
Conformance requirement

MMS connectivity information, on the USIM includes a number of sets of MMS connectivity parameters. Some of these sets of MMS connectivity parameters are preset by the issuer of the USIM with the first set being the default. Such default preset MMS connectivity parameter set shall be selected by a MMS User Agent of a terminal, which supports the usage of MMS related data stored on the USIM, unless otherwise specified by the user.

· TS 31.102 [4], subclauses 4.2.69, 4.7.71, 5.3.30 and 5.3.32;

· TS 23.140 [23], subclause 6.1.11 and Annex F

8.3.3.3
Test purpose

1)
To verify that the Terminal's MMS User Agent uses the MMS connectivity parameter stored on the USIM to connect to the network for MMS purposes.
2)
To verify that a MMS Issuer Connectivity Parameter set with lower priority (as defined by its position in EF MMSICP) takes precedence over a MMS User Connectivity Parameter set with a higher priority. 
8.3.3.4
Method of test

8.3.3.4.1
Initial conditions

Four MMS Relays/Servers are available:

MMS Relay/Server 1:

- MMS Connectivity Parameters

MMS implementation information: 
"WAP"

MMS Relay/Server

MMS Relay/Server information:

"http://mms-operator3.com"

Interface to Core Network and Bearer

Bearer:








"GSM-CSD"

Address: 








"+495251699"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"UDO_OTS1"

Authentication pw: 





"Udo_password1"

Gateway

Address:








"170.187.51.5"

Type of address:






"IPv4"

Port :








"9201"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user9"

Authentication pw:





"gateway_password9"

MMS Relay/Server 2:

- MMS Connectivity Parameters

MMS implementation information: 
"WAP"

MMS Relay/Server

MMS Relay/Server information:

"http://mms-operator3.com"

Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2P-operator3.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"

SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"UDO_OTS1"

Authentication pw: 





"Udo_password1"

Gateway

Address:








"170.187.51.5"

Type of address:






"IPv4"

Port :








"9201"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user9"

Authentication pw:





"gateway_password9"
MMS Relay/Server 3:

- MMS Connectivity Parameters

MMS implementation information: 
"WAP"

MMS Relay/Server

MMS Relay/Server information:

"http://mms-operator3.com"

Interface to Core Network and Bearer

Bearer:








"GSM-CSD"

Address: 








"+496998626"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"B2C_OTS2"

Authentication pw: 





"B2C_password2"

Gateway

Address:








"170.187.51.5"

Type of address:






"IPv4"

Port :








"9201"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user9"

Authentication pw:





"gateway_password9"

MMS Relay/Server 4:

- MMS Connectivity Parameters

MMS implementation information: 
"WAP"

MMS Relay/Server

MMS Relay/Server information:

"http://mms-operator3.com"

Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2C-operator3.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"

SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"B2C_OTS2"

Authentication pw: 





"B2C_password2"

Gateway

Address:








"170.187.51.5"

Type of address:






"IPv4"

Port :








"9201"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user9"

Authentication pw:





"gateway_password9"

The default UICC is used with the following exceptions:

EFUST (USIM Service Table)

Logically:
Local Phone Book available


User controlled PLMN selector available


Fixed dialling numbers available


Barred dialling numbers available


The GSM Access available


The Group Identifier level 1 and level 2 not available


SMS available


SMS Status available


Service no. 33 (Packed Switched Domain) shall be set to '1' 

Service no. 52 Multimedia Messaging Service available

Service no. 55 MMS User Connectivity Parameters available

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7

	Binary
	xx1x xx11
	x11x xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xxx1
	xxxx xxxx
	x1xx 1xxx


EF MMSN

Logically:


MMS Status: 






Free space

MMS Implementation : 


"00"
MMS Notification:



"FF FF …  FF" (251 bytes)

Extension file record number:
"FF"

	Coding:
	B1
	B2
	B3
	B4
	B5
	…
	B254
	B255

	
	00
	00
	00
	FF
	FF
	
	FF
	FF


EF MMSICP

Logically:


MMS Connectivity Parameters
MMS Implementation

MMS Implementation Information :
"WAP"

MMS Relay/Server

MMS Relay/Server Address



"http://mms-operator3.com"

1st  Interface to Core Network and Bearer
Bearer:








"GSM-CSD"

Address: 








"+496998625"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"B2B_OTS1"

Authentication pw: 





"B2B_password1"

2nd Interface to Core Network and Bearer

Bearer:








"GSM-CSD"

Address: 








"+496998626"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"B2C_OTS2"

Authentication pw: 





"B2C_password2"

3rd Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2B-operator3.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"
SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"B2B_OTS1"

Authentication pw: 





"B2B_password1"

4th Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2C-operator3.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"
SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"B2C_OTS2"

Authentication pw: 





"B2C_password2"

Gateway:





Address:








"170.187.51.5"

Type of address:






"IPv4"

Port :








"9201"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user9"

Authentication pw:





"gateway_password9"

	Coding:
	AB
	82
	01
	47
	80
	01
	01
	81
	18
	68
	74
	74

	
	70
	3A
	2F
	2F
	6D
	6D
	73
	2E
	6F
	70
	65
	72

	
	61
	74
	6F
	72
	33
	2E
	63
	6F
	6D
	82
	2F
	10

	
	AA
	08
	2B
	34
	39
	36
	39
	39
	38
	36
	32
	35

	
	00
	09
	87
	25
	C5
	0A
	90
	0C
	9A
	0D
	42
	32

	
	42
	11
	4F
	54
	53
	31
	00
	0E
	42
	32
	42
	11

	
	70
	61
	73
	73
	77
	6F
	72
	64
	31
	00
	82
	2F

	
	10
	AA
	08
	2B
	34
	39
	36
	39
	39
	38
	36
	32

	
	36
	00
	09
	87
	25
	C5
	0A
	90
	0C
	9A
	0D
	42

	
	32
	43
	11
	4F
	54
	53
	32
	00
	0E
	42
	32
	43

	
	11
	70
	61
	73
	73
	77
	6F
	72
	64
	32
	00
	82

	
	43
	10
	AB
	08
	03
	77
	61
	70
	0D
	42
	32
	42

	
	2D
	6F
	70
	65
	72
	61
	74
	6F
	72
	33
	03
	63

	
	6F
	6D
	00
	09
	89
	0A
	90
	31
	03
	37
	70
	38

	
	06
	33
	60
	36
	08
	0C
	9A
	0D
	42
	32
	42
	11

	
	4F
	54
	53
	31
	00
	0E
	42
	32
	42
	11
	70
	61

	
	73
	73
	77
	6F
	72
	64
	31
	00
	82
	43
	10
	AB

	
	08
	03
	77
	61
	70
	0D
	42
	32
	43
	2D
	6F
	70

	
	65
	72
	61
	74
	6F
	72
	33
	03
	63
	6F
	6D
	00

	
	09
	89
	0A
	90
	31
	03
	37
	70
	38
	06
	33
	60

	
	36
	08
	0C
	9A
	0D
	42
	32
	43
	11
	4F
	54
	53

	
	32
	00
	0E
	42
	32
	43
	11
	70
	61
	73
	73
	77

	
	6F
	72
	64
	32
	00
	83
	3B
	20
	31
	37
	30
	2E

	
	31
	38
	37
	2E
	35
	31
	2E
	35
	00
	21
	85
	23

	
	39
	32
	30
	31
	00
	24
	CB
	19
	9C
	1A
	67
	61

	
	74
	65
	77
	61
	79
	11
	75
	73
	65
	72
	39
	00

	
	1B
	67
	61
	74
	65
	77
	61
	79
	11
	70
	61
	73

	
	73
	77
	6F
	72
	64
	39
	00
	
	
	
	
	


EF MMSUP

Logically:
MMS Implementation

MMS implementation information:

"WAP"

MMS User Preference Profile Name:

"Greeting cards"

MMS User Information Preference Information 

Visibility: 







"hide"

Delivery report:






"yes"

Read-reply:







"yes"

Priority:









 "normal"

Delivery-Time:

Value (absolute):





"1-Jan-2003, 12:00:00 AM GMT"

Expiry: 

Value (relative):





1104537600 seconds

	Coding:
	80
	01
	01
	81
	0E
	47
	72
	65
	65
	74
	69
	6E

	
	67
	20
	63
	61
	72
	64
	73
	82
	19
	14
	80
	06

	
	80
	10
	80
	0F
	81
	07
	07
	80
	05
	00
	3E
	12

	
	2F
	80
	08
	06
	81
	04
	41
	D5
	E8
	00
	
	


EF MMSUCP

Logically:


MMS Connectivity Parameters
MMS Implementation

MMS Implementation Information :
"WAP"

MMS Relay/Server

MMS Relay/Server Address



"http://mms-operator3.com"

1st  Interface to Core Network and Bearer
Bearer:








"GSM-CSD"

Address: 








"+495251699"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"UDO_OTS1"

Authentication pw: 





"Udo_password1"

2nd Interface to Core Network and Bearer

Bearer:








"GSM-CSD"

Address: 








"+495251700"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"UDO_OTS2"

Authentication pw: 





"Udo_password2"

3rd Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2P-operator3.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"

SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"UDO_OTS1"

Authentication pw: 





"Udo_password1"

4th  Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2C-operator3.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"

SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"UDO_OTS2"

Authentication pw: 





"Udo_password2"

Gateway:





Address:








"170.187.51.5"

Type of address:






"IPv4"

Port :








"9201"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user9"

Authentication pw:





"gateway_password9"

	Coding:
	AB
	82
	01
	47
	80
	01
	01
	81
	18
	68
	74
	74

	
	70
	3A
	2F
	2F
	6D
	6D
	73
	2D
	6F
	70
	65
	72

	
	61
	74
	6F
	72
	33
	2E
	63
	6F
	6D
	82
	2F
	10

	
	AA
	08
	2B
	34
	39
	35
	32
	35
	31
	36
	39
	39

	
	00
	09
	87
	25
	C5
	0A
	90
	0C
	9A
	0D
	55
	44

	
	4F
	11
	4F
	54
	53
	31
	00
	0E
	55
	64
	6F
	11

	
	70
	61
	73
	73
	77
	6F
	72
	64
	31
	00
	82
	2F

	
	10
	AA
	08
	2B
	34
	39
	35
	32
	35
	31
	37
	30

	
	30
	00
	09
	87
	25
	C5
	0A
	90
	0C
	9A
	0D
	55

	
	44
	4F
	11
	4F
	54
	53
	32
	00
	0E
	55
	64
	6F

	
	11
	70
	61
	73
	73
	77
	6F
	72
	64
	32
	00
	82

	
	43
	10
	AB
	08
	03
	77
	61
	70
	0D
	42
	32
	50

	
	2D
	6F
	70
	65
	72
	61
	74
	6F
	72
	33
	03
	63

	
	6F
	6D
	00
	09
	89
	0A
	90
	31
	03
	37
	70
	38

	
	06
	33
	60
	36
	08
	0C
	9A
	0D
	55
	44
	4F
	11

	
	4F
	54
	53
	31
	00
	0E
	55
	64
	6F
	11
	70
	61

	
	73
	73
	77
	6F
	72
	64
	31
	00
	82
	43
	10
	AB

	
	08
	03
	77
	61
	70
	0D
	42
	32
	43
	2D
	6F
	70

	
	65
	72
	61
	74
	6F
	72
	33
	03
	63
	6F
	6D
	00

	
	09
	89
	0A
	90
	31
	03
	37
	70
	38
	06
	33
	60

	
	36
	08
	0C
	9A
	0D
	55
	44
	4F
	11
	4F
	54
	53

	
	32
	00
	0E
	55
	64
	6F
	11
	70
	61
	73
	73
	77

	
	6F
	72
	64
	32
	00
	83
	3C
	20
	31
	37
	30
	2E

	
	31
	38
	37
	2E
	35
	31
	2E
	35
	00
	21
	85
	23

	
	39
	32
	30
	31
	00
	24
	CB
	19
	9C
	1A
	67
	61

	
	74
	65
	77
	61
	79
	11
	75
	73
	65
	72
	39
	00

	
	1B
	67
	61
	74
	65
	77
	61
	79
	11
	70
	61
	73

	
	73
	77
	6F
	72
	64
	39
	00
	
	
	
	
	


The UICC is installed into the Terminal and the user hasn't specified a default MMS connectivity parameter set.
8.3.3.4.2
Procedure

a)
The Terminal is powered on and the PIN shall be entered.

b)
When the Terminal is in idle mode the user shall generate an MM using the MMS User Agent on the Terminal with the default MMS connectivity parameter set and send it to "+0123456789". If no MMS Relay/Server is available for this parameter set, the next MMS connectivity parameter set offered by the MMS User Agent shall be used to send the MM.
8.3.3.5
Acceptance criteria

After step b) the Terminal shall have sent the MM to "+0123456789" using the first supported MMS connectivity parameter set, which can be used to access an available MMS Relay/Server and is stored in EF MMSICP.

8.3.4
Usage of MMS notification
8.3.4.1
Definition and applicability

An MMS User Agent should use the MMS related information stored in the USIM, if present, unless otherwise specified by the user. This information comprises MMS connectivity information, MMS user preferences and MMS notifications. MMS notifications should be stored on the USIM together with an associated status by a MMS User Agent according to TS 23.140 [23].
This test applies to terminals accessing UTRAN, supporting MMS notification storage on the USIM.

8.3.4.2
Conformance requirement

A Terminal supporting MMS notification storage on the USIM shall store MMS notifications together with an associated status on the USIM.
· TS 31.102 [4], subclauses 4.2.67 and 5.3.29;
· TS 23.140 [23], subclauses 6.1.11 and Annex F.
8.3.4.3
Test purpose

To verify that the Terminal stores and updates MMS notifications with the associated status on the USIM correctly.
8.3.4.4
Method of test

8.3.4.4.1
Initial conditions

Two MMS Relays/Servers are available:

MMS Relay/Server 1:

MMS Connectivity Parameters

MMS implementation information: 
"WAP"

MMS Relay/Server

MMS Relay/Server information:

"http://mms-operator1.com"

Interface to Core Network and Bearer

Bearer:








"GSM-CSD"

Address: 








"+496998625"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"B2B_OTS1"

Authentication pw: 





"B2B_password1"

Gateway

Address:








"170.187.51.3"

Type of address:






"IPv4"

Port:








"9201"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user1"

Authentication pw:





"gateway_password1"
MMS Relay/Server 2:

- MMS Connectivity Parameters

MMS implementation information: 
"WAP"

MMS Relay/Server

MMS Relay/Server information:

"http://mms-operator1.com"

Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2B-operator1.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"

SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"B2B_OTS1"

Authentication pw: 





"B2B_password1"

Gateway

Address:








"170.187.51.3"

Type of address:






"IPv4"

Port:








"9201"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user1"

Authentication pw:





"gateway_password1"

The default UICC is used with the following exceptions:

EFUST (USIM Service Table)

Logically:
Local Phone Book available


User controlled PLMN selector available


Fixed dialling numbers available


Barred dialling numbers available


The GSM Access available


The Group Identifier level 1 and level 2 not available


SMS available


SMS Status available


Service no. 33 (Packed Switched Domain) shall be set to '1' 

Service no. 52 Multimedia Messaging Service available
Service no. 53 Extension 8 available
Service no. 55 MMS User Connectivity Parameters not available

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7

	Binary
	xx1x xx11
	x11x xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xxx1
	xxxx xxxx
	x0x1 1xxx


EF MMSN

Logically:


MMS Status: 






Free space

MMS Implementation : 


"00"
MMS Notification:



"FF FF …  FF" (251 bytes)
Extension file record number:
"FF"

	Coding:
	B1
	B2
	B3
	B4
	B5
	…
	B254
	B255

	
	00
	00
	00
	FF
	FF
	
	FF
	FF


EF MMSUP

Logically:
MMS Implementation

MMS implementation information:

"WAP"

MMS User Preference Profile Name:

"Greeting cards"

MMS User Information Preference Information 

Visibility: 







"hide"

Delivery report:






"yes"

Read-reply:







"yes"

Priority:









 "normal"

Delivery-Time:

Value (absolute):





"1-Jan-2003, 12:00:00 AM GMT"

Expiry: 

Value (relative):





1104537600 seconds

	Coding:
	80
	01
	01
	81
	0E
	47
	72
	65
	65
	74
	69
	6E

	
	67
	20
	63
	61
	72
	64
	73
	82
	19
	14
	80
	06

	
	80
	10
	80
	0F
	81
	07
	07
	80
	05
	00
	3E
	12

	
	2F
	80
	08
	06
	81
	04
	41
	D5
	E8
	00
	
	


EF MMSICP

Logically:


MMS Connectivity Parameters
MMS Implementation

MMS Implementation Information :
"WAP"

MMS Relay/Server

MMS Relay/Server Address



"http://mms-operator1.com"

1st Interface to Core Network and Bearer
Bearer:








"GSM-CSD"

Address: 








"+496998625"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"B2B_OTS1"

Authentication pw: 





"B2B_password1"

2nd Interface to Core Network and Bearer

Bearer:








"GSM-CSD"

Address: 








"+496998626"

Type of address: 






"E164"

Speed: 








"Autobauding"

Call type:








"ANALOG_MODEM"

Authentication type:





"PAP"

Authentication id:





"B2C_OTS2"

Authentication pw: 





"B2C_password2"

3rd Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2B-operator1.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"
SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"B2B_OTS1"

Authentication pw: 





"B2B_password1"

4th Interface to Core Network and Bearer

Bearer:








"GSM-GPRS"

Address: 








"wap.B2C-operator1.com"

Type of address: 






"APN"

Call type:








"ANALOG_MODEM"

Delivery of erroneous SDU:



"No"

Residual Bit Error Rate:




"1*10-5"
SDU-Error-Ratio:





"1*10-6"

Traffic-class:








"Interactive class"

Maximum bit rate for downlink:

"8 kbps"

Authentication type:





"PAP"

Authentication id:





"B2C_OTS2"

Authentication pw: 





"B2C_password2"

Gateway:





Address:








"170.187.51.3"

Type of address:






"IPv4"

Port:








"9201"

Service:








"CO-WSP"

Authentication type:





"HTTP BASIC"

Authentication id:





"gateway_user1"

Authentication pw:





"gateway_password1"

	Coding:
	AB
	82
	01
	47
	80
	01
	01
	81
	18
	68
	74
	74

	
	70
	3A
	2F
	2F
	6D
	6D
	73
	2E
	6F
	70
	65
	72

	
	61
	74
	6F
	72
	31
	2E
	63
	6F
	6D
	82
	2F
	10

	
	AA
	08
	2B
	34
	39
	36
	39
	39
	38
	36
	32
	35

	
	00
	09
	87
	25
	C5
	0A
	90
	0C
	9A
	0D
	42
	32

	
	42
	11
	4F
	54
	53
	31
	00
	0E
	42
	32
	42
	11

	
	70
	61
	73
	73
	77
	6F
	72
	64
	31
	00
	82
	2F

	
	10
	AA
	08
	2B
	34
	39
	36
	39
	39
	38
	36
	32

	
	36
	00
	09
	87
	25
	C5
	0A
	90
	0C
	9A
	0D
	42

	
	32
	43
	11
	4F
	54
	53
	32
	00
	0E
	42
	32
	43

	
	11
	70
	61
	73
	73
	77
	6F
	72
	64
	32
	00
	82

	
	43
	10
	AB
	08
	03
	77
	61
	70
	0D
	42
	32
	42

	
	2D
	6F
	70
	65
	72
	61
	74
	6F
	72
	31
	03
	63

	
	6F
	6D
	00
	09
	89
	0A
	90
	31
	03
	37
	70
	38

	
	06
	33
	60
	36
	08
	0C
	9A
	0D
	42
	32
	42
	11

	
	4F
	54
	53
	31
	00
	0E
	42
	32
	42
	11
	70
	61

	
	73
	73
	77
	6F
	72
	64
	31
	00
	82 
	43
	10
	AB

	
	08
	03
	77
	61
	70
	0D
	42
	32
	43
	2D
	6F
	70

	
	65
	72
	61
	74
	6F
	72
	31
	03
	63
	6F
	6D
	00

	
	09
	89
	0A
	90
	31
	03
	37
	70
	38
	06
	33
	60

	
	36
	08
	0C
	9A
	0D
	42
	32
	43
	11
	4F
	54
	53

	
	32
	00
	0E
	42
	32
	43
	11
	70
	61
	73
	73
	77

	
	6F
	72
	64
	32
	00
	83
	3C
	20
	31
	37
	30
	2E

	
	31
	38
	37
	2E
	35
	31
	2E
	33
	00
	21
	85
	23

	
	39
	32
	30
	31
	00
	24
	CB
	19
	9C
	1A
	67
	61

	
	74
	65
	77
	61
	79
	11
	75
	73
	65
	72
	31
	00

	
	1B
	67
	61
	74
	65
	77
	61
	79
	11
	70
	61
	73

	
	73
	77
	6F
	72
	64
	31
	00
	
	
	
	
	


EF EXT8
Logically:

At least 10 records.

Record 1 to 10:
Free space with 253 bytes for extension data
Record 1:

	Coding:
	B1
	B2
	B3
	B4
	…
	…
	B255

	Hex
	00
	FF
	FF
	FF
	
	
	FF


The UICC is installed into the Terminal and the user hasn't specified a default MMS connectivity parameter set.

8.3.4.4.2
Procedure

a)
The terminal is powered on and the PIN shall be entered.

b)
When the terminal is in idle mode a MM shall be sent to the terminal via the MMS Relay/Server 1 or 2, dependent on the bearer supported by the terminal. This MMS Relay/Server shall then generate a notification to the Terminal's MMS User Agent. With the MM notification the MMS User Agent shall receive a message reference that can be used for retrieving the MM from this MMS Relay/Server. 

The MM shall result in a MMS notification with the following predefined values:

· X-Mms Message Type: 

"m-notification-ind" (0x82)
· X-Mms-Transaction-ID:

"01"
· X-Mms-MMS-Version:


"1.0"
· From:







not present (hidden)
· Subject:






"MM for you"
· X-Mms-Content-Location: 
"http://mms-operator1/MMBox/ID-007-12345678"
c)   The user shall read the MMS notification stored on the USIM.
d)   The user shall retrieve the MM stored on the MMS Relay/Server used in step b).
e)  The user shall forward the MM to "+0123456789" using the default MMS Issuer Connectivity Parameters stored on the USIM.
f)
A MM shall be sent to the terminal via the same MMS Relay/Server as in step b). This MMS Relay/Server shall then generate a notification to the Terminal's MMS User Agent. With the MM notification the MMS User Agent shall receive a message reference that can be used for retrieving the MM from this MMS Relay/Server. 

The MM shall result in a MMS notification with the following predefined values:

· X-Mms Message Type: 

"m-notification-ind" (0x82)
· X-Mms-Transaction-ID:

"02"
· X-Mms-MMS-Version:


"1.0"
· From:







"+0987123654"
· Subject:






"Urgent MM"
· X-Mms-Content-Location: 
"http://mms-operator1/MMBox/ID-007-02468024"
g)   The user shall read the MMS notification stored on the USIM.

h)   The user shall reject the MM stored on the MMS Relay/Server used in step b).
8.3.4.5
Acceptance criteria

1) 
After step b) the MMS User Agent on the terminal shall have stored the MMS notification on the USIM with the values defined in step b) of 8.4.4.4.2, the associated status shall have been set to "Used space, notification not read, MM not retrieved" and the MMS User Agent shall indicate to the user that a MMS notification has been received.
 2) After step c) the status of the MMS notification stored on the USIM shall have been set to "used space, notification read, MM not retrieved".
3)  After step d) the MMS user agent shall have retrieved the MM from the MMS Relay/Server 1 and the status of the MMS notification stored on the USIM shall have either been set to "used space, notification read, MM retrieved" or the MMS notification shall have been deleted and the associated shall have been set to "Free space".
4)  After step e) the terminal shall have read the set of MMS Issuer Connectivity Parameters stored first in EF MMSICP and shall have forward the MM to "+0123456789" using the MMS Relay/Server 1. The MMS notification shall have either been set to "used space, notification read, MM forwarded" or the MMS notification shall have been deleted and the associated shall have been set to "Free space".

5) 
After step f) the MMS User Agent on the terminal shall have stored the MMS notification on the USIM with the values defined in step f) of 8.4.4.4.2, the associated status shall have been set to "Used space, notification not read, MM not retrieved" and the MMS User Agent shall indicate to the user that a MMS notification has been received.

6) After step g) the status of the MMS notification stored on the USIM shall have been set to "used space, notification read, MM not retrieved".

7)  After step h) the MMS user agent shall have not retrieved the MM from the MMS Relay/Server 1 and the status of the MMS notification stored on the USIM shall have either been set to "used space, notification read, MM rejected" or the MMS notification shall have been deleted and the associated shall have been set to "Free space".
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