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In LS T3-030411, S1-030702, T3 asks guidance to SA1 as to the service aspects related to the solutions T3 identified at that moment, being:

1) EAP-SIM (using a legacy SIM)

2) Secured EAP-SIM (using an enhanced SIM)

3) EAP-AKA (using a USIM)

SA1 replied that solution 1) and 3) were to be considered, while 2) was out of scope, mainly because TS 51.011 is frozen and adding new functionality to this specifications is not an option.

And T3 is in line with this.

The current assumption of T3 now is that an independent application on UICC willl better respond to the requirements of SA1, mainly because it allows to cope with the security risks related to solution 1), which were identified by SA1 in their reply LS (S1-030966). 

Attached to this LS is contribution T3-040058, that explains the advantages T3 identified of such an independent application, mainly:

· It uses existing GSM authentication data, IMSI, Ki, triplets, from 3GPP operator’s second generation network, thus satisfies the same needs as solution 1).

· It protects the GSM network and I-WLAN authentication, because it hides the A3A8 algorithm, the authentication keys and GSM specific data, thus does not have the security risks of solution 1) 

· It can also support EAP-AKA, thus satisfies the need of 3)

· It can be used for access to IMS over an I-WLAN (i.e. without the need of a USIM in this case)

· It is optional, thus does not prevent the use of a legacy SIM.

As such, the application described in this document allows the operator to limit the risks and raises potential benefit from deploying I-WLAN.

Actions

T3 would like to ask SA1:

· If such an independent application, solving the mentioned issues on security, meet the SA1 requirements
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