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1 Opening of the Meeting / IPR Reminder

The meeting opened at 10:00 on Tuesday, October 7th.  There is apologies of absence from Carsten Fischer (Orga).

The Chairman drew the attention of the delegates to the fact that 3GPP Individual Members have the obligation under the IPR Policies of their respective Organisational Partners to inform their respective Organisational Partners of essential IPRs they become aware of.  They were asked to take note that they had been invited to:

· investigate in their company whether their company does own IPRs which are, or are likely to become essential in respect of the work of the Technical Specification Group

· notify the Chairman or the Director General of their respective Organisational Partners, of all potential IPRs that their company may own, by means of the IPR Statement and the Licensing declaration form

2 Meeting organisation

2.1 Input Documents

Two input documents are added to the agenda :

2.2 Agenda

T3a030500 is the draft agenda of the meeting.  It is agreed.

2.3 Approval of last report

The last meeting report is in document T3a030508 revised with editorial changes in T3a030515. Stephane Andreau gave an update on the lat T3 plenary.

2.4 Information about API discussions since last meeting

No new information since last T3 API meeting.  There was no API discussions during the last 3GPP plenary meeting as no input were presented by T3.

3 APIs requirements (TS 102.240 – TS 02.19 – TS 42.019) 

No issue.

4 APIs based on TS 102.240 – TS 02.19

4.1 C SIM API 

No input

4.2 SIM APIs for JavaCard (TS 03.19 – TS 43.019)

No input.

4.3 UICC API for Java Card (TS 102 241 for information, SCP WG3)

No input.

4.4 USIM APIs for JavaCard (TS 31.130)

T3a03500 is the version created by the T3 SWG API meeting in Munich and send for approval to T3 plenary. T3a03501 are comments raised by Axalto during the T3 plenary.

Open point is Handler management with respect to the post() methods.

The group understand the technical problem and agrees to go for the technical solution Nr. 1 given in the notes later in this document. The whole paragraph is copied into the report and set to FFS in the document. The groups has to work on the correct wording, G+ volunteers to come up with a first draft until 10th of January and to consolidate all subsequent input. (FFS stands here for FFW (for further wording)).

Notes taken during the discussion:

4.5 6.5
Envelope response handling

Case of EVENT_MO_SHORT_MESSAGE_CONTROL_BY_NAA:

A Toolkit Applet can post a response by using the  post() method or the postAsBERTLV() method defined in TS 102.241[2].

What is the meaning of the parameter of post() method ? (Meaningless ?)

Sol 1: When invoking post() methods, it is recommended that the Applet set the boolean parameter to true.

If there’re checks, there are implementations dependent and not interoperable (State of the Art).

Ask plenary for advice on security issues?

OK for: SLB, OCS, ORGA, G&D, SUN, ST Incard

NOK G+

(SCP like version) Inline with Call Control with NAA Cf CR SCP 030484.

Sol 2: When invoking post() methods, the USAT Toolkit framework has to set the boolean parameter always to true.

OK for G+, MEE

NOK : SLB, OCS, ORGA, G&D, SUN, ST Incard

Sol 3: When invoking post() methods, if the Applet set the boolean parameter to false then an Exception shall be thrown..

OK for: SLB, G+, ST Incard, MEE

NOK for: ORGA, G&D, SUN

Sol 4 : 

New interface CallControlEnvelopeResponseHandler with a post() method without parameter.

New interface ShortMessageFormattedEnvelopeResponseHandler with a post() method without parameter.

New interface ShortMessageUnFormattedEnvelopeResponseHandler with a post() method with parameter.

According to the event processed the corresponding XYZEnvelopeResponseHandler is made available and shall be used by the Applet to post its data if any.

New interface USATEnvelopeResponseHandler with a post() method without parameter. Can be the regular 102241 EnvelopeResponseHandler.

New interface USATEnvelopeResponseHandler with a post() method with parameter. Can be also move to  102241 

STIncard’s (supported by SLB) Approach: create a post() method without parameter in UICC spec and throw exception when it is used with a non appropriate event.

Check the availability of the method in the context of the event.

Or

Check the availability of the handler in the context of the event

Copied from the current document:
Case of EVENT_FORMATTED_SMS_PP_ENV:
When the  post() or the postAsBERTLV() method is invoked, the (U)SAT Framework shall, according to bit 6 of the second octet of the SPI defined in TS 31.115[9], build a SMS-DELIVER-REPORT or a SMS-SUBMIT.. If the SMS-SUBMIT is to be used, the (U)SAT Framework shall build and issue a Send Short Message proactive command as defined in TS 51.014 [8] and in TS 31.111[7].

In case of SMS-SUBMIT, when invoking post() methods, the USAT Toolkit framework has to set the boolean parameter always to true.

Same question: What is the meaning of the parameter of post() method (if bit 6 is not set) ? 

If there is not check perform on the appropriateness between the parameter passed and the current EVENT, then it shall be stated clearly and we should put some recommendations.
5 Security Mechanisms for SAT/USAT (TS 03.48, 23.048, 31.115/116)

5.1 TS 23.048 (Rel-5)

T3a030507 CR to REL-5 from G&D to define that the output data to an GP coded command should be coded according to GP. This problem has to be resolved in REL-6 via an alignment between the GAT DATA command in SCP and GP. The CR is rejected. G&D will propose a CR to next SCP WG meeting.
T3a030510 

Question 2.1: no consistent opinion in the group is it to indicate only security errors or not, OCS and ORGA think it is also for additional errors, G&D want to check again at home. No agreement seams to be possible on this point.

Seams that some companies have extended the definition of PoR to perform Proof of execution which is not implemented in 23.048 REL-5.

OCS indicates that the issue is on the wording “when an error has occurred” rather that PoR definition. In REL-6 there is the same issue. MEE and OCS are in favour of defining the Proof of Execution in REL-6 (Implies that there is a Response Packet only if an error occurs). The service that is missing is the notification only when there is an application error.

Draft Answer: If there is a an error in the 23.048 header, a PoR shall be send. This will be send to the test working group.

Question 2.2: There is no limitation in OP. If there is an ambiguity in the spec then they should. Basically we can consider this case as an optional feature in the specification.

Conclusion: It is possible to update KiK key via the PUT KEY but it is not mandatory.

5.2 TS 31.115 / TS 31.116 (Rel-6)

T3a030506 is a proposal from G+ to create an empty REL-6 23.048 specification that just points to 31.115 and 31.116. It is questioned by several companies what is the value of such an specification, they think it is more confusing then the split of the old document. The split of the document was agreed by SCP plenary and T3 plenary two years ago. The document is not agreed and withdrawn.

T3a030511 is a CR to align 31.116 with recent changes made in SCP.

T3a030512 will be integrated into T3a030522.

T3a030513 OCS thinks this should go also into 522. That the SIM RFM has access to DF Telecom and DF GSM is to restrictive. It should be formulated as an example. The paragraph 5.1 goes into 522 and the rest is on hold until the next SCP meeting and goes to 523.

T3a030511, T3a030512 and T3a030513 will all be integrated in one CR in document T3a030522 that will be send by the Rapporteur to the e-mail list for e-mail approval until 16th of January. The agreed in principal on the technical matter, the e-mail approval is mainly to check the correct integration of all three CR’s.

T3a030514 is here for information.

6 2G/3G Java Card API based applet interworking TR 

T3a03503, T3a03504, T3a03505, T3a03503 is the version that where submitted by the T3 API group to the plenary in Dallas. T3a03504 is the same document with comments from Schlumberger / Axalto. 

· Changes to the Scope to reference 102 241, this is basically done through the reference to 31.130 already but is agreed by the group.

· Several editorial remarks are accepted

· 4.2 is more complex. It deals with the problem of Menu title in EF-Sume and the shared resources if several API’s are in the card. The sentence that deal with the problem of EF-SUME in Set Up Menu is deleted from this paragraph and moved to 5.2.2.

· 4.3 suppress “the applets”

· 4.4 it will stay with an is.

· 5.1 discussion about the correct wording about file mapping. The discussion about the title raised by Axalto.

· 5.2.1 Discussion about the triggering of the applets based on the sim.* API if the event is raised by an APDU according to TS 102 221 and the NAA is a USIM. Shall we describe the mapping between these APDU’s and the Events or shall we only have a generic sentence. OCS is the opinion that this is not a matter of CLA bytes.

· Clarification regarding the First Command After Select Event.

· Parameters of the getShareableInterface(), in 43.019 only the byte parameter is defined to be ‘00’. So the question can we define here that the AID parameters is the AID of the SIM application. The problem is that in 43.019 it is nowhere specified who is calling this method it if it has to be called. It is only specified that if this method is invoked the byte parameter shall be zero. It is stated in the report that the clientAID is not defined in 43.019.

· Further editorial remarks are raised.

· SLB/Axalto wants to change the titles 5.1 and 5.2 to incorporate the package names from the SIM API for Java Card™, the rest of the group thinks that the titles as they are the appropriate titles and can not agree to this proposal. SLB wants to have CLA bytes mentioned for the update record EF SMS case.

· No agreement on the the tile question therefore the document will not be send as input documents from SWG T3 API to the next T3 plenary.

7 Any other business

None

8 Meeting Plan

Schlumberger would like to have discussed everything in one place. No concrete plans to have a new meeting.

The following related meetings are already planned in the coming months.

	Meeting
	Date
	Host
	Location

	SCP-WG3 #10
	20-23 January
	ETSI
	Sophia Antipolis

	SCP plenary #16
	04-06 Feb
	G&D
	Barcelona

	T3#30
	09-13 Feb
	ETSI 
	Sophia Antipolis

	T3#31
	27-30
	
	Berlin


9 Closing of the meeting

The meeting closed on December 18th, at 15:30 PM.  The Chairman thanked Microelectronica Espanola for hosting the meeting.
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Document list

	Doc. Name
	Title
	Source
	Status


New documents of the meeting

	T3a030500
	draft agenda of T3 API #20 meeting
	Chairman
	Approved

	T3a030501
	Draft TS 31.130
	SWG T3 API
	Discussed

	T3a030502
	Schlumberger's comments on draft TS 31.130
	Schlumberger
	Discussed

	T3a030503
	Draft TR 31.919
	SWG T3 API
	Discussed

	T3a030504
	Comments on the draft 31.919
	Schlumberger
	Discussed

	T3a030505
	Version of the 31.919
	Schlumberger
	Discussed

	T3a030506
	Gemplus proposal for TS 23.048 Rel-6
	Gemplus
	Not Agreed

	T3a030507
	G&D contribution to TS 23.048 Rel-5: Clarification to GET DATA command
	G&D
	Rejected

	T3a030508
	Draft report of T3 API #19 meeting
	Chairman
	Approved

	T3a030509
	Call for IPR text
	Chairman
	Noted

	T3a030510
	Request for Clarification from the 23.048 Testing group
	
	Discussed

	T3a030511
	CR TS 31.116: Clarification on the usage of Remote File Management commands
	Schlumberger
	Discussed

	T3a030512
	CR TS 31.116: Remote command coding with P3=’00’ for the SIM RFM
	Schlumberger
	Discussed

	T3a030513
	CR TS 31.116: Clarification on Remote File Management
	Schlumberger
	Discussed

	T3a030514
	CR TS 31.116: Clarification on the format of additional response data
	Schlumberger
	For information

	T3a030515
	Approved report meeting #19
	SWG T3 API
	Approved

	T3a030516
	Revised version of 504
	
	

	T3a030517
	Revised version of 503
	SWG T3 API
	

	T3a030518
	Revised version of 517
	Schlumberger
	

	T3a030519
	Revised version of 517
	SWG T3 API
	

	T3a030520
	Revised version of 31.130 v 1.4.0 incorporating comments from the meeting
	SWG T3 API
	Agreed will go to e-mail list and to T3 plenary for approval

	T3a030521
	Response to the testing working 23.048 group
	SWG T3 API
	Agreed send by the chairmann 

	T3a030522
	Revised version of 511 incorporating 512, and parts of 513 
	For e-mail approval  until 16th of Januray
	

	T3a030523
	Rest of 513 regarding UICC shared file system.
	Agreed waiting for decision from SCP
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Action Points

T3 API actions:

	
	Action
	Status

	
	
	

	
	
	


	
	Postponed issues of the last meeting
	Status

	
	
	

	
	
	


T3 action points related to APIs / Security Mechanisms for SAT/USAT:

	
	Action
	Status

	AP #1/28
	Deal with the requests for clarifications from ad hoc meeting
See related document T3a030403
	

	
	
	


Annex D

E-mail discussion groups

Information and discussion about this work item is done via the ETSI email list server. The discussion group to be used is: 3gpp_tsg_t_wg3_api. To subscribe to this email group or to view the archives, go to:


http://list.3gpp.org/3gpp_tsg_t_wg3_api.html
All issues releated to the development of the test suite (11.13) for 03.19 is discussed via 3gpp_tsg_t_wg3_api_test


http://list.3gpp.org/3gpp_tsg_t_wg3_test.html
The migration of 02.19 and 03.19 to the UICC platform is discusses via the ETSI SCP WG3 mailinglist


http://list.etsi.fr/archives/scp_wg3.html
