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1
MMS Relay/Server Interoperability

MMS R/S related interoperability aspects concern

· Interoperability between Terminal and Server 

· Harmonisation of server capabilities and terminal capabilities

· MM1 interoperability

· content adaptation

· …

· Interoperability between servers: 

· MM4 interoperability

· Optional MM4 functions

· SMTP aspects

2
Interoperability between Terminal and Server

2.1
Harmonisation of server capabilities and terminal capabilities

Aspects: 

· Consequences of introduction of Message Content Classes, of Standard MM Content Domain and of Unclassified MM Content Domain

· Other consequences from Conformance Document V1.2

[tbe]

2.2
MM1 Interoperability

Some aspects:

· Different protocol stacks (WSP / HTTP) 
· Settings within one given protocol stack

· Protocol Upgrades 

[tbe]

2.3 Content Adaptation

Content adaptation has been specified in OMA MMS Enabler Release 1.2. The consequences on Stage 1 and Stage 2 (and on MM4 signalling) have to be examined.

3
Interoperability between servers

3.1
SMTP aspects

MM4 uses SMTP as underlying protocol. SMTP transfer is defined between a client and a server (not to be mixed up with the client/server terms used in OMA). It typically uses an underlying TCP connection. “An SMTP server may be either the ultimate destination or an intermediate ‘relay’ (that is, it may assume the role of an SMTP client after receiving the message) or ‘gateway’ (that is, it may transport the message further using some protocol other than SMTP).
” Successful (acknowledged) transfer means successful transfer to the next relay in the chain.

Possible interoperability problems relate to:

Protocol version of SMTP: This issue seems to be settled, 3GPP TS 23.140 now only refering to RFC 2821 and no more to RFC 821.

Usage of ESMTP: IR.52 recomends to use ESMTP as an extension of SMTP. If a client talks ESMTP to a server, it will (after having received the ‘ready’ indication ‘220’) open the dialogue with an EHLO instead of HELO (as defined in SMTP); then, if this is not accepted, the client will try again with SMTP. This could lead to increased traffic, unless version tables are used.

Known problems of SMTP: Some known problems of SMTP concern message length limitations, badly adjusted timeouts (leading to unilateral abortion) and loops in the mailing lists leading to “infinite mailstorms”
. In particular it could happen that transfer is unsuccessful, in particular in high load situations. See problem of duplicated MM4 messages.

3.2
MM4 interoperability

3.2.1
Protocol aspects

The MM4 stage 3 protocol specification is contained in the stage 2 description, 3GPP TS 23.140. The stage 3 protocol specification is not very explicit. A lot of protocol specific items are not touched, like error cases, retransmissions, timers etc.

TS 23.140 also explicitly allows proprietary parts: “Private agreements may utilise additional connection and security (e.g. IPSec) methods. Such methods are out of the scope of standardisation for this release.”

Knowledge of MM4 interoperability issues is growing, based on operational experience, system tests, interop fests etc.

Typical problem areas / problem sources could be 

· the adjustments for MM4 retransmission and SMTP abortion

· Loss / duplication of messages, in particular usage of Transaction Identifier in re-sent MM4_submit.REQ

· Mis-understandings in time stamps

· Gaps in protocol specification (when, how re-transmissions, unambiguity in time stamps, timers, e.g. MMSC defined time of expiry)

· Handling of multiple recipient addresses: How are recipients within the recipient MMSE distinguished from recipients 

[tbe]

3.2.2
Server settings

Aspects:

· Restrictions of MM (e.g., in size) 

[tbe]

3.2.3
Options on MM4

Stage 2 leaves some options on the MMSC. Not all of them are relevant for interoperation. Here, a tentative of those relevant options is given. GSMA could agree to select certain options; where applicable, a recommendatino is given here.

At the Originator MMSC:

Acknowledgement Request in MM4_forward.REQ: This is optional in stage 2, however should be mandatory in the option choice. Reason: CDR generation.

Provision of time stamp by the Originator R/S: Optional in stage 2: “In the case of forwarding the MM4_forward.REQ may carry the date and time of the submission of the MM.” Recommendation: ?

Overriding of O-UA address indicated by O-UA during submission: Configurable in stage 2. Recommendation: ?

Read-Reply Report: MMSC support mandatory in stage 2, however there seem to be implementations not supporting the feature.

Delivery Report: MMSC support mandatory in stage 2, however there seem to be implementations not supporting the feature.

At the Recipient MMSC:

Data adaptation based on user profile and/or MMS User Agent capabilities: See content adaptation.

Maximum time until delivery (expiry time set by Recipient MMSC)

Behaviour in the roaming case 

Alternative retrieval (on WEB page etc.)

Provision of an alias or clarifying text (e.g. "anonymous address" or "unknown address") in the originator address field instead of providing the originator address to the recipient MMS User Agent, if the originator has requested address hiding 

Provision of an alias or clarifying text (e.g. "anonymous address" or "unknown address") in the originator address field instead of providing the originator address to the recipient MMS User Agent, if the original message does not contain the originator address

To provide recipient MMS User Agent with addresses of forwarding MMS User Agents if the MM was forwarded and the address information is available to R-R/S: Stage 2 says ‘should’. Recommendation: do it.

Read-Reply: Mandatory in 23.140; however possibly not always supported by the Recipient MMSE. If supported: 

· R-R/S may provide a time stamp for the read-reply report, i.e. it may also override the MMS User Agent's time stamp

· may override the address provided by the recipient MMS User Agent in the read-reply report (subject to MMS service provider's preferences)

Delivery Report: Mandatory in 23.140; however possibly not always supported by the Recipient MMSE. 

At the forwarding MMSC:

Forwarding (‘without retrieval’) is optional. If supported, 

· provision of a time stamp of the MMS submisison is optional 

· overriding the address provided by the forwarding MMS User Agent in the forwarding request is subject to MMS service provider's preferences

· Fields Previously-sent-by and Previously-sent-date-and-time are optional
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