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<modified clause 1 of 4>
5.1.2
Minimum set of supported formats

In order to guarantee a minimum support and compatibility between multimedia messaging capable terminals, the following media and file formats shall be supported as defined below and in 3GPP TS 26.140 [74].

5.1.2.1
Interoperability with SMS

In order to guarantee SMS interoperability, SMS 3GPP TS 24.011 [11] RP-DATA RPDU encapsulation defined in clause 7.3.1 shall be supported. MIME type "application/vnd.3gpp.sms" shall be used for this purpose. In order to maintain backward compatibility, MIME type "application/x-sms" shall be supported by the MMS UA for mobile-terminated messages only.

5.1.2.2
Plain Text

Plain Text coding used inside MMS shall be according to [74].

5.1.2.3
Speech

Speech coding used inside MMS shall be according to [74]. 
5.1.2.4
Audio

Audio coding used inside MMS shall be according to [74]. 

5.1.2.5
Synthetic audio

Synthetic audio coding used inside MMS shall be according to [74]. 

5.1.2.6
Still Image

Still image coding used inside MMS shall be according to [74]. 

5.1.2.7
Bitmap graphics

Bitmap graphics coding used inside MMS shall be according to [74].

5.1.2.8
Video

Video coding used inside MMS shall be according to [74].

5.1.2.9
Vector graphics

Vector graphics coding used inside MMS shall be according to [74].

5.1.2.10
File Format for dynamic media

Support for file formats for dynamic media used inside MMS shall be according to [74].

5.1.2.11
Media synchronization and presentation format
Support for media synchronization and presentation format used inside MMS shall be according to [74].

5.1.2.12
DRM format

Support for DRM protected object (i.e. ‘DRM Message’ and ‘DRM Content Format (DCF)’) shall be according to [76], [77] and [78].

<modified clause 2 of 4>

5.2
MMS Relay/Server

The MMS Relay/Server is responsible for storage and notification, reports, and general handling of messages. The MMS Relay/Server may also provide convergence functionality between External Servers and MMS User Agents and thus enable the integration of different server types across different networks. An Example can be found in Annex A.

It is possible to separate the MMS Relay/Server element into MMS Relay and MMS Server elements, but an allocation of the MMS Relay/Server functionalities to such elements is not defined in this release.

The MMS Relay/Server shall provide the following functionalities:

· receiving and sending MM;

· conversion of messages arriving at the recipient MMS Relay/Server from legacy messaging systems to MM format (e.g. facsimile to MM) if interworking with legacy messaging systems (MM3) is supported;

· conversion of MMs leaving the originator MMS Relay/Server to legacy messaging systems to the appropriate message format (e.g. MM to internet email) if interworking with legacy messaging systems (MM3) is supported;

· message content retrieval;

· MM notification to the MMS User Agent;

· generating delivery reports;

· routing forward MMs and read-reply reports;

· address translation;

· temporary storage of messages;

· ensuring that messages are not lost until successfully delivered to another MMSE element.

· Forward Lock and Combined Delivery DRM functionalities [76], [77] and [78];
· relaying without alterations any DRM Content Format [76], [77] and [78].
The MMS Relay/Server should provide additional functionalities such as:

· generating charging data records (CDR);

· negotiation of terminal capabilities.
The MMS Relay/Server may provide additional functionalities such as:

· MM forwarding;

· address hiding;

· persistent storage of messages;

· controlling the reply-charging feature of MMS;.

· relaying Message Distribution Indicator.

The MMS Relay/Server can provide additional functionalities which are not further specified in this release such as:-

· enabling/disabling MMS function;

· personalising MMS based on user profile information; 

· MM deletion based on user profile or filtering information;

· media type conversion;

· media format conversion;

· screening of MM;

· checking terminal availability;

· managing the message properties on servers (e.g. voicemail or email server) integrated in the MMSE (consistency) (only applicable if interworking with legacy messaging systems (MM3) is supported).

This list of additional optional functionalities of the MMS Relay/Server is not exhaustive.

<modified clause 3 of 4>
7.1.13.5
Message Distribution Indicator

A Message Distribution Indicator may be provided for the whole Multimedia Message coming from a VASP. The indicator is purely informational, e.g. an MMS User Agent is not responsible for any functionality regarding message redistribution. The aim is to indicate that the MM content is not to be redistributed.
NOTE 1: 
From REL-6 onwards, the introduction of specific DRM features for MMS makes the usage of the Message Distribution Indicator IE obsolete. Yet, it is maintained for backward compatibility with previous releases. The support of DRM functionalities by the R/S and UA is not affected by the presence or value assigned to the Message Distribution Indicator IE. Two cases may occur:

1. The MM contains Forward Lock or Combined Delivery elements, which implies that the MM must not be forwarded. In this case only the Message Distribution Indicator set to “false” is sensible, but also redundant. Instead, MDI = “true” is in contradiction to the content of the MM and must be avoided.

2. The MM contains DCF elements, which implies that the MM may be forwarded without any restrictions (super distribution). In the light of content protection the MDI should be set to “true” to enable super distribution, but the MDI may also be set to “false” to indicate that the MM may not be forwarded due to some additional constraints (e.g., legal issues). The latter option should be avoided, because it means a mixture of the DRM protection layer as defined in [76], [77] and [78] and the MMS layer.
NOTE 2:
The introduction of specific DRM features for MMS introduces also specific rules concerning the Content Adaptation of DRM-protected objects. Therefore, it is possible that the value ‘true’ assigned to the ‘Adaptations’ IE contradicts what OMA DRM prescribes (e.g. in case of DCF elements). It is understood that OMA DRM rules shall always take the precedence. 
<modified clause 4 of 4>
7.1.15
Support for Digital Rights Management in MMS





The support of DRM in MMS shall conform to the OMA DRM specifications [76], [77] and [78]. The following sections describe the application of OMA DRM protection to objects contained in MMs.   
7.1.15.1
DRM-protected content within an MM
An MM may include one or more DRM-protected MM elements, which shall be encoded according to [76], [77], [78]. 
DRM protection shall apply to the top-level MM objects in the MIME multipart structure. Each DRM-protected MM element shall be encapsulated as a DRM object, i.e. ‘DRM Message’ or ‘DCF’.

The Presentation element (e.g. SMIL) shall not be DRM protected. 
The whole MMS PDU shall not be DRM protected.

7.1.15.2 
DRM-related User Agent beaviour 
An MMS User Agent shall support OMA DRM Release 1 [76], [77], [78].
In particular, after having been notified or having received (from a VASP) an MM containing a ‘DRM Message’, an MMS User Agent shall not perform any the following actions:

· Storing the whole MM, or any DRM-protected MM elements into a user accessible network storage (e.g. MMBox), after the MM has been retrieved;
· Reusing the whole MM, or any of its DRM-protected elements, for composing another MM.
The above list is not exhaustive, but it is only meant to complement the OMA DRM specifications [76], [77], [78] for the specific case of MMS.  
7.1.15.3
DRM-related Relay/Server behaviour

An MMS Relay/Server shall support both Forward Lock and Combined Delivery DRM functionalities. In particular, the actions that an MMS Relay/Server shall not perform on an MM containing ‘DRM Message’ objects include:

· Delivering a ‘DRM Message’ (i.e. FL or CD) to an MMS UA which is not OMA DRM Release 1 compliant; 
· Storing the whole MM, or any of its DRM-proteted elements, into a user accessible network storage (e.g. MMBox) before the recipient MMS UA has retrieved the MM;
· Storing the whole MM, or any of its DRM-proteted elements, into a user accessible network storage (e.g. MMBox) after the recipient MMS UA has retrieved the MM;

· Forwarding the MM from the MMBox;

· Altering or stripping-off any part of the ‘DRM Message’ header (e.g. the Boundary parameter declaration);
· Forwarding, before or after retrieval, the MM through any of the following reference points:

· MM3
· MM4
· MM7:  except for VASP-originated DRM-protected MM intended for an End User that is entitled to receive it (NOTE: the description of the service conditions according to which an End User is entitled to receive a DRM-protected MM is beyond the scope of the present specification). 
The above list is not exhaustive, but it is only meant to complement the OMA DRM specifications for the specific case of MMS. 

An MMS Relay/Server shall support the Separate Delivery DRM functionality. The R/S shall relay any DCF object unaltered, without stripping-off any part of its headers (e.g. the ‘X-Oma-Drm-Separate-Delivery’ header) or body.
<end of changes>
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