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3.2
Abbreviations

For the purposes of the present document, the abbreviations defined in [1] and [2] and the following apply:

CDR
Charging Data Record
DCF
DRM Content Format
DNS
Domain Name System
DRM
Digital Rights Management
EMA
Electronic Message Association

E-Mail
Electronic Mail

ENUM
Electronic Numbering

FQDN
Fully Qualified Domain Name

GW
Gateway

HTTP
Hypertext Transfer Protocol

IANA
Internet Assigned Numbering Authority

IETF
Internet Engineering Task Force

IMAP4
Internet Message Access Protocol

MIME
Multipurpose Internet Mail Extensions

MM
Multimedia Message


MMS
Multimedia Messaging Service

MMSE
Multimedia Messaging Service Environment

MMSNA
Multimedia Messaging Service Network Architecture

MTA
Mail Transfer Agent

PDU
Protocol Data Unit

POP3
Post Office Protocol Version 3

RADIUS
Remote Authentication Dial In User Service

RDF
Resource Description Format

RFC
Request for Comments

RTSP
Real Time Streaming Protocol

SDP
Session Description Protocol

SMIL
Synchronised Multimedia Integration Language

SMTP
Simple Mail Transfer Protocol

SOAP
Simple Object Access Protocol

UA
User Agent

UAProf
User Agent Profile

URI
Uniform Resource Identifiers

VAS
Value Added Service

VASP
Value Added Service Provider

VPIM
Voice Profile for Internet Mail

W3C
WWW Consortium

WAP
Wireless Application Protocol

WIM
WAP Identity Module

WML
Wireless Markup Language

WSP
WAP Session Protocol

WTLS
Wireless Transport Layer Security

XML
Extensible Markup Language

…

7
MMS Service Behaviour Description

7.1 MMS services offered

…

7.1.3.1
Terminal Capability Negotiation

An MMS User Agent shall support Terminal Capability Negotiation. An MMS Relay/Server should support Terminal Capability Negotiation.

Within a request for delivery of an MM the recipient MMS User Agent shall be able to indicate its capabilities towards the recipient MMS Relay/Server.

The recipient MMS User Agent may indicate its capabilities towards the recipient MMS Relay/Server by transmitting:

· a set of information describing the terminal’s capabilities

· a link (e.g. URI) to a database where the MMS Relay/Server can fetch a set of information describing the terminal’s capabilities, and/or

· a differential set of information indicating changes to a previously indicated set of terminal capability information.

The detailed definition of the specific mechanism for terminal capability negotiation shall be defined by the MM1 implementation (WAP etc.). The mechanism for terminal capability negotiation shall ensure that the MMS Relay/Server is provided with the information describing the MMS User Agent’s capabilities within every request for delivery of an MM.

E.g. in the WAP implementation of MMS, in case an underlying WSP session is established between the MMS User Agent and an intermediate WAP Gateway, the MMS User Agent indicates its capabilities towards the WAP Gateway only after the initial set-up of the underlying WSP session or spontaneously following a change in terminal capabilities. The WAP Gateway, however, caches the terminal capability information and passes these on to the MMS Relay/Server within every request for delivery of an MM. Intermediate proxies on the MM1 reference point may also be involved in terminal capability negotiation and/or content adaptation.

Upon reception of such a delivery request the recipient MMS Relay/Server should use the information about the capabilities of the recipient MMS User Agent in preparation of MMs to be delivered to the recipient MMS User Agent. The MMS Relay/Server should adjust an MM to be delivered that contains media types and media formats that are not supported by the recipient MMS User Agent. This adjustment might involve the deletion or adaptation of those unsupported media types and media formats.

The MMS User Agent’s capability information should include 

· the maximum supported size of an MM, 

· the maximum supported resolution of an image, 

· a list of supported media types and media formats (e.g. MIME types), 

· a list of supported character sets, 

· a list of preferred languages,

· the maximum supported colour depth,

· an indication whether or not the recipient MMS User Agent supports streaming for the retrieval of MM contents as specified in clause 7.1.7.
· an indication of which Digital Rights Management methods are supported by the recipient MMS User Agent for protecting MM elements as specified in clause 7.1.15.
This information may include additional information related to the MMS implementation (WAP etc.).

…

7.1.15
Support for Digital Rights Management in MMS

An MMS User Agent may support Digital Rights Management, DRM. The following descriptions apply when DRM is supported.
An MM may include one or more DRM-protected MM elements. DRM protection of MM elements shall be performed according to [76], [77] and [78], with each MM element being protected separately.
In particular, DRM protection shall neither be applied to an MM as a whole (MMS PDU), nor to any presentation description (e.g. SMIL) within an MM.

Note: When “DRM message” according to [76] is used in MMS, i.e. DRM protection without content encryption, the DRM protection might be harmed by forwarding operations triggered by the MMS User Agent and carried out by the MMS Relay/Server (e.g. forwarding without prior retrieval).
…
8.7.8.1 SOAP Message Format and Encoding Principles

…

8.7.8.1.1 Binding to HTTP

…

8.7.8.1.2 SOAPAction Header Field

…
8.7.8.1.3 DRM-related media types in SOAP messages
In case MM elements are DRM-protected these MM elements shall be of either of the following media types as defined in [76] and [78].
8.7.8.2
MM7 Addressing Considerations

…
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