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7 MMS Service Behaviour Description

7.1
MMS services offered

7.1.1
Submission of a Multimedia Message in the originator MMSE

When a user intends to send an MM to one or several destinations the MM shall be submitted to the originator MMS Relay/Server. 

The support for submission of MMs is optional for MMS User Agents. The support for submission of MMs is mandatory for MMS Relay/Servers. 

If an MMS User Agent supports submission of MMs the MMS User Agent shall be able to:

· Indicate the address of the MM recipient;

· Identify the MIME content type of the message.

If a MMS User Agent supports submission of MMs the MMS User Agent may be able to:

· Request a delivery report for the message;

· Request a read-reply report for the message;

· Provide a time stamp for the time of submission of the message;

· Set the earliest desired time of delivery for the message;

· Set the desired time of expiry for the message;

· Indicate the address of the MM originator;

· Set further message qualifications (e.g. priority, message class, subject);

· Request the MM originator’s address being hidden from the recipient MMS User Agent;

· Indicate the sender’s willingness to pay the charge for one reply-MM per recipient;

· Indicate a reply-charging limitation;

· Request that a copy of the submitted MM be stored in the originator’s MMBox, in addition to being delivered to the recipient;

· Provide guideline for content adaptation (e.g. if content adaptation for the MM is restricted);
· Provide content information (e.g. content class [xx], presence of DRM content).
Upon reception of an MM from an originator MMS User Agent the originator MMS Relay/Server
· shall assign a Message Identification to the MM and immediately provide the originator MMS User Agent with this Message Identification;

· shall retain the MM until the earliest desired time of delivery, if the optional feature of earliest time of delivery is supported by the originator  MMS Relay/Server. If this feature is not supported then the MM is immediately routed forward;

· shall provide the peer entity with a time stamp if not provided by the originator MMS User Agent.  The originator  MMS Relay/Server may also override the MMS User Agent’s time stamp;

· shall insert the originator’s address into the MM if not provided by the originator MMS User Agent;

· shall pass the originator’s address to the peer entity if the peer entity is known to be a MMS Relay/Server;
· shall route forward the request for address hiding unaltered to the recipient MMS Relay/Server if the peer entity is known to be an MMS Relay/Server;

· shall pass the originator’s address to the peer entity if the peer entity is not known to be an MMS Relay/Server and address hiding has not been requested by the originator MMS User Agent;

· shall not pass the originator’s address to the peer entity and should override the address provided by the originator MMS User Agent in the MM to an "anonymous" address if the peer entity is not known to be an MMS Relay/Server and address hiding has been requested by the originator MMS User Agent;

· may override the originator’s address provided by the originator MMS User Agent in the MM (subject to MMS service provider’s preferences);

· shall resolve the MM recipient’s address(es);

· if an MMBox is supported and enabled for the originator, shall store a copy of the MM into the originator’s MMBox automatically, according to the service configuration for the originator or as requested by the MMS User Agent;

· shall route the MM towards the MM recipients;

· should pass the indication whether or not a delivery report is requested unaltered when routing the MM towards the MM recipient(s);

· shall pass the indication whether or not a read-reply report is requested unaltered when routing the MM towards the MM recipient(s);

· shall pass the indication about MIME content type of the message and message qualifications (e.g. priority, message class, subject) unaltered when routing the MM towards the MM recipient(s);

· shall generate a delivery report indicating “indeterminate” status of the MM’s delivery if a delivery report was requested by the originator MMS User Agent and if the peer entity the MM is routed forward to is not known by the originator MMS Relay/Server;

· may reject the MM submission if the MM is identified as a duplicate of an MM already stored;

· shall route forward, if available, the guideline for content adaptation to the peer entity if the peer entity is known to be a MMS Relay/Server.
· shall route forward, if available, the content information to the peer entity if the peer entity is known to be a MMS Relay/Server.
A special case is where the recipient MMS Relay/Server is also the originator MMS Relay/Server. In this case the MM does not have to be routed forward.
……….

7.1.3
Retrieval of a Multimedia Message in the recipient MMSE

The recipient MMS User Agent shall be able to request retrieval of an MM from the recipient MMS Relay/Server based on the Message Reference received in a notification. If MMBoxes are supported, the MMS User Agent shall be able to request retrieval of an MM from the user’s MMBox, based on a Message Reference received from a previous MMBox operation.

Within a retrieval request the recipient MMS User Agent may indicate a size restriction of the returned MM (i.e., maximum size) that the MMS Relay/Server is to use in processing the retrieval request. 

Upon retrieval request the recipient MMS Relay/Server 

· shall deliver the MM to the recipient MMS User Agent

· may perform data adaptation based on user profileand/or, MMS User Agent capabilities and/or, guideline and/or content information provided by the originator
· shall not provide the MM originator address to the MM recipient if the originator MMS User Agent requested its address to be hidden from the MM recipient 

· shall provide the MM originator address to the MM recipient if the originator MMS User Agent did not request its address to be hidden from the MM recipient and if the MM originator address is available at the recipient MMS Relay/Server 

· may provide an alias or clarifying text (e.g. “anonymous address” or “unknown address”) in the originator address field instead of providing the originator address to the recipient MMS User Agent, if the originator has requested address hiding or the original message does not contain the originator address 

· shall give an indication to the recipient MMS User Agent that a delivery report is requested if such a delivery report has been requested by the originator MMS User Agent

· shall give an indication to the recipient MMS User Agent that a read-reply report is requested if such a read reply report has been requested by the originator MMS User Agent

· shall indicate the MIME content type of the MM to the recipient MMS User Agent

· shall provide other available message qualifications unaltered to the recipient MMS User Agent

· shall provide the time stamp of the MM unaltered to the recipient MMS User Agent

· shall store messages in the network until the recipient MMS User Agent becomes reachable (e.g. user moves back into coverage, switches MMS User Agent on) or until the MM expires

· should provide the recipient MMS User Agent  with a list of addresses of forwarding MMS User Agents for the MM if the MM was forwarded and the address information is available to the recipient MMS Relay/Server
· should not deliver the MM (or any adaptation of the MM) to the recipient MMS User Agent unless the size restriction set by the MMS User Agent is met.

Content information provided by the originator of an MM may be used by the recipient MMS Relay/Server for various purposes. For instance, if the content class [xx] is supported by the recipient and the content does not contain any DRM-protected content, the MMS Relay/Server may identify that adaptation is not required without need for further analysis of the message.
While the recipient MMS Relay/Server is adapting data, the adaptation rule based on DRM-protected content shall prevail the adaptation guideline provided by the originator. 
The recipient MMS Relay/Server shall be able to ignore a request from an originator that the content of the MM will not be subjected to content adaptation, e.g. based on MMS service provider / network operator configuration. 

In a response to an MM’s delivery the recipient MMS User Agent may be able to

· request a delivery report not to be generated by the MMS Relay/Server.

……….

8
MMS Application Protocol Framework and Technical Realisation of MMS Service Features

…….

8.1
Technical realisation of MMS on reference point MM1

……

8.1.3
Submission of Multimedia Message

…..

8.1.3.3
Features

Addressing: One or several MM recipients of a submitted MM shall be indicated in the addressing-relevant information field(s) of the MM1_submit.REQ. The originator of a submitted MM may be indicated in addressing-relevant information field(s) of the MM1_submit.REQ. The originator MMS User Agent may request to hide its identity from the MM recipient.

Time stamping: The originator MMS User Agent may time stamp the MM.

Time constraints: The originator MMS User Agent may also request an earliest desired time of delivery of the MM. The originator MMS User Agent may request a time of expiry for the MM. In case of reply-charging the originator MMS User Agent may also request a deadline for the latest time of submission of reply-MMs granted to the recipient(s).

Reply-Charging: The originator MMS User Agent may indicate that the sender wants to pay for a reply-MM and convey the reply-charging limitations (e.g. the latest time of submission and/or the maximum size of a reply-MM) in the MM1_submit.REQ.

Message class, priority and subject: The MM may be qualified further by adding a message class, priority and/or subject to the MM in the MM1_submit.REQ. Additional qualifiers may be added. 

Reporting: The originator MMS User Agent may request a delivery report for the MM. In addition, the originator MMS User Agent may request a read-reply report when the user has viewed the MM. 

Identification: The originator MMS Relay/Server shall always provide a message identification for an MM, which it has accepted for submission in the MM1_submit.RES. In case of reply-charging the MMS User Agent which submits a reply-MM (i.e. the MMS User Agent that received the original MM) shall provide the message ID of the original MM which it replies to in the MM1_submit.REQ.

Persistent storage: In addition to being submitted for normal delivery, the MMS User Agent may request that the submitted MM be stored into the MMBox, by the presence of the Store information element.  As part of the store request, the MM State and MM Flags can be set with the use of corresponding information elements.  The response to a Store request shall include a Message Reference to the newly stored MM, as well as the associated MM State and optional MM Flags.

Store Status: The MMS Relay/Server shall indicate the store status of the MM1_submit.REQ in the Store Status information element of the associated MM1_submit.RES. The Store Status information element of the MM1_submit.RES may be supported with an explanatory text. If this text is available in the Store Status Text information element the MMS User Agent should bring it to the user's attention. The choice of the language used in the Store Status Text information element is at the discretion of the MMS service provider

Content Type: The MIME type of the multimedia content shall always be identified in the MM1_submit.REQ. 

Content: The originator MMS User Agent may add content in the MM1_submit.REQ.

Request Status: The originator MMS Relay/Server shall indicate the status of the MM1_submit.REQ in the associated MM1_submit.RES. The reason code given in the status information element of the MM1_submit.RES may be supported with an explanatory text further qualifying the status. If this text is available in the Request status text information element the MMS User Agent should bring it to the user's attention. The choice of the language used in the Request status text information element is at the discretion of the MMS service provider.

Transaction Identification: The originator MMS User Agent shall provide an unambiguous transaction identification within a request. The response shall unambiguously refer to the corresponding request using the same transaction identification.  

Version: The MMS protocol shall provide unique means to identify the current version of the particular protocol environment.

Message Type: The type of the message used on the reference point MM1 indicating MM1_submit.REQ and MM1_submit.RES as such.
Content adaptation restriction: The originator may request that the content of the MM will not be subjected to content adaptation. 

Content Information: The originator may provide information about the nature of the content in the message. The content information could be in terms of indications that:

· classifies content of the MM based on e.g. media types/formats, size, presentation formats [xx]
· the MM contains DRM-protected content 

In case of conflict with the adaptation restriction provided by the originator, DRM-protection rules in content adaptation shall prevail over the adaptation restriction.
8.1.3.4
Information Elements

Table 2: Information elements in the MM1_submit.REQ.

	Information element
	Presence
	Description

	Message Type
	Mandatory
	Identifies this message as MM1_submit.REQ

	Transaction ID
	Mandatory
	The identification of the MM1_submit.REQ/MM1_submit.RES pair.

	MMS Version
	Mandatory
	Identifies the version of the interface supported by the MMS UA.

	Recipient address
	Mandatory
	The address of the recipient(s) of the MM. Multiple addresses are possible.

	Content type
	Mandatory
	The content type of the MM’s content.

	Sender address
	Optional
	The address of the MM originator.

	Message class
	Optional
	The class of the MM (e.g., personal, advertisement, information service)

	Date and time
	Optional
	The time and date of the submission of the MM (time stamp).

	Time of Expiry
	Optional
	The desired time of expiry for the MM or reply-MM (time stamp).

	Earliest delivery time
	Optional
	The earliest desired time of delivery of the MM to the recipient (time stamp).

	Delivery report
	Optional
	A request for delivery report.

	Reply-Charging
	Optional
	A request for reply-charging.

	Reply-Deadline
	Optional
	In case of reply-charging the latest time of submission of replies granted to the recipient(s) (time stamp).

	Reply-Charging-Size
	Optional
	In case of reply-charging the maximum size for reply-MM(s) granted to the recipient(s).

	Priority
	Optional
	The priority (importance) of the message.

	Sender visibility
	Optional
	A request to show or hide the sender's identity when the message is delivered to the recipient.

	Store
	Optional
	A request to store a copy of the MM into the user’s MMBox, in addition to the normal delivery of the MM. 

	MM State
	Optional
	The value to set in the MM State information element of the stored MM, if Store is present.

	MM Flags
	Optional
	One or more MM Flag keywords to set in the MM Flags information element of the stored MM, if Store is present

	Read reply
	Optional
	A request for read reply report.

	Subject
	Optional
	The title of the whole multimedia message.

	Reply-Charging-ID
	Optional
	In case of reply-charging when the reply-MM is submitted within the MM1_submit.REQ this is the identification of the original MM that is replied to.

	Content Class
	Optional
	Classifies the content of the MM to the smallest content class to which the MM belongs [xx].

	DRM Content
	Optional
	Indicates if the MM contains DRM-protected content

	Adaptations
	Optional
	Indicates if the originator allows adaptation of the content (default True)

	Content
	Optional
	The content of the multimedia message


Table 3: Information elements in the MM1_submit.RES.

	Information element
	Presence
	Description

	Message Type
	Mandatory
	Identifies this message as MM1_submit.RES.

	Transaction ID
	Mandatory
	The identification of the MM1_submit.REQ/MM1_submit.RES pair.

	MMS Version
	Mandatory
	Identifies the version of the interface supported by the MMS  Relay/Server.

	Request Status
	Mandatory
	The status of the MM submit request.

	Request Status Text
	Optional
	Description which qualifies the status of the MM submit request.

	Message ID
	Conditional
	The identification of the MM if it is accepted by the originator MMS Relay/Server.

	Store Status
	Conditional
	If the Store request was present in MM1_submit.REQ, the status of the store request.

	Store Status Text
	Optional
	The explanatory text corresponding to the Store Status, if present.

	Stored Message Reference
	Conditional
	If the Store request was present in MM1_submit.REQ, the message reference to the newly stored MM.


………..

8.4
Technical realisation of MMS on reference point MM4

…………

8.4.1
Routing Forward of a Multimedia Message

……….

8.4.1.3
Features

Addressing: The recipient(s) of a routed forward MM shall be indicated in the addressing-relevant information field(s) of the MM4_forward.REQ. If the addresses of several MM recipients of the MM are associated with a single MMS Relay/Server then more than one MM recipient may be indicated in the addressing-relevant information field(s) of the MM4_forward.REQ. Addresses of all MM recipients of the MM (including those that are not associated with the MMS Relay/Server the MM is forwarded to) shall be conveyed in the MM4_forward.REQ for the MM recipient's informational purposes.

The MM originator of a routed forward MM shall be indicated in addressing-relevant information field(s) of the MM4_forward.REQ. If the originator MMS User Agent requested to hide its identity from the MM recipient then the information about this request shall also be conveyed in the MM4_forward.REQ.

Time stamping: The MM4_forward.REQ shall carry the date and time-of the most recent handling of the MM by an MMS User Agent (i.e. either submission or forwarding of the MM). In the case of forwarding the MM4_forward.REQ may carry the date and time of the submission of the MM.

Time constraints: If the originator MMS User Agent requested a time of expiry for the MM then this information shall be conveyed in the MM4_forward.REQ. 

Message class, priority and subject: If the MM is qualified further by message class, priority, subject and/or additional qualifiers then this information shall be conveyed in the MM4_forward.REQ. 

Reporting: If either the originator MMS User Agent, or the originator MMS Relay/Server  requested a delivery report for the MM then the information about this request shall be conveyed in the MM4_forward.REQ. If, in addition, the originator MMS User Agent requested a read-reply report then the information about this request shall be conveyed in the MM4_forward.REQ. 

Identification: The originator MMS Relay/Server shall always provide a unique message identification for an MM, which it routed forward to a peer MMS Relay/Server in the MM4_forward.REQ.

Content Type: The type of the multimedia content shall always be identified in the MM4_forward.REQ.

Acknowledgement Request: The originator MMS Relay/Server may request a MM4_forward.RES from the recipient MMS Relay/Server acknowledging the successful reception of the MM.
Request Status: The recipient MMS Relay/Server shall indicate the status of the MM4_forward.REQ in the associated MM4_forward.RES if requested.

Request Recipients: A list of recipients to whom the request status applies. 

Message Type: The type of message used on reference point MM4 indicating MM4_forward.REQ and MM4_forward.RES as such.

Transaction Identification: If the originator MMS Relay/Server requests an MM4_forward.RES from the recipient MMS Relay/Server it shall provide a transaction identification within an MM4_forward.REQ. The MM4_forward.RES shall unambiguously refer to the corresponding MM4_forward.REQ using the same transaction identification.

Forward_Counter: A Counter indicating the number of times the particular MM was forwarded.

Previously-sent-by: The address(es) of the MMS User Agent(s) that submitted or forwarded the MM prior to the last forwarding MMS User Agent.  In the multiple forwarding case the order of  the provided addresses shall be indicated and the address of the originator MMS User Agent shall be marked, if present.

NOTE:
The address of the last forwarding MMS User Agent is carried in other addressing elements.

Version: The MMS protocol shall provide unique means to identify the current version in the particular protocol environment.
Content adaptation restriction: The originator may request that the content of the MM will not be subjected to content adaptation. 

Content Information: The originator may provide information about the nature of the content in the message. The content information could be in terms of indications that:

· classifies content of the MM based on e.g. media types/formats, size, presentation formats [xx]
· the MM contains DRM-protected content

In case of conflict with the adaptation restriction provided by the originator, DRM-protection rules in content adaptation shall prevail over the adaptation restriction.
8.4.1.4
Information Elements

Table 32: Information elements in the MM4_forward.REQ.

	Information element
	Presence
	Description

	3GPP MMS Version
	Mandatory
	The MMS version of the originator MMS Relay/Server as defined by the present document.

	Message Type
	Mandatory
	The type of message used on reference point MM4: “MM4_forward.REQ”.

	Transaction ID
	Mandatory
	The identification of the MM4_forward.REQ/ MM4_forward.RES pair.

	Message ID
	Mandatory
	The identification of the MM.

	Recipient(s) address
	Mandatory
	The address(es) of the MM recipient(s). Multiple addresses are possible.

	Sender address
	Mandatory
	The address of the MMS User Agent that most recently handled the MM, i.e. that either submitted or forwarded the MM. If the originator MMS User Agent has requested her address to be hidden from the recipient her address shall not be provided to the recipient.

	Content type
	Mandatory
	The content type of the MM’s content.

	Message class
	Conditional
	The class of the MM (e.g., personal, advertisement, information service) if specified by the originator MMS User Agent

	Date and time
	Mandatory
	The time and date of the most recent handling (i.e. either submission or forwarding) of the MM by an MMS User Agent (time stamp).

	Time of Expiry
	Conditional
	The desired time of expiry for the MM if specified by the originator MMS User Agent (time stamp).

	Delivery report
	Conditional
	A request for delivery report if the originator MMS User Agent has requested a delivery report for the MM.

	Originator R/S delivery report
	Conditional
	A request for delivery report that, when set to “Yes”, means the originator MMS Relay/Server has requested a delivery report for the MM.

Interpret as “No” in the absence of this Information element.

	Priority
	Conditional
	The priority (importance) of the message if specified by the originator MMS User Agent.

	Sender visibility
	Conditional
	A request to show or hide the sender's identity when the message is delivered to the MM recipient if the originator MMS User Agent has requested her address to be hidden from the recipient.

	Read reply
	Conditional
	A request for read reply report if the originator MMS User Agent has requested a read-reply report for the MM..

	Subject
	Conditional
	The title of the whole MM if specified by the originator MMS User Agent.

	Acknowledgement Request
	Optional
	Request for MM4_forward.RES

	Forward_counter
	Conditional
	A counter indicating the number of times the particular MM was forwarded. 

	Previously-sent-by
	Optional
	In case of forwarding this information element contains one or more address(es) of MMS User Agent(s) that handled (i.e. forwarded or submitted) the MM prior to the MMS User Agent  whose address is contained in the Sender address information element. The order of the addresses provided shall be marked. The address of the originator MMS User Agent shall be marked, if present.

	Previously-sent-date-and-time
	Optional
	The date(s) and time(s) associated with submission and forwarding event(s) prior to the last handling of the MM by an MMS User Agent (time stamps).

	Content Class
	Optional
	Classifies the content of the MM to the smallest content class to which the message belongs [xx]

	DRM Content
	Optional
	Indicates if the MM contains DRM-protected content

	Adaptations
	Optional
	Indicates if the originator allows adaptation of the content (default True)

	Content
	Conditional
	The unaltered content of the multimedia message if specified by the originator MMS User Agent.


Table 33: Information elements in the MM4_forward.RES.

	Information element
	Presence
	Description

	3GPP MMS Version
	Mandatory
	The MMS version of the recipient MMS Relay/Server as defined by the present document.

	Message Type
	Mandatory
	The type of message used on reference point MM4: “MM4_forward.RES”.

	Transaction ID
	Mandatory
	The identification of the MM4_forward.REQ/ MM4_forward.RES pair.

	Message ID
	Mandatory
	The Message ID of the MM which has been forwarded within the corresponding MM4_forward.REQ

	Request Recipients
	Conditional
	List of recipients to whom the Request Status value applies. If this element is absent the Request Status value is applicable to all recipients of the corresponding MM4_forward.REQ

	Request Status
	Mandatory
	The status of the request to route forward the MM.

	Request Status text
	Optional
	Status text corresponding to the Request Status


…………..

8.4.4 
Message format on MM4

……..

8.4.4.2
MM4_Forward.REQ Header Mappings

The MM4 Forward request header mappings are detailed below.

Table 40: MM4_Forward.REQ Information Elements to
 STD 11 Header Mappings

	Information element
	STD 11 Headers

	3GPP MMS Version
	X-Mms-3GPP-MMS-Version:

	Message Type
	X-Mms-Message-Type:

	Transaction ID
	X-Mms-Transaction-ID:

	Message ID
	X-Mms-Message-ID:

	Recipient(s) address
	To:, Cc: , Bcc:

	Sender address
	From:

	Content type
	Content-Type:

	Message class
	X-Mms-Message-Class:

	Date and time
	Date:

	Time of Expiry
	X-Mms-Expiry:

	Delivery report
	X-Mms-Delivery-Report:

	Originator R/S delivery report
	X-Mms-Originator-R/S-Delivery-Report

	Priority
	X-Mms-Priority:

	Sender visibility
	X-Mms-Sender-Visibility:

	Read reply
	X-Mms-Read-Reply:

	Subject
	Subject:

	Acknowledgement Request
	X-Mms-Ack-Request:

	Forward counter
	X-Mms-Forward-Counter:

	Previously-sent-by
	X-Mms-Previously-sent-by:

	Previously-sent-date and-time
	X-Mms-Previously-sent-date-and-time:

	Content Class
	X-Mms-Content-Class:

	DRM Content
	X-Mms-Drm-Content:

	Adaptations
	X-Mms-Adaptation-Allowed:

	Content
	<message body>

	-
	Sender:

	-
	X-Mms-Originator-System:

	-
	Message-ID:


The table above indicates the mappings from MM4_Forward.REQ information elements to the corresponding STD 11 [5] headers.

The MM4 information element Message ID is not directly mapped to a corresponding STD 11  "Message-ID:" header. Each STD 11 message must have a unique message id, which is carried in the "Message-ID:" header.

Content-type maps directly since both are defined as being MIME content types as specified in RFC 2046 [6].

The STD 11 "From:" header is determined by the mail user agent, or, in this case, the MMS User Agent. This corresponds to the MM4 information element Sender address, as set by the MMS User Agent or MMS Relay/Server.

STD 11 messages are required to have a "Sender:" header that indicates the originator address (as determined by the SMTP "MAIL From" command). 

The STD 11 “X-Mms-Originator-System:” header shall be used to indicate the address that the recipient MMS Relay/Server shall use as the recipient address with MM4_Forward.RES.

In case there are only blind carbon-copy recipient(s) (“Bcc:”), the behaviour shall be as recommended by RFC2821 [22], Appendix B, i.e. the originating MMS Relay/Server shall only insert an empty “Bcc:” header and no “To:” or “Cc:” headers. The recipient(s) shall then only be indicated in the SMTP command layer (RCPT TO:).

In case there are both “To:” /  “Cc:” and “Bcc:” recipients, the  “Bcc:” headers shall be removed by the originating MMS Relay/Server and the “Bcc:” recipients shall only be indicated in the SMTP command level (RCPT TO:). This is in accordance with the functionality recommended by RFC2821 [22], Appendix B.

The SMTP RCPT TO: shall convey the MM to the recipient, one recipient at a time. 

For example, if an MMS originator sends an MM to 3 recipients (e.g., To: userA, Cc: userB; Bcc: userC), all served by the same MMS Relay/Server, differing from the originator’s MMS Relay/Server; the originator MMS Relay/Server shall send:

an SMTP MM4_Forward.REQ, with RCPT To: = userA,

a different SMTP MM4_Forward.REQ, with RCPT To: = userB,

and another SMTP MM4_Forward.REQ, with RCPT To: = userC.

………………

8.4.4.8
Header Field Value Range

MMS information elements that are mapped to standard STD 11 "header fields", i.e. which do not have an "X-Mms-" prefix, should be used according to [5]. 

The rest of the header definitions used in this clause, including the mechanisms and pre-defined tokens, are described in an augmented Backus-Naur Form (BNF) defined in [48], similar to that used by RFC 2822 [5]. Implementers will need to be familiar with the notation in order to understand these definitions.

For the residual MMS information elements the following applies:

X-Mms-3GPP-MMS-Version:

3GPP-MMS-Version = "X-Mms-3GPP-MMS-Version" ":"  1*DIGIT "." 1*DIGIT "." 1*DIGIT

Note that the numbers MUST be treated as separate integers and that each may be incremented higher than a single digit. Thus, 2.1.4 is a lower version than 2.1.13, which in turn is lower than 2.3.0 Leading zeros shall be ignored by recipient MMS Relay/Server and shall NOT be sent. The version is according to the version of the present document (see also clause "Foreword").

X-Mms-Message-Type:

Message-type = "X-Mms-Message-Type" ":" ( "MM4_forward.REQ" | "MM4_forward.RES" | "MM4_delivery_report.REQ" | "MM4_delivery_report.RES" | "MM4_read_reply_report.REQ" | "MM4_read_reply_report.RES" )

X-Mms-Transaction-Id:

Transaction-id =  "X-Mms-Transaction-ID" ":" quoted-string

X-Mms-Message-Id:

Message-id =  "X-Mms-Message-ID" ":" quoted-string

X-Mms-Message-Class:

Message-class = "X-Mms-Message-Class" ":" ( Class-identifier | quoted-string )

Class-identifier = "Personal" | "Advertisement" | "Informational" | "Auto"
X-Mms-Expiry:

Expiry-value = "X-Mms-Expiry" ":" ( HTTP-date | delta-seconds )

X-Mms-Delivery-Report:

Delivery-report =  "X-Mms-Delivery-Report" ":" ( "Yes" | "No" )

X-Mms-Originator-R/S-Delivery-Report:

Originator-R/S-Delivery-Report =  "X-Mms-Originator-R/S-Delivery-Report" ":" ( "Yes" | "No" )

X-Mms-Priority:

Priority = "X-Mms-Priority" ":" ( "Low" | "Normal" | "High" )

X-Mms-Sender-Visibility:

Sender-visibility = "X-Mms-Sender-Visibility" ":" ( "Hide" | "Show" )

X-Mms-Read-Reply:

Read-reply = "X-Mms-Read-Reply" ":" ( "Yes" | "No" )

X-Mms-Ack-Request:

Ack-Request = "X-Mms-Ack-Request" ":" ( "Yes" | "No" )

X-Mms-Forward-To-Originator-UA:

Forward-To-Originator-UA = "X-Mms-Forward-To-Originator-UA" ":" ( "Yes" | "No" )

X-Mms-Request-Status-Code:

Request-status-Code =  "X-Mms-Request-Status-Code" ":" ( "Ok" | "Error-unspecified" | "Error-service-denied" | "Error-message-format-corrupt" | "Error-sending-address-unresolved" | "Error-message-not-found" | "Error-network-problem" | 
"Error-content-not-accepted" | "Error-unsupported-message" )

The meaning of the X-Mms-Request-Status-Code header field is further described in section 8.4.4.10 of this specification.
X-Mms-MM-Status-Code:

MM-Status-Code = "X-Mms-MM-Status-Code" ":" ( "Expired" | "Retrieved" | "Rejected" | "Deferred" | "Indeterminate" | "Forwarded" | "Unrecognised" )

X-Mms-MM-Status-Extension:

MM-Status-Extension =  "X-Mms-MM-Status-Extension" ":" ( "Rejection-By-MMS-Recipient" | "Rejection-by-Other-RS" )

The meaning of the X- Mms-Status-Extension header field is further described in section 8.4.4.11 of this specification.
X-Mms-Read-Status:

Read-Status = “X-Mms-Read-Status” “:” ( “Read” | “Deleted without being read” )

X-Mms-Forward-Counter

Forward-Counter = "X-Mms-Forward-Counter" ":" 1*DIGIT

X-Mms-Previously-sent-by

Previously-sent-by = “X-Mms-Previously-sent-by” “:” 1*DIGIT “,” mailbox

The address should be machine-usable, as defined by "mailbox" in RFC 2822 [5].

NOTE:
The number indicates the chronological order of the submission and forwarding event(s). The number “0” is associated with the submission of the MM. A higher number indicates an event at a later point in time.

X-Mms-Previously-sent-date-and-time

Previously-sent-date-and-time = “X-Mms-Previously-sent-date-and-time” “:” 1*DIGIT “,” HTTP-date

The date should be machine-usable, as defined by "HTTP-date" in RFC 2616 [48].

NOTE:
The number indicates the chronological order of the submission and forwarding events. The number “0” is associated with the submission of the MM. The number indicates the correspondence to the MMS User Agent’s address in the “X-Mms-Previously-sent-by” header field with the same number.

X-Mms-Content-Class:

Content-class = "X-Mms-Content-Class" ":" ("text" | "image-basic" | "image-rich" | "video-basic" | "video-rich" | "megapixel" | "content-basic" | "content-rich")

X-Mms-Drm-Content:

Drm-content =  "X-Mms-Drm-Content" ":" ( "Yes" | "No" )
X-Mms-Adaptation-Allowed:

Adaptations =  "X-Mms-Adaptation-Allowed" ":" ( "Yes" | "No" )
…………

8.7
Technical realisation of MMS on reference point MM7

……….

8.7.1
Submitting a VAS MM

…….

8.7.1.3
Features

Authorisation: The VASP must supply its own identifier or the VAS identifier as part of the request.

Addressing: The VASP may direct the MM to a one or more subscribers or to a distribution list. In the addressing information, it may be indicated whether a recipient address is meant for informational purposes only or to be used for routing. In the addressing information, it may be indicated whether a recipient address has been encrypted or obfuscated. The originator of a submitted MM may be indicated in addressing-relevant information field(s) of the MM7_submit.REQ

Version: The MM7 protocol shall provide unique means to identify the version supported by both the MMS Relay/Server and VASP. 

Message Type: The type of message used on reference point MM7 indicating MM7_submit.REQ and MM7_submit.RES as such.

Transaction Identification: The VASP shall provide an unambiguous transaction identification within an MM7_submit.REQ. The MM7_submit.RES shall unambiguously refer to the corresponding MM7_submit.REQ using the same transaction identification.
Linked message identification: The VASP will supply a message identifier when submitting a message, that defines a correspondence to a previous message that was delivered by the MMS Relay/Server to the VASP. 

NOTE:
Use case examples:

1) The Linked ID can be used by the Relay/Server to logically relate a VASP reply (MM7_Submit.REQ) to an original user’s request (MM1_Submit.REQ, and MM7_Deliver.REQ), in which case the Linked ID corresponds to the Message ID returned in the original MM1_Submit.RES.  

2) The LinkedID can as well be used by the VASP to keep track of a sequence of MM7_Submit.REQ (e.g. MMs to multiple users) triggered by a single MM7_Deliver.REQ (e.g. which was triggered by a user’s MM1_submit.REQ).

Message class,  priority, and subject: The VASP may qualify the MM further by adding a message class, a priority and/or subject to the MM7_submit.REQ. 

Service code:  The VASP may mark the content of the message with a service code that may be transferred by the MMS Relay/Server in the form of charging information for use by the billing system to properly bill the user for the service being supplied.

Time stamping: The VASP may time stamp the MM.

Time constraints: The VASP may request an earliest desired time of delivery of the MM. The VASP may request a time of expiry for the MM

Reply-Charging: The originator VASP may indicate that it wants to pay for a reply-MM and convey the reply-charging limitations (e.g. the latest time of submission and/or the maximum size of a reply-MM) in the MM7_submit.REQ.

Delivery reporting: The VASP may request a delivery report for the MM

Read reporting: The VASP may request a read-reply report when the user has viewed the MM. 

Content adaptation restriction: The VASP may request that the content of the MM will not be subjected to content adaptation. 

NOTE:
From REL-6 onwards, in case of misalignment, DRM-protection rules shall prevail on the Content Adaptation Restriction feature.
Content Information: The VASP may provide information about the nature of the content in the message. The content information could be in terms of indications that:

· classifies content of the MM based on e.g. media types/formats, size, presentation formats [xx]
· the MM contains DRM-protected content 

In case of conflict with the adaptation restriction provided by the VASP, DRM-protection rules in content adaptation shall prevail over the adaptation restriction.
Content type: The MIME type of the multimedia content shall always be identified in the MM7_submit.REQ. 

Content: The VASP may add content in the MM7_submit.REQ.

Message identification: The MMS Relay/Server shall always provide a message identification for an MM, which it has accepted for submission in the MM7_submit.RES. 

Request status: The MMS Relay/Server shall indicate the status of the MM7_submit.REQ in the associated MM7_submit.RES. The reason code given in the status information element of the MM7_submit.RES may be supported with an explanatory text further qualifying the status. 

Charged-Party: The VASP may indicate in the MM7_submit.REQ which party is expected to be charged for an MM submitted by the VASP, e.g. the sending, receiving, both parties or neither.

Charged party ID: The address of the third party which is expected to pay for the MM.

Message Distribution Indication: The VASP may indicate whether the content of the MM is intended for redistribution. 

NOTE:
From REL-6 onwards, in case of misalignment, DRM-protection rules shall prevail on the Message Distribution Indication feature.

Delivery Condition: The VASP may indicate a condition which needs to be met to allow delivery. If the condition is not met the MM shall be discarded by the MMS Relay/Server.

8.7.1.4
Information Elements

Table 48: Information elements in the MM7_submit.REQ .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_submit.REQ/ MM7_submit.RES pair.

	Message type
	Mandatory
	Identifies this message as a MM7_submit request.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	VASP ID
	Optional
	Identifier of the VASP for this MMS Relay/Server.

	VAS ID
	Optional
	Identifier of the originating application.

	Sender address
	Optional
	The address of the MM originator.

	Recipient address
	Mandatory
	The address of the recipient MM. Multiple addresses are possible or the use of the alias that indicates the use of a distribution list. It is possible to mark an address to be used only for informational purposes. It is possible to mark that a recipient address is provided in encrypted or obfuscated format. E.g. the address was originally provided in encrypted or obfuscated form in an associated MM7_deliver.REQ.

	Service code
	Optional
	Information supplied by the VASP which may be included in  charging information.  The syntax and semantics of the content of this information are out of the scope of this specification.

	Linked ID
	Optional
	This identifies a correspondence to a previous valid message delivered to the VASP.

	Message class
	Optional
	Class of the MM (e.g. advertisement, information service, accounting)

	Date and time
	Optional
	The time and date of the submission of the MM (time stamp).

	Time of Expiry
	Optional
	The desired time of expiry for the MM (time stamp).

	Earliest delivery time
	Optional
	The earliest desired time of delivery of the MM to the recipient (time stamp).

	Delivery report
	Optional
	A request for delivery report.

	Read reply
	Optional
	A request for confirmation via a read report to be delivered as described in section 8.1

	Reply-Charging
	Optional
	A request for reply-charging.

	Reply-Deadline
	Optional
	In case of reply-charging the latest time of submission of replies granted to the recipient(s) (time stamp).

	Reply-Charging-Size
	Optional
	In case of reply-charging the maximum size for reply-MM(s) granted to the recipient(s).

	Priority
	Optional
	The priority (importance) of the message.

	Subject
	Optional
	The title of the whole multimedia message.

	Content Class
	Optional
	Classifies the content of the MM to the smallest content class to which the message belongs [xx].

	DRM Content
	Optional
	Indicates if the MM contains DRM-protected content

	Adaptations
	Optional
	Indicates if VASP allows adaptation of the content (default True) (NOTE 1)

	Charged Party
	Optional
	An indication which party is expected to be charged for an MM submitted by the VASP, e.g. the sending, receiving, both parties third party or neither.

	Content type
	Mandatory
	The content type of the MM’s content.

	Content
	Optional
	The content of the multimedia message

	Message Distribution Indicator
	Optional
	If set to “false” the VASP has indicated that content of the MM is not intended for redistribution.

If set to “true” the VASP has indicated that content of the MM can be redistributed. (NOTE 2)

	Charged Party ID
	Optional
	The address of the third party which is expected to pay for the MM

	Delivery Condition
	Optional
	If the condition is met the MM shall be delivered to the recipient MMS User Agent, otherwise the MM shall be discarded.

The initial values are: MMS capable only; HPLMN only; any other values can be added based on bilateral agreements between the MMS Relay/Server operator and the VASP.

	NOTE 1: 
From REL-6 onwards, in case of misalignment between the value assigned to Adaptations and DRM-protection rules, the latter shall prevail.

NOTE 2: 
From REL-6 onwards, in case of misalignment between the value assigned to MDI and DRM-protection rules, the latter shall prevail.


Table 49: Information elements in the MM7_submit.RES .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_submit.REQ/ MM7_submit.RES pair.

	Message type
	Mandatory
	Identifies this message as a MM7_submit response.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the MMS Relay/Server

	Message ID
	Conditional
	If status indicates success then this contains the MMS Relay/Server generated identification of the submitted message.  This ID may be used in subsequent requests and reports relating to this message.

	Request Status
	Mandatory
	Status of the completion of the submission, no indication of delivery status is implied.

	Request Status text
	Optional
	Text description of the status for display purposes, should qualify the Request Status.


………..

8.7.3
Cancel and replace of MM

……….

8.7.3.3
Features

Authorisation: The VASP must supply its own identifier or the VAS identifier as part of the request.

Addressing: When replacing a previously sent message the replacement shall be addressed to  the same recipients as the original being replaced.  

Version: The MM7 protocol shall provide unique means to identify the version supported by both the MMS Relay/Server and VASP. 

Message type: The type of message used on reference point MM7 indicating MM7_cancel.REQ, MM7_cancel.RES, MM7_replace.REQ, and MM7_replace.RES as such.

Transaction identification: The VASP shall provide an unambiguous transaction identification within a request. The response shall unambiguously refer to the corresponding request using the same transaction identification.
Service code:  The VASP may mark the content of the message with a service code that may be transferred by the MMS Relay/Server in the form of charging information for use by the billing system to properly bill the user for the service being supplied.

Time stamping: The VASP may time stamp the MM.

Time constraints: The VASP may also request the earliest desired time of delivery of the MM to be changed.

Read reporting: The VASP may request a read-reply report when the user has viewed the MM. 

Content adaptation restriction: While replacing an MM, the VASP may request that the content of the MM will not be subjected to content adaptation. 

NOTE:
From REL-6 onwards, in case of misalignment, DRM-protection rules shall prevail on the Content Adaptation Restriction feature.

Content Information: While replacing an MM, the VASP may provide information about the nature of the content in the message. The content information could be in terms of indications that:

· classifies content of the MM based on e.g. media types/formats, size, presentation formats [xx]
· the MM contains DRM-protected content 

In case of conflict with the adaptation restriction provided by the VASP, DRM-protection rules in content adaptation shall prevail over the adaptation restriction.
Content type: The MIME type of the multimedia content shall always be identified in the MM7_replace.REQ if content is replaced. 

Content: The content of the multimedia message if provided by the VASP may be conveyed in the MM7_replace.REQ.

Message identification: The MMS Relay/Server shall always provide a message identification for an MM, which it has accepted for submission in either the MM7_replace.REQ or in the MM7_cancel.REQ. The VASP shall supply this message identification when requesting to cancel or replace a previously submitted message.  When replacing a MM the updated message retains the identification of the original (replaced) message.

Request status: The MMS Relay/Server shall indicate the status of the request in the associated response. The reason code given in the status information element of the response may be supported with an explanatory text further qualifying the status. 

8.7.3.4
Information Elements

Table 54: Information elements in the MM7_cancel.REQ .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_cancel.REQ/ MM7_cancel.RES pair.

	Message type
	Mandatory
	Identifies this message as a MM7_cancel request.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	VASP ID
	Optional
	Identifier of the VASP for this MMS Relay/Server.

	VAS ID
	Optional
	Identifier of the originating application.

	Sender address
	Optional
	The address of the MM originator.

	Message ID
	Mandatory
	Identifier of the message to cancel.


Table 55: Information elements in the MM7_cancel.RES .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_cancel.REQ/ MM7_cancel.RES pair.

	Message type
	Mandatory
	Identifies this message as a MM7_cancel response.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the MMS 

Relay/Server

	Request Status
	Mandatory
	Status of the completion of the request.

	Request Status text
	Optional
	Text description of the status for display purposes, should qualify the Request Status


Table 56: Information elements in the MM7_replace.REQ .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_replace.REQ/ MM7_replace.RES pair.

	Message type
	Mandatory
	Identifies this message as a MM7_replace request.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	VASP ID
	Optional
	Identifier of the VASP for this MMS Relay/Server.

	VAS ID
	Optional
	Identifier of the originating application.

	Message ID
	Mandatory
	Identifier of the message that current message replaces.

	Service code
	Optional
	Information supplied by the VASP which may be included in charging information.  The syntax and semantics of the content of this information are out of the scope of this specification.

	Date and time
	Optional
	The time and date of the submission of the MM (time stamp).

	Earliest delivery time
	Optional
	The earliest desired time of delivery of the MM to the recipient (time stamp).

	Read reply
	Optional
	A request for confirmation via a read report to be delivered as described in section 8.1

	Content Class
	Optional
	Classifies the content of the MM to the smallest content class to which the message belongs [xx].

	DRM Content
	Optional
	Indicates if the MM contains DRM-protected content

	Adaptations
	Optional
	Indicates if VASP allows adaptation of the content (default True) (NOTE 1)

	Content type
	Conditional
	The content type of the MM’s content. If the Content IE appears, then the Content type IE must appear.

	Content
	Optional
	The content of the multimedia message

	Message Distribution Indicator
	Optional
	If set to “false” the VASP has indicated that content of the MM is not intended for redistribution.

If set to “true” the VASP has indicated that content of the MM can be redistributed. (NOTE 2)

	NOTE 1: 
From REL-6 onwards, in case of misalignment between the value assigned to Adaptations and DRM-protection rules, the latter shall prevail.

NOTE 2: 
From REL-6 onwards, in case of misalignment between the value assigned to MDI and DRM-protection rules, the latter shall prevail.


Table 57: Information elements in the MM7_replace.RES.

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_replace.REQ/ MM7_replace.RES pair.

	Message type
	Mandatory
	Identifies this message as a MM7_replace response.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the MMS Relay/Server

	Request Status
	Mandatory
	Status of the completion of the request.

	Request Status text
	Optional
	Text description of the status for display purposes, should qualify the Request Status


…………….

8.7.9
Mapping of Information Elements to SOAP Elements

The following subsections detail the mapping of the information elements of the abstract messages to SOAP elements.  The full XML Schema definition of the MM7 reference point appears in Annex L of this document. Specification of the format of SOAP element values appear in the schema.

8.7.9.1
MM7_submit.REQ mapping

	Information Element
	Location
	ElementName
	Comments

	Transaction ID
	SOAP Header
	TransactionID
	

	Message-Type
	SOAP Body 
	MessageType  
	Defined as Root element of SOAP Body

	MM7 Version
	SOAP Body
	MM7Version 
	Value is the number of the specification in which the schema has changed most recently, e.g. 5.2.0

	VASP ID
	SOAP Body
	 VASPID 
	

	VAS ID
	SOAP Body
	 VASID
	

	Sender Address
	SOAP Body
	SenderAddress
	

	Recipient Address
	SOAP Body
	Recipients
	Different address format will be specified as part of element value

	Service code
	SOAP Body
	ServiceCode 
	Information supplied for billing purposes – exact format is implementation dependent

	Linked ID
	SOAP Body
	LinkedID
	Message-ID of linked message

	Message class
	SOAP Body
	MessageClass
	Enumeration – possible values: Informational, Advertisement, Auto

	Date and time
	SOAP Body 
	TimeStamp
	

	Time of Expiry
	SOAP Body
	ExpiryDate
	

	Earliest delivery time
	SOAP Body
	EarliestDeliveryTime
	

	Delivery report
	SOAP Body
	DeliveryReport
	Boolean – true or false

	Read reply
	SOAP Body
	ReadReply
	Boolean – true or false

	Reply-Charging
	SOAP Body
	ReplyCharging
	No value – presence implies true!

	Reply-Deadline
	SOAP Body
	ReplyDeadline
	Attribute of ReplyCharging element Date format – absolute or  relative

	Reply-Charging-Size
	SOAP Body
	replyChargingSize
	Attribute of ReplyCharging element

	Priority
	SOAP Body
	Priority
	Enumeration – possible values:  High, Normal, Low

	Subject
	SOAP Body
	Subject
	

	Content Class
	SOAP Body
	ContentClass
	Enumeration – possible values: text, image-basic, image-rich, video-basic, video-rich, megapixel, content-basic, content-rich

	DRM Content
	SOAP Body
	DRMContent
	Boolean – true or false

	Adaptations
	SOAP Body
	allowAdaptations
	Attribute of Content element

Boolean – true or false

	Charged Party
	SOAP Body
	ChargedParty
	Enumeration – possible values: Sender, Recipient, Both, Neither

	Message Distribution Indicator
	SOAP Body
	DistributionIndicator
	Boolean – true or false

	Delivery Condition
	SOAP Body
	DeliveryCondition
	Possible  values include MMS capable only, HPLMN only 

	Content type
	MIME header – Attachment
	Content-Type
	

	Content
	SOAP Body
	Content
	href:cid  attribute links to attachment


8.7.9.2
MM7_submit.RES mapping

	Information Element
	Location
	ElementName
	Comments

	Transaction ID
	SOAP Header
	TransactionID
	

	Message-Type
	SOAP Body 
	MessageType
	Defined as Root element of SOAP Body

	MM7 Version
	SOAP Body
	MM7Version
	Value is the number of the specification in which the schema has changed most recently, e.g. 5.2.0

	Message ID
	SOAP Body
	MessageID
	

	Request Status
	SOAP Body
	StatusCode
	See section 8.7.8.3

	Request Status Text
	SOAP Body
	StatusText & Details
	See section 8.7.8.3


Sample message submission

POST /mms-rs/mm7 HTTP/1.1
Host: mms.omms.com
Content-Type: multipart/related; boundary="NextPart_000_0028_01C19839.84698430"; type=text/xml;

start="</tnn-200102/mm7-submit>"
Content-Length: nnnn
SOAPAction: ""

--NextPart_000_0028_01C19839.84698430
Content-Type:text/xml; charset="utf-8"
Content-ID: </tnn-200102/mm7-submit>

<?xml version="1.0" ?>
<env:Envelope xmlns:env="http://schemas.xmlsoap.org/soap/envelope/"> 
      <env:Header>


<mm7:TransactionID xmlns:mm7="http://www.3gpp.org/ftp/Specs/archive/23_series/23.140/schema/REL-5-MM7-1-3" env:mustUnderstand="1">




vas00001-sub



</mm7:TransactionID>

</env:Header>



<env:Body>


<SubmitReq xmlns="http://www.3gpp.org/ftp/Specs/archive/23_series/23.140/schema/REL-5-MM7-1-3">



<MM7Version>5.6.0</MM7Version>




<SenderIdentification>





<VASPID>TNN</VASPID>




<VASID>News</VASID>




</SenderIdentification>



<Recipients>





<To>





<Number>7255441234</Number>





<RFC2822Address displayOnly="true">7255442222@OMMS.com</RFC2822Address>





</To>





<Cc>





<Number>7255443333</Number>





</Cc>





<Bcc>





<RFC2822Address>7255444444@OMMS.com</RFC2822Address>





</Bcc>



</Recipients>



<ServiceCode>gold-sp33-im42</ServiceCode>



<LinkedID>mms00016666</LinkedID>



<MessageClass>Informational</MessageClass>



<TimeStamp>2002-01-02T09:30:47-05:00</TimeStamp>




<EarliestDeliveryTime>2002-01-02T09:30:47-05:00</EarliestDeliveryTime>




<ExpiryDate>P90D</ExpiryDate>




<DeliveryReport>true</DeliveryReport>



<Priority>Normal</Priority>




<Subject>News for today</Subject>



<ContentClass>video-rich</ContentClass>



<DRMContent>true</DRMContent>



<ChargedParty>Sender</ChargedParty>




<DistributionIndicator>true</DistributionIndicator>



<Content href="cid:SaturnPics-01020930@news.tnn.com" allowAdaptations="true"/>


</SubmitReq>

</env:Body>

</env:Envelope>

--NextPart_000_0028_01C19839.84698430
Content-Type: multipart/mixed; boundary="StoryParts 74526 8432 2002-77645"

Content-ID:<SaturnPics-01020930@news.tnn.com>

--StoryParts 74526 8432 2002-77645 

Content-Type: text/plain; charset="us-ascii"

Science news, new Saturn pictures...

--StoryParts 74526 8432 2002-77645 

Content-Type: image/gif; 

Content-ID:<saturn.gif>

Content-Transfer-Encoding: base64

R0lGODdhZAAwAOMAAAAAAIGJjGltcDE0OOfWo6Ochbi1n1pmcbGojpKbnP/lpW54fBMTE1RYXEFO

…

--StoryParts 74526 8432 2002-77645--

--NextPart_000_0028_01C19839.84698430--

NOTE:
The  different encoding mechanisms, as defined by RFC2045 [44], can be utilized for content encoding.

The response message is sent by the MMS Relay/Server back to the VASP for the VAS application in a HTTP Response message.

HTTP/1.1  200 OK

Content-Type: text/xml; charset="utf-8"
Content-Length: nnnn

<?xml  version="1.0" ?>

<env:Envelope xmlns:env="http://schemas.xmlsoap.org/soap/envelope/"> 

      <env:Header>



<mm7:TransactionID xmlns:mm7="http://www.3gpp.org/ftp/Specs/archive/23_series/23.140/schema/REL-5-MM7-1-3" env:mustUnderstand="1">




vas00001-sub



</mm7:TransactionID>


</env:Header>

<env:Body>



<SubmitRsp xmlns="http://www.3gpp.org/ftp/Specs/archive/23_series/23.140/schema/REL-5-MM7-1-3">



<MM7Version>5.6.0</MM7Version>




<Status>





<StatusCode>1000</StatusCode>





<StatusText>Success</StatusText>




</Status>




<MessageID>041502073667</MessageID>



</SubmitRsp>


</env:Body>
</env:Envelope>

………………..

8.7.9.7
MM7_replace.REQ mapping

	Information Element
	Location
	ElementName
	Comments

	Transaction ID
	SOAP Header
	TransactionID
	

	Message-Type
	SOAP Body
	MessageType
	Defined as Root element of SOAP Body

	MM7 Version
	SOAP Body
	MM7Version
	Value is the number of the specification in which the schema has changed most recently, e.g. 5.2.0

	VASP ID
	SOAP Body
	VASPID
	

	VAS ID
	SOAP Body
	VASID
	

	Sender address
	SOAP Body
	SenderAddress
	

	Message ID
	SOAP Body
	MessageID
	

	Service code
	SOAP Body
	ServiceCode
	Information supplied for billing purposes – exact format is implementation dependent

	Date and time
	SOAP Body
	TimeStamp
	

	Earliest delivery time
	SOAP Body
	EarliestDeliveryTime
	Date format – absolute or relative

	Read reply
	SOAP Body
	ReadReply
	Boolean – true or false

	Content Class
	SOAP Body
	ContentClass
	Enumeration – possible values: text, image-basic, image-rich, video-basuc, video-rich, megapixel, content-basic, content-rich

	DRM Content
	SOAP Body
	DRMContent
	Boolean – true or false

	Adaptations
	SOAP Body
	allowAdaptations
	Attribute of Content element

Boolean – true or false

	Content type
	MIME part Header
	Content-Type
	

	Content
	SOAP Body
	Content
	href:cid attribute links to attachment

	Message Distribution Indicator
	SOAP Body
	DistributionIndicator
	Boolean – true or false


……………..

Annex I (normative):
MM1 <-> MM4 header mapping

This annex maps the information elements found on MM1 onto the STD 11 header fields of MM4. 

The tables below are provided to give a normative end-to-end description of MMS. It provides mapping of MM1 with respect to MM4/STD11. 
In many cases there is no mapping between MM1 information elements and MM4 STD 11 header fields, this is according to specifications. These information elements are included in the tables below in order to give a complete picture of how the MM1 information elements are handled.

Table I.1: Mapping MM1_submit.REQ -> MM4_forward.REQ

	Information elements in MM1_submit.REQ
	STD11 Header fields in 
Egress MM4_forward.REQ

	Message Type
	-

	MMS Version
	-

	Transaction ID
	-

	Recipient address
	To:, Cc:, Bcc: (NOTE 1, NOTE 2)

	Content type
	Content-Type:

	Sender address
	From:

	Message class
	X-Mms-Message-Class:

	Date and time
	Date:

	Time of Expiry
	X-Mms-Expiry:

	Earliest Delivery Time
	-

	Delivery report
	X-Mms-Delivery-Report:

	-
	X-Mms-Originator-R/S-Delivery-Report

	Reply-Charging
	-

	Reply-Deadline
	-

	Reply-Charging-Size
	-

	Priority
	X-Mms-Priority:

	Sender visibility
	X-Mms-Sender-Visibility:

	Store
	-

	MM State
	-

	MM Flags
	-

	Read reply
	X-Mms-Read-Reply:

	Subject
	Subject:

	Reply-Charging-ID
	-

	Content Class
	X-Mms-Content-Class:

	DRM Content
	X-Mms-Drm-Content:

	Adaptations
	X-Mms-Adaptation-Allowed:

	Content
	<message body>

	-
	X-Mms-3GPP-MMS-Version

	-
	X-Mms-Message-Type

	-
	X-Mms-Transaction-Id

	-
	X-Mms-Message-Id

	-
	X-Mms-Acq-Request

	-
	X-Mms-Forward-Counter

	-
	X-Mms-Previously-sent-by

	-
	X-Mms-Previously-sent-date-and-time

	NOTE 1: 
A "Bcc:" field is created on MM4 only when the original MM on MM1 contains only blind-carbon-copy recipient(s). In this case the "Bcc:" field is left blank, see clause 8.4.4.2.

NOTE 2: 
Recipient addresses for blind-carbon-copy recipient(s) on MM1 are mapped onto <RCPT TO:> commands on SMTP level on MM4.


…………….

Annex K (informative):
MM1, MM4 <-> MM7 header mapping

This annex maps the abstract messages from MM1 and MM4 to MM7. 

The abstract messages mapped between MM1 and MM7 are: 

· MM1_Submit.REQ to the MM7_Deliver.REQ

· MM7_Submit.REQ to the MM1_Notification.REQ and the MM1_Retrieve.RES

· MM1_Read_Reply_Recipient.REQ to the MM7_Read_Reply_Report.REQ

· MM1_Forward.REQ to the MM7_Deliver.REQ

The abstract messages mapped between MM4 and MM7 are: 

· MM4_Forward.REQ to the MM7_Deliver.REQ

· MM7_Submit.REQ to the MM4_Forward.REQ

· MM4_Delivery_Report.REQ to the MM7_Delivery_Report.REQ

· MM4_Read_Reply_Report.REQ  to the MM7_Read_Reply.REQ

The tables below shows the mapping and are provided to give an end-to-end description of MMS. There is a table for each MM1, MM4 abstract message that maps to a MM7 abstract message. In many cases there is no mapping between MM1, MM4 and MM7 information elements, this is according to specifications. These information elements are included in the tables below in order to give a complete picture of how the information elements are handled.

There are also several abstract messages over MM1, MM4 that have no relevant mapping to MM7 and vice versa. These abstract messages are omitted from this annex.

Table K.1: Mapping MM1_submit.REQ -> MM7_deliver.REQ

	Information elements in MM1_submit.REQ
	Information elements
in MM7_deliver.REQ

	Message Type
	-

	Transaction ID
	-

	MMSVersion
	-

	Recipient address, -
	Recipient address, - (NOTE 1)

	Content type
	Content type

	Sender address
	Sender address, - (NOTE 2)

	Message class
	-

	Date and time
	Date and time

	Time of Expiry
	-

	Earliest delivery time
	-

	Delivery report
	-

	Reply-Charging
	-

	Reply-Deadline
	-

	Reply-Charging-Size
	-

	Priority
	Priority

	Sender visibility
	-

	Store
	-

	MM State
	-

	MM Flags
	-

	Read reply
	-

	Subject
	Subject

	Reply-Charging-ID
	Reply-Charging-ID

	Content Class
	-

	DRM Content
	-

	Adaptations
	-

	Content
	Content

	-
	Transaction ID

	-
	Message type

	-
	MM7 version

	-
	MMS Relay/Server ID

	-
	Linked ID

	-
	Sender SPI

	-
	Recipient SPI

	NOTE 1: 
The recipient address over MM1 may or may not be mapped to recipient address over MM7. The recipient address over MM7 may also be independent of the recipient address over MM1.

NOTE 2: 
If the Sender Visibility flag is set over MM1, the Sender address from MM1 is not mapped onto MM7.


Table K.2: Mapping MM7_submit.REQ -> MM1_notification.REQ, MM1_Retrieve.RES 

	Information  elements
in MM7_submit.REQ
	Information elements in MM1_notification.REQ
	Information elements in MM1_retrieve.RES 

	-
	Message Type
	-

	-
	Transaction ID
	-

	-
	MMS Version
	-

	Message class
	Message class
	Message class

	Time of Expiry
	Time of expiry
	-

	Subject
	Subject
	Subject

	Priority
	Priority
	Priority

	Sender address
	Sender address
	Sender address

	Reply-Charging
	Reply-Charging
	Reply-Charging

	-
	-
	Reply-Charging-ID

	Reply-Deadline
	Reply-Deadline
	Reply-Deadline

	Reply-Charging-Size
	Reply-Charging-Size
	Reply-Charging-Size

	Transaction ID
	-
	-

	Message type
	-
	-

	MM7 version
	-
	-

	VASP ID
	-
	-

	VAS ID
	-
	-

	Recipient address
	-
	Recipient address

	Service code
	-
	-

	Linked ID
	-
	-

	Date and time
	-
	Date and time

	Earliest delivery time
	-
	-

	Delivery report
	-
	-

	Read reply
	-
	Read reply

	Content Class
	-
	-

	DRM Content
	-
	-

	Adaptations
	-
	-

	Content type
	-
	Content type

	Content
	-
	Content

	Message Distribution Indicator
	Message Distribution Indicator
	Message Distribution Indicator

	Charged Party
	-
	-

	Charged Party ID
	-
	-

	-
	Message size
	-

	-
	Message Reference
	-

	-
	Stored
	-

	-
	Delivery report
	Delivery report

	-
	Reply-Charging-ID
	-

	-
	Element-Descriptor
	-

	-
	-
	Message ID

	-
	-
	MM State

	-
	-
	MM Flags

	-
	-
	Request Status

	-
	-
	Request Status Text

	-
	-
	Previously-sent-by

	-
	-
	Previously-sent-date-and-time 

	-
	-
	Message Type

	-
	-
	Transaction ID

	-
	-
	MMS Version


Table K.3: Mapping MM1_read_reply_recipient.REQ -> MM7_read_reply_report.REQ

	Information elements in MM1_read_reply_recipient.REQ
	Information  elements in MM7_read_reply_report.REQ

	Message Type
	-

	MMS Version
	-

	Recipient address
	Recipient address

	Originator address
	Sender address

	Message-ID
	Message-ID

	Date and Time
	Date and Time

	Read Status
	Read Status

	-
	Transaction ID

	-
	Message Type

	-
	MM7 Version

	-
	MMS Relay/Server ID

	-
	Status text


Table K.4: Mapping MM1_Forward.REQ -> MM7_Deliver.REQ 

	Information elements in MM1_Forward.REQ
	Information  elements
in MM7_Deliver.REQ

	Message Type
	-

	Transaction ID
	-

	MMS Version
	-

	Recipient address
	Recipient address

	Forwarding address
	Sender address

	Date and time
	Date and time

	Time of Expiry
	-

	Earliest delivery time
	-

	Store
	-

	MM State
	-

	MM Flags
	-

	Delivery report
	-

	Read reply
	-

	Reply-Charging
	-

	Reply-Deadline
	-

	Reply-Charging-Size
	-

	Message Reference
	<Content>, Content Type, Subject, Priority  (NOTE)

	-
	Transaction ID

	-
	Message type

	-
	MM7 version

	-
	MMS Relay/Server ID

	-
	Linked ID

	
	Reply Charging ID

	-
	Sender SPI

	-
	Recipient SPI

	NOTE: 
The message reference is used to map fields and content from the original MM. The mapping of these fields is identical to the MM1_Submit.REQ/MM7_Deliver.REQ mapping in table K.1.


Table K.5: Mapping MM4_Forward.REQ -> MM7_Deliver.REQ

	Information elements in MM4_Forward.REQ
	Information  elements in MM7_Deliver.REQ

	3GPP MMS Version
	-

	Message Type
	-

	Transaction ID
	-

	Message ID, -
	Linked ID, - (NOTE 1)

	Recipient(s) address
	Recipient address

	Sender address
	Sender address (NOTE 2)

	Content type
	Content type

	Message class
	-

	Date and time
	Date and time

	Time of Expiry
	-

	Delivery report
	-

	Priority
	Priority

	Sender visibility
	-

	Read reply
	-

	Subject
	Subject

	Acknowledgement Request
	-

	Forward counter
	-

	Previously-sent-by
	Previously-sent-by 

	Previously-sent-date and-time
	Previously-sent-date-and-time 

	Content Class
	-

	DRM Content
	-

	Adaptations
	-

	Content
	Content

	-
	Transaction ID

	-
	Message type

	-
	MM7 version

	-
	MMS Relay/Server ID

	-
	Recipient address

	-
	Reply-Charging-ID

	-
	Sender SPI

	-
	Recipient SPI

	NOTE 1: 
The Message ID over MM1 may or may not be mapped to the Linked ID over MM7. The Linked ID over MM7 may also be independent of the Message ID over MM1.

NOTE 2: 
If the Sender Visibility flag is set over MM4, the Sender address from MM4 is not mapped onto MM7.


Table K.6: Mapping MM7_Submit.REQ -> MM4_Forward.REQ

	Information elements in MM4_Forward.REQ
	Information  elements in MM7_Submit.REQ

	3GPP MMS Version
	-

	Message Type
	-

	Transaction ID
	-

	Message ID
	-

	Recipient(s) address
	Recipient address

	Sender address
	Sender address

	Content type
	Content type

	Message class
	Message class

	Date and time
	Date and time

	Time of Expiry
	Time of Expiry

	Delivery report
	Delivery report

	Priority
	Priority

	Sender visibility
	-

	Read reply
	Read reply

	Subject
	Subject

	Acknowledgement Request
	-

	Forward counter
	-

	Previously-sent-by
	-

	Previously-sent-date and-time
	-

	Content
	Content

	-
	Transaction ID

	-
	Message type

	-
	MM7 version

	-
	VASP ID

	-
	VAS ID

	-
	Service code

	-
	Linked ID

	-
	Earliest delivery time

	-
	Reply-Charging

	-
	Reply-Deadline

	-
	Reply-Charging-Size

	-
	Content Class

	-
	DRM Content

	-
	Adaptations

	-
	Message Distribution-Indicator

	-
	Charged Party ID


Table K.7: MM4_delivery_report.REQ -> MM7_delivery_report.REQ

	Information elements in MM4_delivery_report.REQ
	Information  elements in MM7_delivery_report.REQ

	3GPP MMS Version
	-

	Message Type
	-

	Transaction ID
	-

	Message ID
	Message ID

	Recipient address
	Sender address

	Sender address
	Recipient address

	Date and time
	Date and time

	Acknowledgement Request
	-

	MM Status
	MM Status 

	MM Status Extension
	MM Status Extension

	MM Status Text
	Status text

	-
	Transaction ID

	-
	Message Type

	-
	MM7 Version

	-
	MMS Relay/Server ID


Table K.8: MM4_Read_reply_report.REQ -> MM7_read_reply_report.REQ

	Information elements in MM4_Read_reply_report.REQ
	Information  elements in MM7_read_reply.REQ

	3GPP MMS Version
	-

	Message Type
	-

	Transaction ID
	-

	Recipient address
	Recipient address

	Sender address
	Sender address

	Message-ID
	Message-ID

	Date and time
	Date and time

	Acknowledgement Request
	-

	Read Status
	Read Status 

	Status text
	Status text

	-
	Transaction ID

	-
	Message Type

	-
	MM7 Version

	-
	MMS Relay/Server ID


………………….

Annex L (normative): MM7 XML Schema

�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least three digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


�PAGE \# "'Page: '#'�'"  �� Enter the source of the CR. This is either (a) one or several companies or, (b) if a (sub)working group has already reviewed and agreed the CR, then list the group as the source.


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, B & C CRs for release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See � HYPERLINK "http://www.3gpp.org/ftp/information/work_plan/" ��http://www.3gpp.org/ftp/information/work_plan/� .�The list is also included in a MS Excel file included in the zip file containing the CR cover sheet template.


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2002.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed below. For more detailed help on interpreting these categories, see the Technical Report � HYPERLINK "http://www.3gpp.org/ftp/Specs/archive/21_series/21.900/" ��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR was to be rejected. It is necessary to complete this section only if the CR is of category "F" (i.e. correction).


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.


�PAGE \# "'Page: '#'�'"  �� This is an example of pop-up text.
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