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1. Introduction
This contribution provides a proposal for a solution to key issue #5 : Support for C2 QoS Provisioning
2. Reason for Change
With regarding to C2 communication, a SEAL GM may need to configured to ensure a match between a pair of UAV and UAV-C, such as based on certain UAS ID configuration. Network QoS provisioning can be done by a group-based approach. In some cases, seperated group ids may be created for UAV and UAV-C respectively to achieve separate QoS control for each up- and downlink.
The current SA2 UAS architecture also relies on Drone remote ID for communication between UAS and USS/UTM using 3GPP network. Please refer to the usage of Drone remote ID in section 6.5.3.1 and 6.5.3.2. For SA6, the drone ID may be carried in the UAS application layer and such ID may be communicated between UAS and UAE/SEAL.
This solution provides a group-based scheme to address the QoS provisioning for C2 communication specified in the key issue #5.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.755 v0.9.0.


* * * First Change * * * *
[bookmark: _Toc42708501]8.X	Solution #x – Support for C2 QoS Provisioning
[bookmark: _Toc475064960][bookmark: _Toc478400631][bookmark: _Toc42713660][bookmark: _Toc42713799][bookmark: _Toc42714057]8.x.1	Solution description
Both uplink QoS (from the UAV/UAV-C to the network) or the downlink QoS (from the network to UAV/UAV-C) may be monitored and managed for UAV/UAV-C application layer operations as specified in 3GPP TS 22.125[3]. The QoS includes but is not limited to network bandwidth, latency, jitter, data loss rate, etc. Currently, three supported C2 communication modes may require different network resources support from the UAS application layer. 
With regarding to C2 communication using 3GPP network, a SEAL GM [9] may need to be configured to ensure a match between a pair of UAV and UAV-C based on certain UAS ID configuration, such as either a 3GPP UE ID or CAA-level UAV ID. Network QoS provisioning can be triggered by the SEAL NRM server based on group id. 
Editor’s note: The design of UAS ID is out of this specification’s scope.
This solution provides a group-based scheme to address the QoS provisioning for C2 communication specified in the key issue #5. The procudure involves a group creation using SEAL GM followed by a workflow for QoS management using SEAL NRM. 
Pre-conditions:
· Both UAV-C and UAV have successfully connected to the UAE server.
· A CAA-level UAV ID may be assigned during 3GPP network registration process

Figure 8.x.1-1 illsutrates a high-level procedure for group creation.[image: A screenshot of a cell phone
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Figure 8.x.1-1: Producre of group creation for one pair of UAV and UAV-C
1. UAE server recognizes a unique pair of UAV and UAV-C either by 3GPP UE ID or CAA-level UAV ID. 
2. When UAE server recognizes there is a QoS degradation for either UAV or UAV-C, the UAE server may send group creation request to SEAL GM server If there is no pre-assigned group ids by using GM-S reference link as specified in TS 23.434 [9] using the procedure defined in clause 10.3.
3. SEAL GM server may create one group ID for one pair of UAV and UAV-C as specified in 3GPP TS 23.434 [9]. 
4. The UAE server may use the returned group id for UAS for QoS management. In the absence of group, the SEAL NRM server may use UE IDs of the UAV and UAV-C to manage QoS for UAV and UAV-C separately.
5. Once groupd id(s) has been created, the UAE server may use such group id for the purpose of QoS provisioning by communicating with NRM.  
Figure 8.x.1-2 illsutrates a high-level workflow of group-based C2 QoS provionsing.
Editor’s note: : QoS provionsing when C2 is in dynamically changing mode is FFS.
Pre-conditions:
· Both UAV and UAV-C have registered to 3GPP 5G network respectively. C2 communication is established.
· The SEAL group manager has been configured and a group ID or a separate ID for a UAV and UAV-C assigned for each of the UAV and UAV-C.
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Figure 8.x.1-2: Producre of group-based approach for C2 QoS provionsing.
1. The UAE server consistenly monitors the QoS for a UAV and UAV-C. 
2. In cases where the network condition for C2 communication does not satisfy the pre-defined QoS requirement, the UAE server may choose to send QoS adaptation request to the SEAL NRM server using the NRM-S reference point as specified in TS 23.434 [9]. The QoS adaptation request may be sent per group id for a pair of UAV and UAV-C or a unique id for each UAV and UAV-C which depends on how the UAE server handles group creation specified in Figure 8.x.1-1.
3. SEAL NRM server performs network resource adaptation as specified in the 3GPP TS 23.434 [9] clause 14.3.2.1.
4. NRM server notifies the QoS update to the UAE server using procedure defined in TS 23.434 [9] clause 14.3.2.2.
5. UAS application layer adapts the updated QoS assignment. 
8.x.2	Solution evaluation
Editor's Note: This subclause will evaluate the solution.
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