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1. Introduction
This contribution provides some deployment models for FFAPP and also covers the FAE and SEAL layer interactions.
2. Reason for Change
3GPP TR 23.745 provides different key issues and solutions which may be applicable to different deployment models. 
This paper provides some possible deployments for FFAPP (considering the different domains in FF use cases), including also the possible deployment of SEAL layer.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v0.9.0.
* * * Change * * * *

X. Deployment Models

X.1
General

This clause describes deployments of the functional model provided in clause 7.1.
In FF scenarios, there are different domains which need to be captured:

· OT production domain: the communications infrastructure on the factory premises used by real-time and non-real-time control systems. This may comprise both 3GPP (e.g. 5G NPN) and non-3GPP networks.
· IT enterprise domain: the communications infrastructure on the factory premises used for  non-real-time resource planning and supervision. In this domain the management/provisiong of IIOT applications may be handled.
· Service providers domain: the communication infrastructure used for the purposes of network configuration, management and commissioning. This may be deployed by the factory operator or 3rd party service provider. MNO may also be part of the service providers domain, in scenarios when the factory uses private slices by the PLMN.

The enabler layer (FAE, SEAL layer) may be deployed as part of the different domains; this can be as part of the OT domain or PLMN/NPN operator domain, or at the FF application service provider domain (this can be at IT enterprise domain or service provider’s domain), or at 3rd party  service provider’s domain.

Editor’ Note: Here, for simplicity we assume that SEAL layer is co-located with FAE layer. However, FAE and SEAL may be in different domains (enhancement of SEAL deployment models for FF use cases is FFS).
X.2
FAE/SEAL Server deployment in PLMN/NPN operator domain 
In this deployment, the enabler layer (FAE/SEAL server) resides at the NPN/PLMN operator domain and can be seen as PLMN/NPN-owned application entity which supports the exposure of northbound APIs to the IT enterprise / service providers domain (depending on where the application specific services are deployed). Also, with this deployment, the FAE / SEAL servers can support the the real-time interactions between the applications at the devices and the network side, e.g. for device communication management (e.g QoS). 
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Figure X.2-1: FAE/SEAL Server at PLMN/NPN operator domain
Editor’s Note: In this deployment, both single-PLMN/NPN and multi-PLMN/NPN deployment options may exist. It is FFS to further investigate deployments within PLMN/NPN domain, based on multi-PLMN and PLMN-NPN interactions.
X.3
FAE/SEAL Server deployment at 
FAE/SEAL service provider domain 

In this deployment, the enabler layer (FAE/SEAL server) resides at the FAE/SEAL provider domain, on top of the 5G NPN (e.g. at IT enterprise domain). In this deployment, the FAE/SEAL layer supports the non-real-time resource planning and supervision of IIOT applications. One particular example may be the co-location of FAE/SEAL layer for supporting device management services (e.g. device provisioning, onboarding/offboarding, connectivity).
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Figure X.3-1: FAE/SEAL Server at FAE/SEAL service provider domain
Editor’s Note: It is FFS to further investigate centralized and distributed deployments within FAE/SEAL service provider domain
X.4
FAE/SEAL Server deployment at FF application service provider domain 

In this deployment, the enabler layer (FAE/SEAL server) resides at the FF application service provider’s domain. The FAE/SEAL layer supports the control/influence of the network configuration, management and commissioning by the service provider. 
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Figure X.4-1: FAE/SEAL Server at FF application service provider domain
Editor’s Note: It is FFS to further investigate centralized and distributed deployments within FF application service provider domain
* * * End of Change * * * *
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