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1. Introduction
The Key Issue #3 states a need for UE identifiers with the following issues and gaps identified :
Issues include:

-
How to uniquely identify a UE in MSGin5G service, the UE may include MSGin5G enabled devices, MSGin5G enabled application in a device and non-3GPP message device. 

-
There may be many kinds of non-3GPP message services, whether it is necessary to establish a unique mechanism to map the non-3GPP identifier to 5GMSG identifier, and how to establish the mechanism.

The following gaps have been identified to fulfil the identifier requirements:
-
The IMSI/MSISDN or IMEI may not suitable to identify all kind of UEs, e.g. the applications in a mobile handset. The following studies are needed:

-
Whether the existing identifier(s) can fulfil the requirements.

-
Whether new identifier(s) is needed to be specified.

-
If the identifier(s) of UE is assigned by MSGin5G services, the procedure of generating, assigning and managing the identifier(s) are needed to be defined.

-
The procedure of managing both the MSGin5G identifiers(s) and identifier(s) of non-3GPP message services in MSGin5G Gateway is needed to be defined.

The application layer architecuture needs to define a mechanism to identify all the service endpoints in the ecosystem not just the UEs. The application layer service endpoint identifier should be gloally unique in the context of MSGin5G sedrvice and be permanently assigned and is used for authentication and authorization. This application layer service endpoint identifier is used to register with the MSGin5G server so that the MSGin5G server knows how to route the message to it.

2. Reason for Change
To provide a proposed soltuion to the Key Issue 3 in the TR.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23700-024 version 0.70.
* * * First Change * * * *

6.X
Solution X: Identities
6.X.1
General

This solution is to address key issue #3 “identifier(s) of UE”. As all the service endpoints in MSGin5G service need to have an identity to be identified and to be used for message delivery. This solution also addresses identities of other non-UE service entities such as the Application server and group.
6.X.2
UE service Identity (MSGin5G service ID)

All UEs in the MSGin5G service shall be assigned with an application layer identifier, i.e. MSGin5G service ID. The MSGin5G service ID is a unique identifier within the MSGin5G service that represents a service endpoint (i.e. 5GMSGS UEs, legacy 3GPP UEs and non-3GPP UEs) to send and receive the MSGin5G messages. As the MSGin5G service ID identifies the service endpoint it is used by the MSGin5G server to authenticate and authorize the associated UE to the MSGin5G service at the application layer. 
For a 5GMSGS UE, the assigned MSGin5G service ID is used by the 5GMSGS client to register with the MSGin5G server and to send and receive MSGin5G messages. For a legacy 3GPP UE or a non 3GPP UE, the assigned MSGin5G service ID is used to map into the service ID in their defined message delivery mechanisms for interworking. 
To accommodate different types of UE, the MSGin5G service ID shall conform to the following characteristics:

1. 1
Unique within the MSGin5G service.

2. 2
Permanently assigned to a UE so that a message sender knows how to address the recipient to send a message and how a group can be created with its group members.
3. 3
Flexible enough to accommodate the different types of UE that may be reached with different transport mechanisms and messaging service technologies.

A UE shall register its MSGin5G service ID with the MSGin5G server so that the MSGin5G server can authenticate the authenticity of the UE and be aware the availability of the UE. The UE shall send the recipient UE a message using the recipient UE’s MSGin5G service ID. In a 5GMSGS UE, the MSGin5G service ID shall be assigned to its 5GMSGS client; the application client in a 5GMSGS UE is defined in 7.2.5.

The MSGin5G service ID shall be a URI that can be used to identify the UE’s home service domain. 

6.X.3 
Application server service identity (AS service ID)

The Application server in the MSGin5G service shall be assigned with an application layer identifier, i.e. AS service ID. The AS service ID is a unique identifier within the MSGin5G service that represents a specific Application server. The Application server uses the AS service ID to perform mutual authentication with the MSGin5G server for establishing a secured service connection. A service endpoint UE (i.e. 5GMSGS UEs, legacy 3GPP UEs and non 3GPP UEs) shall use the AS service ID of the target Application server to send a message to it. The Application server shall use the MSGin5G service ID of the recipient UE to send a message to that UE. 

The AS service ID shall be a URI that can be used to identify the Application server’s home service domain.
6.X.4
MSGin5G group service identity (Group service ID)
A pre-defined MSGin5G message group in the MSGin5G service shall be assigned with an application layer identifier; i.e. Group service ID. The Group service ID is a unique identifier within the MSGin5G service that represents a specific pre-defined group. A pre-defined group is created using SEAL with its unique Group service ID and this Group service ID shall be communicated to all members of the group. A service endpoint (UE or Application server) shall use this Group service ID to send a message to all members of the group.

The Group service ID shall be a URI that can be used to identify where the group is hosted.
6.X.5
Solution Evaluation

This solution proposes to assign a unique application layer identifier within the MSGin5G service to each of the service endpoints (such as Appliaction server, all types of UEs etc.) and assign it permanently to the service endpoint. This application layer identifier will be used to identify the service endpoint for message delivery. With the flexibile structure of the application layer identifier, it can be used by the MSGin5G server to correctly route a message either directly to a UE or to a message gateway where interworking function will be provided to deliver the payload of a MSGin5G message with the apporpriate message delivery mechanism, 

