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1. Introduction

This contribution is proposed to introduce a new API which enables that the Edge Enabler Server exposes the Traffic Influence API to the Edge Application Server in order to influence SMF routeing decisions for User Plane traffic of PDU Sessions required by Edge Application Server..
2. Reason for Change

This API enables the Edge Enabler Server to expose the Traffic Influence API to the Edge Application Server, in order to influence SMF routeing decisions for User Plane traffic of PDU Sessions required by Edge Application Server.The requests sent by Edge Application Server may influence UPF (re)selection and allow routeing of user traffic to a local access (identified by a DNAI) to a Data Network.

3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.4.0.

* * * First Change * * * *

8.6.1
General

This clause describes service capability APIs exposed by the Edge Enabler Server to the Edge Application Server(s). The service capability APIs exposed include EES capabilities and exposed 3GPP Core Network capabilities. The 3GPP Core Network capabilities may be exposed from EES to the Edge Application Server(s). 

The 3GPP Core Network capabilities APIs which are enhanced for exposure are also specified in this clause.


* * * Second Change * * * *

8.6.X
Traffic Influence API

8.6.X.1
General

The Edge Enabler Server exposes the Traffic Influence API to the Edge Application Server in order to influence SMF routeing decisions for User Plane traffic of PDU Sessions required by Edge Application Server.The requests sent by Edge Application Server may influence UPF (re)selection and allow routeing of user traffic to a local access (identified by a DNAI) to a Data Network.
The Traffic Influence API exposed by the Edge Enabler Server relies on the northbound Policy Authorization Service API exposed by the PCF as specified in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [12], if the Edge Enabler Server is connected to the PCF via the N5 reference point, or on the northbound Traffic Influence API exposed by the NEF as specified in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [12], if the Edge Enabler Server is connected to the PCF via an NEF.
If an Edge Enabler Server exposes the Session with Traffic Influence API to Edge Application Server(s), the Edge Enabler Server stores the request information  and provides the available information to the Edge Application Server.

Alternatively to using the API described in the following clauses, the Edge Application Server may also act as an AF and directly access the 3GPP Core Network capabilities to request a traffic influence (see clause 8.7.X). For any data session between Application Client and Edge Application Server, the Edge Application Server shall use only one of these alternatives.

NOTE 2:
The subscribe and notify operations between the Edge Enabler Server and the Edge Application Server for user plane management event are described in clause 8.6.3. 

