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1. Introduction
The 5G system provides capabilities for QoS management by providing APIs that allow an AF to configure Packet Flow Descriptions (PFDs) via the NEF(PFDF). A PFD includes information enabling the detection of application traffic provided by a 3rd party service provider. Once configured, PFDs are distributed from the NEF(PFDF) to other functions in the 5GS (e.g. SMF and UPF). The PFDs are then used by the 5GS to detect application traffic from different 3rd party applications and service providers and bind this traffic to different QoS Flows in the 5GS (e.g. based on the type of application and its QoS requirements).   

When traffic is initiated in the UL the FAE client should be configured similarly to detect application traffic and apply the required QoS treatment.
2. Reason for Change
Provide a solution enabling FAE server  to assist in configuring PFDs via NEF(PFDF) and configuring application detection rules at the UEs, in order to apply QoS treatment based on the FFApp connection requirements.   

3. Conclusions
FFApp Services can be enhanced to provide additional value-add functionality in providing PFD management and providing the UE with corresponding application traffic detection rules for QoS management purposes.
4. Proposal

It is proposed to agree with the addition of the following solution to 3GPP TR 23.745 v0.9.0. 
* * * First Change * * * *

7.X
Solution #X: Management of ASP-provided traffic rules 
7.X.1
Solution description
7.X.1.1
Overview
This solution corresponds to the key issue #X on Management of ASP-provided traffic rules. 

In this solution, a FAE client and a FAE server (acting as an AS) exchange context information allowing for the desired service requirements (e.g. data rate) for the communication amongst the source and destination FF application specific  server or another FAE client, to be derived. Using this context information, the ASP derives traffic rules to be used for the QoS treatment of all traffic. 

For the DL PFDs are configured or derived, and FF Enabler Server functionality is used to configure the 5GS with these PFDs via NEF (PFDF).  
For the UL, the FAE server derives ASP-provided traffic rules for and provides them to the FAE client(s).
Editor's Note. It is to be determined whether this solution should be introduced/applied in context of SEAL services instead of FFAPP only.
7.X.1.2
Procedure enabling FAE client communications with FF application specific server
The procedures used for management of ASP-provided traffic rules is illustrated in figure 7.X.2‑1 for the case enabling communications targeting an FF application specific server.

Pre-conditions:

-
FAE client 1 is configured with the information of the FAE server and has registered (e.g. using clause 7.4 procedures). The information provided via pre-configuration or registration to the FAE server includes FAE client capabilities, security information, etc.
-     FAE client 1 is configured with the destination information of FAE application specific server (e.g. using clause 7.4 procedures).
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Figure 7.X.1.2-1: ASP-provided traffic rule management - case 1
1.
FAE client 1 sends a FFAPP connectivity request (source identity and IP address, destination identities, service requirements) to FAE server.

2.  Based on the information provided in the FFAPP connectivity request and ASP-provided information (e.g. policies), the FAE server  may derive one or more PFDs for enabling the 5GS to detect DL application traffic to FAE client 1 and assign this traffic to QoS enforcement rules which meet the FFAPP service requirements.  Each PFD includes, as described in TS 23.503 [15] clause 6.1.2.3.2:
· PFD id; and

· one or more of the following:

· 3-tuple(s) including protocol, source IP address and port number;

· the significant parts of the URL to be matched, e.g. resource ID;

· a Domain name matching criteria and information about applicable protocol(s).
3.  The FAE server configures the 3GPP system with the derived PFDs using the Nnef PFD management procedures.

4.  The FAE server receives a response from 3GPP system. 

5.  Based on ASP configuration, the FAE server determines one or more rules for enabling the UE to detect UL application traffic and apply QoS markings meeting the FFAPP service requirements. The rules may be based on information in the FFAPP connectivity request, pre-provisioned information (e.g. policies) and information received from the 3GPP System. Each UL rule includes:   

-
Rule id; and

-
one or more of the following:

-
the significant parts of the URL to be matched, e.g. resource ID;

-
a QFI 

Editor’s Note: It is FFS whether the UL rules shall include any additional information

6.
The FAE server returns a FFAPP connectivity response to FAE client1 for the established connection.  The FAE server response may include the rules derived in the previous step. 

7. FAE client1 applies the UL application detection rules and marking of UL user plane traffic that targets FAE application specific server . When UL requests from FF Application Specific clients match the application detection rule (e.g. matching URL of the target) then the FAE client 1 marks the request with the corresponding QFI.
8. FAE client1 sends UL user plane traffic mapped to the QFI based on the provided rule(s).  

9. Based on the PFDs that were derived by the FAE server  and configured into the 3GPP system (Steps 2-4), DL user plane traffic is detected, classified and delivered by the 3GPP system with the proper QoS levels that meet the FFAPP service requirements.   
7.X.1.3
Procedures enabling FFE-2 communications between FAE clients
The procedures used for management of ASP-provided traffic rules is illustrated in figure 7.X.1.3‑1 for the case enabling FFE-2 communications between two FAE clients.
NOTE: This procedure relies upon the procedure for establishing communication connectivity between FAE clients detailed in solution #11. 
Pre-conditions:

-
FAE client 1 and FAE client 2 are configured with the information of the FAE server and have registered (e.g. using clause 7.4 procedures). The information provided via pre-configuration or registration to the FAE server includes FAE client capabilities, security information, etc.
-     FAE client 1 pre-processing requires direct connectivity to FAE client 2 over FFE-2. Service requirements and destination information for this connection have been provided, e.g. via discovery.

Editor's Note. The preconditions above rely upon procedures (e.g. registration, discovery) detailed as part of other solutions.
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Figure 7.X.1.3-1: ASP-provided traffic rule management - case 2  
1-6. Steps 1-6 are the same as steps 1-6 in solution #11, see Figure 7.11.1-1

7.  Based on the information provided in the FFAPP connectivity request and pre-provisioned information (e.g. policies), the FAE server  may derive one or more PFDs for enabling the 5GS to detect DL application traffic to FAE client 1 and assign this traffic to QoS enforcement rules which meet the FFAPP service requirements.  Each PFD includes, as described in TS 23.503 [15] clause 6.1.2.3.2:
· PFD id; and

· one or more of the following:

· 3-tuple(s) including protocol, source IP address and port number;

· the significant parts of the URL to be matched, e.g. resource ID;

· a Domain name matching criteria and information about applicable protocol(s).
8.  The FAE server configures the 3GPP system with the derived PFDs using the Nnef PFD management procedures.

9.  The FAE server receives a response from 3GPP system. 

10.  The FAE server may derive one or more rules for enabling each of the UEs to detect UL application traffic and apply QoS markings meeting the FFAPP service requirements. The rules may be based on information in the FFAPP connectivity request, pre-provisioned information (e.g. policies) and information received from the 3GPP System. Each UL rule includes:   

-
Rule id; and

-
one or more of the following:

-
the significant parts of the URL to be matched, e.g. resource ID;

-
a QFI 

Editor’s Note: It is FFS whether the UL rules shall include any additional information
11-14 Steps 11-14 are the same as steps 7 -10 in solution #11, see Figure 7.11.1-1
In steps 13 and 14, the FAE server may include the rules derived in step 10 in the FFAPP connectivity notifications sent to each FAE client.
15 FAE client 1 applies the UL application detection rules and marking of UL user plane traffic that targets FAE client 2. When UL requests from FF Application Specific clients match the application detection rule (e.g. matching URL of the target) then the FAE client 1 marks the request with the corresponding QFI.

16 FAE client 2 applies the UL application detection rules and marking of UL user plane traffic that targets FAE client 1. When UL requests from FF Application Specific clients match the application detection rule (e.g. matching URL of the target) then the FAE client 1 marks the request with the corresponding QFI.
17. FFE-2 traffic uses the PFDs that were derived by the FAE server and configured into the 3GPP system for DL user plane traffic. Each FAE client sends corresponding UL user plane traffic mapped to the QFI based on the UL rules provided at the FAE clients.
7.X.2
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.
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