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1. Introduction
The contribution updates multiple general clauses.
2. Reason for Change
Following clauses contained normative language, which is now fixed:
- clause 7.3.3.1

- clause 8.3.1

- clause 8.6.1

Verbiage was not clear in clause 8.3.1, which is now fixed.

Multiple references to 3GPP network specifications for location information capabilities is replaced with clause 8.9.3 describing the use of network capabilities by the EES.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.4.0.
* * * First Change * * * *

7.3.3.1
General

ECSPs and ASPs can allow access to Edge Computing service from specific areas i.e. allowing only the UEs within that area to access functional entities resident in the Edge Data Network. This area is called service area. 

Editor's Note: The relationship between geographical and topological service areas and the related IE(s) needs further study.

* * * Next Change * * * *

8.3
Service provisioning

8.3.1
General

Service provisioning allows configuring the Edge Enabler Client with information about available Edge Computing services, based on the hosting UEs location, service requirements, service preferences and connectivity. This configuration includes the necessary address information for the Edge Enabler Client to establish connection with the Edge Enabler Server(s). 

If the ECS deployed by MNO is contracted with one or more ECSP(s), the ECS provides EES configuration information of MNO owned and ECSP owned EESs via MNO ECS as described in clause 8.3.3.2.

If the ECS is deployed by a non-MNO ECSP, the ECS endpoint address can be configured with the EEC. An EEC that is aware of multiple ECSP's ECS endpoint addresses can perform the service provisioning procedure per ECS of each ECSP multiple times.

Figure 8.3.1-1 illustrates an overview of service provisioning. Service provisioning procedures support the following models:

-
Request/Response model; and

-
Subscribe/Notify model.
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Figure 8.3.1-1: Overview of Service provisioning

The UE is initially provisioned from the Edge Configuration Server with the configurations required to connect to the Edge Data Network. Once provisioned, the Edge Enabler Client of the UE registers with the selected Edge Enabler Server(s) from the list of provisioned Edge Enabler Server(s) it received from the ECS(s). The UE further consumes the edge computing services and performs various operations such as Edge Application Server discovery, Edge application communications, Application context relocation, etc. While the UE is consuming the edge computing services, there can be several triggers which can cause service provisioning to be triggered by the UE or by the Edge Configuration Server. 

The triggers for service provisioning are classified as:

a.
Triggers at UE - Some examples are:

-
Application Client related updates available at the Edge Enabler Client due to AC installation/re-installation, Application Client requesting application server access (e.g. via internet browser)

-
Edge Enabler Client supporting one or more Application Clients can be updated due to Edge Enabler Client re-installation.

b.
Triggers at Edge Configuration Server – An example is:

-
Edge Enabler Server updates due to Edge Application Server installation/re-installation/re-location, EDN/DNAI changes of the UE.

NOTE:
The DNAI changes can only be detected at the Edge Configuration Server if the Core Network type is 5GC.
* * * Next Change * * * *

8.6.2
UE location API

8.6.2.1
General

The Edge Enabler Server exposes the UE location API to the Edge Application Server in order to support tracking or checking the valid location of the UE. The UE location API exposed by the Edge Enabler Server relies on the 3GPP core network capabilities as specified in clause 8.9.3. 

The Edge Application Server can request UE location API for one-time reporting to check current UE location and for continuous reporting to track UE's location.

The UE location API supports both request-response for one-time queries (in order to check UE's current location) as well as subscribe-notify models for providing UE's location to EAS on a continuous basis and enabling the EAS to track UE's location (as UE location changes). 

Editor's note: Whether the Edge Enabler Server exposes the UE location API to an Edge Enabler Client is FFS. 

* * * Next Change * * * *

8.6.1
General

This clause describes service capability APIs exposed by the Edge Enabler Server to the Edge Application Server(s). The service capability APIs exposed include EES capabilities and exposed 3GPP Core Network capabilities. The 3GPP Core Network capabilities can be exposed from EES to the Edge Application Server(s). 

The 3GPP Core Network capabilities APIs which are enhanced for exposure are also specified in this clause.

Editor's Note:
It is FFS whether a new API for delegating AF Request is necessary or the existing API in clause 8.6.3 can be enhanced to support the delegation of AF Request to influence traffic routing.
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