
3GPP TSG-SA WG6 Meeting #38-e
S6-201171
e-meeting, 20th – 31st July  2020
(revision of S6-20xxxx)
Source:
Samsung
Title:
Pseudo-CR on FAE server clarification
Spec:
3GPP TR 23.745 V0.8.0
Agenda item:
8.4
Document for:
Approval
Contact:
Basavaraj (Basu) Jayawant Pattan, basavarajjp@samsung.com 
1. Introduction
This pCR clarifies the role of FAE server when interacting with 3GPP system using different reference points. 
2. Reason for Change
The role of FAE server needs to be clarified in context of the reference point used to interact with the 3GPP system. When using N5 reference point to interact with PCF, it takes the role an AF. When using N33 reference point to interact with NEF, it is an external entity to 3GPP system. Also, clarification on role of FAE server is needed when CAPIF is supported. It is clarified that FAE server takes the role of API Invoker.
3. Conclusions

Updated Solution #1 : FF application layer functional model, to clarify the role of FAE server in context of different reference points.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 V0.8.0.
* * * First Change * * * *
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* * * Next Change * * * *

7.1.1.2
FF application layer functional model

Figure 7.1.1.2-1 illustrates the FF application layer functional model.
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Figure 7.1.1.2-1: FF application layer functional model

The FF application layer functional entities for the FF UE and the FF application server are grouped into the FF application specific layer and the FF Application Enabler (FAE) layer. The FAE layer offers the FAE capabilities to the FF application specific layer. The FF application specific layer consists of the FF application specific functionalities.

The FF application server (AS) consists of the FAE server and the FF application specific server(s). The FAE server provides the FF application layer support functions to the FF application specific server(s) via FAE-S reference point.
The FF UE consists of the FAE client and the FF application specific client(s). The FAE client provides the FF application layer support functions to the FF application specific client(s) via FAE-C reference point.

NOTE 1:
The definition of FAE-C reference point is out of scope of the present document.

In the FAE layer, the FAE client communicates with the FAE server over FAE-1 reference point. In the FF application specific layer, the FF application specific client(s) communicates with FF application specific server(s) over FFA-1 reference point.

NOTE 2:
The definition of FFA-1 reference point is out of scope of the present document.
The FAE server interacts with another FAE server over FAE-E reference point.


FAE server (acting as AF) interacts with the 3GPP system (5GS) over N5 reference point as specified in 3GPP TS 23.501 [7]. FAE server interacts with the 3GPP system (5GS) over N33 reference point as specified in 3GPP TS 23.501 [7]. When CAPIF is supported, the FAE server acts as the API Invoker and interacts with NEF acting as API provider domain functions and with CAPIF Core Function, as specifed in 3GPP TS 23.222 [AA].
The following SEAL services for FF applications are supported:

-
Location management as specified in 3GPP TS 23.434 [8];

-
Group management as specified in 3GPP TS 23.434 [8];

-
Configuration management as specified in 3GPP TS 23.434 [8];

-
Identity management as specified in 3GPP TS 23.434 [8];

-
Key management as specified in 3GPP TS 23.434 [8]; and

-
Network resource management as specified in 3GPP TS 23.434 [8].

SEAL can further be enhanced to use a new QoS monitoring capability in order to provide network resource monitoring functionality either as an enhancement of the Network Resource Management service or as a new Network Resource Monitoring service via N33. SEAL-S reference point will thus support QoS monitoring for URLLC services, e.g. TSC services.

The FAE client interacts with SEAL clients over the SEAL-C reference point specified for each SEAL service. The FAE server interacts with SEAL servers over the SEAL-S reference point specified for each SEAL service. The interaction between a SEAL client and the corresponding SEAL server is supported by SEAL-UU reference point specified for each SEAL service.

NOTE 3:
The SEAL-C, SEAL-S, SEAL-UU reference points for each SEAL service is specified in 3GPP TS 23.434 [8].
* * * End of Changes * * * *
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