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1. Introduction
This contribution introduces a new EDGE-3 API for the QoS capability exposure
2. Reason for Change
In previous meeting, some pCRs proposed to have QoS info (e.g. 5QI, ARP, bandwidth) in the EAS registration so the EES can influence the QoS at EAS discovery.
However, it is not the appropriate time to influence QoS at the time of EAS discovery since different EASes discovered may have different QoS requirement and EES dosen’t know which EAS will be finally selected by the UE application. Another issue is that the UE IP address used to access EES may not be the one used to to access the selected EAS.

It is more desirable for the EAS to have a separate interaction with edge enabling layer to influence the QoS for the service data flow, sponsor the traffic and/or monitor the QoS with the following add-on values:
-
If the EAS dosen’t have access directly with 3GPP network, it can use EES provided Policy and Charging capability exposure service via EDGE-3 reference point.
-
For the EES provided Policy and Charging capability exposure service, since it may be associated with different AF events (e.g. usage reporting), another advantage to use such EES provided service is to have the advanced control for event reporting. For instance, the event reporting mode of “one time reporting” can be supported in the EES by unsubscribing the corresponding PCF/NEF event once the 1st report is received, EES can also control the max. number of report and reporting period so to provide an enhanced version of Policy and Charging exposure with more event reporting control.
4. Proposal

It is proposed to agree the following changes in TS 23.558.
* * * First Change * * * *

8.6.x
Policy and Charging capability exposure
8.6.x.1
General

The Edge Enabler Server provides the QoS capability exposure service to an Edge Application Server (e.g. to change the QoS of service data flow, monitor the QoS).
8.6.x.2
Policy and Charging API
Figure 8.6.x.2-1 illustrates the Policy and Charging operations between the Edge Application Server and the Edge Enabler Server for managing the policy and charging used for traffic between AC and Edge Application Server.
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Figure 8.6.x.2-1: Policy and Charging API

1.
The Edge Application Server requests Policy and Charging to the Edge Enabler Server. The Edge Application Server shall include UE IP address and IP flow description. For changing the QoS, the request shall include a QoS reference and may include a list of alternative QoS references in a priority order. For QoS monitoring, the request shall include the target to be monitored (DL, UL or roundtrip packet delay). The Edge Application Server may also request usage monitoring for sponsored data connectivity. If monitoring is requested, the Edge Application Server shall also include the reporting frequency.
2.
The Edge Enabler Server checks if the Edge Application Server is authorized for this operation. If authorized, Edge Enabler Server shall interact with the 3GPP core network to set up the required QoS and apply QoS monitoring as described in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3]; otherwise, the Edge Enabler Server provides a rejection response in step 3.
3.
The Edge Enabler Server responds the Edge Application Server for the Policy and Charging request.

4.
The Edge Enabler Server receives the user plane event of the UE (e.g. QoS monitoring report).

5.
The Edge Enabler Server sends Policy and Charging notification including the received user plane event to the Edge Application Server.
The Policy and Charging API also supports the Edge Application Server to update and delete the previously applied policy and charging request.

8.6.x.3
Information flows

8.6.x.3.1
Policy and Charging create request

Table 8.6.x.3.1-1 describes the information elements for Policy and Charging create request from the Edge Application Server to the Edge Enabler Server. 

Table 8.6.x.3.1-1: Policy and Charging create request

	Information element
	Status
	Description

	UE IP address
	M 
	The UE IP address.

	IP flow description
	M
	The IP flow description for the application traffic.

	QoS reference
	M
	A QoS reference referring to the pre-configured QoS information in EES or 3GPP Core Network.

	A list of alternative QoS references
	O
	A list of alternative QoS references.

	Event list
	O
	A list of associated events.

	> Event reporting information (NOTE 1)
	O
	Event Reporting Information as specified in table 4.15.1-1 of 3GPP TS 23.502 [3], e.g. event reporting mode.

	> Event specific data
	O
	For usage monitoring: the sponsoring information (sponsor id, ASP id).

For QoS monitoring: Target of monitoring (DL, UL or roundtrip packet delay.

	> Frequency of reporting (NOTE 2)
	O
	The reporting frequency (e.g. threshold, minimum waiting time) as described in clause 6.1.3.21 of 3GPP TS 23.503 [12].

	Notification Target Address
	M
	Notification Target Address of the EAS where the notification is to be sent by the EES.

	NOTE 1:
The immediate reporting, Sampling ratio and Group Reporting Guard Time are not applicable in the present release.
NOTE 2:
Reporting frequency does not contain the information (e.g. periodicity for periodic report mode) included by Event reporting information.


8.6.x.3.2
Policy and Charging create response
Table 8.6.x.3.2-1 describes the information elements for Policy and Charging create response from the Edge Enabler Server to the Edge Application Server. 

Table 8.6.x.3.2-1: Policy and Charging create response
	Information element
	Status
	Description

	Result
	M
	Indicates whether the operation is successful or failure

	Context ID (NOTE)
	O
	Context identifier corresponding to the information stored for the request

	NOTE:
The Context ID IE is included when the Result indicates success.


8.6.x.3.3
Policy and Charging update req
Table 8.6.x.3.3-1 describes the information elements for a Policy and Charging update request from the Edge Application Server to Edge Enabler Server. 

Table 8.6.x.3.3-1: Policy and Charging update request
	Information element
	Status
	Description

	Context ID
	M
	Context identifier corresponding to the information stored for the request,

	QoS reference
	O
	A QoS reference referring to the pre-configured QoS information in EES or 3GPP Core Network.

	A list of alternative QoS references
	O
	A list of alternative QoS references.

	Event list
	O
	A list of associated events.

	> Event reporting information (NOTE 1)
	O
	Event Reporting Information as specified in table 4.15.1-1 of 3GPP TS 23.502 [3], e.g. event reporting mode.

	> Event specific data
	O
	For usage monitoring: the sponsoring information (sponsor id, ASP id).

For QoS monitoring: Target of monitoring (DL, UL or roundtrip packet delay.

	> Frequency of reporting (NOTE 2)
	O
	The reporting frequency (e.g. threshold, minimum waiting time) as described in clause 6.1.3.21 of 3GPP TS 23.503 [12].

	NOTE 1:
The immediate reporting, Sampling ratio and Group Reporting Guard Time are not applicable in the present release.
NOTE 2:
Reporting frequency does not contain the information (e.g. periodicity for periodic report mode) included by Event reporting information.


8.6.x.3.4
Policy and Charging update response
Table 8.6.x.3.4-1 describes the information elements for Policy and Charging update response from the Edge Enabler Server to the Edge Application Server. 

Table 8.6.x.3.4-1: Policy and Charging update response
	Information element
	Status
	Description

	Result
	M
	Indicates whether the operation is successful or failure


8.6.x.3.5
Policy and Charging delete request
Table 8.6.x.3.5-1 describes the information elements for a Policy and Charging delete request from the Edge Application Server to Edge Enabler Server. 

Table 8.6.x.3.5-1: Policy and Charging delete request
	Information element
	Status
	Description

	Context ID
	M
	Context identifier corresponding to the information stored for the request


8.6.x.3.6
Policy and Charging delete response
Table 8.6.x.3.6-1 describes the information elements for Policy and Charging delete response from the Edge Enabler Server to the Edge Application Server. 

Table 8.6.x.3.6-1: Policy and Charging delete response
	Information element
	Status
	Description

	Result
	M
	Indicates whether the operation is successful or failure


8.6.x.3.7
Policy and Charging notification request
Table 8.6.x.3.7-1 describes the information elements for Policy and Charging notification Request from the Edge Enabler Server to the Edge Application Server. 

Table 8.6.x.3.7-1: Policy and Charging notification request
	Information element
	Status
	Description

	Context ID
	M
	Context identifier corresponding to the information stored in the EES during initial request of policy and charging.

	Event report (NOTE)
	O
	Event reporting information as specified in clause 6.1.3.1.8 of 3GPP TS 23.503 [12].

	NOTE:
Only the following events are applicable:

- Reporting Usage for Sponsored Data Connectivity
- Service Data Flow deactivation

- Resource allocation outcome

- QoS targets can no longer (or can again) be fulfilled
- QoS Monitoring parameters


8.6.x.4
APIs

8.6.x.4.1
General

Table 8.6.x.4.1-1 illustrates the API for Policy and Charging.

Table 8.6.x.4.1-1: Policy and Charging API

	Service Name
	Service Operations
	Operation

Semantics
	Consumer(s)

	EDGE3_Policy_and_Charging_API
	Create
	Request/Response
	Edge Application Server

	
	Update
	Request/Response
	Edge Application Server

	
	Delete
	Request/Response
	Edge Application Server

	
	Notify
	Subscribe/Notify
	Edge Application Server


8.6.x.4.2
Create operation

Service operation name: Create
Description: The consumer creates a Policy and Charging for the traffic and may also subscribes to receive event(s) related to the user plane traffic.

Inputs: See clause 8.6.x.3.1.

Outputs: See clause 8.6.x.3.2.
See clause 8.6.x.2 for details of usage of this operation.

8.6.x.4.3
Update operation

Service operation name: Update
Description: The consumer updates the Policy and Charging for the traffic.
Inputs: See clause 8.6.x.3.3.

Outputs: See clause 8.6.x.3.4.

See clause 8.6.x.2 for details of usage of this operation.

8.6.x.4.4
Delete operation

Service operation name: Delete
Description: The consumer removes the Policy and Charging for the traffic.
Inputs: See clause 8.6.x.3.5.

Outputs: See clause 8.6.x.3.6.

See clause 8.6.x.2 for details of usage of this operation.
8.6.x.4.5
Notify operation

Service operation name: Notify
Description: The consumer notifies the Policy and Charging for the traffic.
Inputs: See clause 8.6.x.3.7.

Outputs: None.

See clause 8.6.x.2 for details of usage of this operation.

* * * End of Changes * * * *
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