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1. Introduction
This pCR adds more information to clause 7 Overall Evaluation at 3GPP TR 23.744 and is a revised contribution of S6- 200420 (was S6-200372) which at first was introduced in 3GPP TSG-SA WG6 Meeting #36-e.
2. Reason for Change
Required information.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.744 v1.3.0.
* * * First Change * * * *

7
Overall Evaluation

7.1
General

The following clauses contain an overall evaluation of the solutions presented in this technical report, and their applicability to the key issues raised. Clause 7.2 provides the mapping of key issues and described solutions as well as the solution evaluation. Clause 7.3 lists the key issues with security implications that will need consideration in 3GPP SA WG3.

7.2
Solution evaluation

Table 7.2-1 below shows the mapping of key issues to solutions.
Table 7.2-1: Mapping of key issues to solutions

	Key issue
	Solution

	5.1 Key Issue 1: Information in the location report
	6.1 Solution 1: Additional details within the location information report

6.2 Solution 2: Additional details within the location information notification

6.3 Solution 3: Adjusting the location reporting procedure

	5.2 Key Issue 2: Location History Reporting
	6.6 Solution 6: Off-network storing of event-triggered location information

6.7 Solution 7: On-demand location history reporting

6.8 Solution 8: Triggered location history reporting

	5.3 Key Issue 3: Handling of triggering criteria in emergency cases
	6.4 Solution 4: Handling of triggering criteria in emergency cases

	5.4 Key Issue 4: Location mechanism compatibility for MCPTT
	6.5 Solution 5: Location management mechanism backward compatibility for MCPTT

	5.5 Key Issue 5: Sharing of location information
	6.13 Solution 13: Sharing location information across MC service UEs

6.14 Solution 14: Functional model for sharing location information across MC systems

6.15 Solution 15: Sharing location information for interconnected MC system

	5.6 Key Issue 6: Individual UE addressing
	6.9 Solution 9: Adding a UE label to Initial MC service UE configuration

6.10 Solution 10: Associate a user profile per MC service UE

6.11 Solution 11: MC UE identity (new ID)

	5.7 Key Issue 7: Location information of unauthenticated user
	6.12 Solution 12: Obtaining location of UE in "limited MC service" state

	5.8 Key Issue 8: Location information in off-network operation
	6.17 Solution 17: Location information in off-network mode operation

	5.9 Key Issue 9: Sharing of past location information
	6.16 Solution 16: Sharing of past location information


Table 7.2-2 below shows the correlation of each solution and associated key issue(s).
Table 7.2-2: Solution evaluations

	Solution 
	Applicable key issues
	Solution evaluation
	Impact on other entities and working groups

	Solution 1: Additional details within the location information report
	Key Issue 1: Information in the location report
	This solution provides additional details about location information elements contained in the location information report in 3GPP TS 23.280 clause 10.9.2.2. Currently identified elements are: timestamp, accuracy, speed, bearing, altitude, measurement code. Other elements that are already described in 3GPP TS 23.280 clause 10.9.3.1 may be considered as well. Definitions of all these elements may have to be provided in 3GPP TS 23.280 clause 3.1.
	Impact on downstream groups to add attributes to location information.

	Solution 2: Additional details within the location information notification
	Key Issue 1: Information in the location report
	This solution provides additional details about location information elements contained in the location information notification in 3GPP TS 23.280 clause 10.9.2.7. Currently identified elements are: timestamp, accuracy, speed, bearing, altitude, measurement code. Other elements that are already described in 3GPP TS 23.280 clause 10.9.3.1 may be considered as well. Definitions of all these elements may have to be provided in 3GPP TS 23.280 clause 3.1.
	Impact on downstream groups to add attributes to location information.

	Solution 3: Adjusting the location reporting procedure
	Key Issue 1: Information in the location report
	The current set of elements which describe triggers for the location information reporting in 3GPP TS 23.280 clause 10.9.3.1 are extended to add the conditions provided in solution 1 and solution 2.
	Impact on downstream groups to add attributes to location information.

	Solution 4: Handling of triggering criteria in emergency cases
	Key Issue 3: Handling of triggering criteria in emergency cases
	This solution provides an additional information element to ensure that triggering criteria can be adjusted separately for the emergency and non-emergency case.
As location information of a specific client may be needed, using an individual identity to address a specific client, should be taken into considerations.
	No impact on downstream groups (see CR0469 to 3GPP TS 24.379 and CR0070 to 3GPP TS 24.281).

	Solution 5: Location management mechanism backward compatibility for MCPTT
	Key Issue 4: Location management mechanism backward compatibility for MCPTT
	This solution solves the location management mechanism backward compatibility for MCPTT by enhancing the MCPTT server to determine the location management mechanism based on its capability (i.e., release version) and policy.
	No impact on downstream groups.

	Solution 6: Off-network storing of event-triggered location information
	Key Issue 2: Location History Reporting
	The solution adds a mechanism for configuring events, which will cause the location management client to store location reports while operating off-network. This does not affect any of the existing location management procedures. A separate set of off-network trigger criteria besides the on-network trigger criteria may be required.

The following configuration aspects may have to be defined for each location management client separately:

-
Activation and de-activation to locally store location reports;

-
Activation of automatic transmission of triggered events after the location management client returns from off-network operation; and

-
Amount of location reports locally stored before the first location report while operating off-network will be overwritten.
	Impact on downstream groups to a new trigger event as well as the capability to store location information.

	Solution 7: On-demand location history reporting
	Key Issue 2: Location History Reporting
	The solution provides information flows and procedures for on-demand location information history reporting, after the location management client returns from off-network operation. The described solution does not affect any of the existing information flows and procedures for on-network operation.
	Impact on downstream groups to request and receive stored location information from a UE.

	Solution 8: Triggered location history reporting
	Key Issue 2: Location History Reporting
	The solution provides a procedure for triggered location history reporting on returning to on-network operation after the location management client has stored location reports while operating off-network, which does not affect any of the existing procedures.
	Impact on downstream groups to receive stored location information from a UE.

	Solution 9: Adding a UE label to Initial MC service UE configuration
	Key Issue 6: Individual UE addressing
	This solution adds a new entry to the existing Initial MC service UE configuration data (on-network) table, in order to identify a specific UE.

A solution is needed for how to transfer the MC UE label from the MC service client to the MC service server, and how the MC UE label is sent in conjunction with the MC service ID in delivery reports to MC service clients consuming these location reports.

	Unknown impact on downstream groups.

	Solution 10: Associate a user profile per MC service UE
	Key Issue 6: Individual UE addressing
	The solution has to be evaluated from the operative-tactical point of view.

The manual mapping allows meaningful MC service UE identifications, but requires an additional setup step for the MC service user.

The automatic mapping does not require an additional setup step for the MC service user, but requires additional impact to the existing architecture.
	Unknown impact on downstream groups.

	Solution 11: MC UE identity (new ID)
	Key Issue 6: Individual UE addressing
	Depending on the size of the MC UE identity, including the MC UE identity in the location report may have a large impact on message size. As location reports may be sent frequently this will decrease efficiency.

A mechanism may be needed to allow an MC service server to query the association of MC UE ID to a MC service user.
	Impact on downstream groups to extend the existing information flows.

	Solution 12: Obtaining location of UE in "limited MC service" state
	Key Issue 7: Location information of unauthenticated user
	FFS
	FFS

	Solution 13: Sharing location information across MC service UEs
	Key Issue 5: Sharing of location information
	This solution depends on the MC UE ID proposed in solution 11. The procedures and information flows have to be adapted after the overall evaluation of identifying location information of a specific MC UE ID have been completed.
	Minor impact on downstream groups to add functionality to existing functional entities and reference points.

	Solution 14: Functional model for sharing location information across MC systems
	Key Issue 5: Sharing of location information
	The functional model needs to be enhanced, as a new reference point between the location management servers in the primary and partner MC systems is needed.

A mechanism may be required in order to terminate a subscription for location information across MC systems.
	Impact on downstream groups to add new information flows and procedures.

	Solution 15 Sharing location information for interconnected MC system
	Key Issue 5: Sharing of location information
	This solution depends on changes to the functional model as proposed in solution 14.

This solution provides a set of information flows and procedures to allow location reporting from an interconnected partner MC system. 

The interconnection architecture in 3GPP TS 23.280 does not permit configuration of a server or client in a partner system due to security concerns. Additional authorization checks would be required in case of performing location reporting configuration in interconnected MC systems under the administration of different organizations.
	Impact on downstream groups to add new information flows and procedures.

	Solution 16: Sharing of past location information
	Key Issue 9: Sharing of past location information
	The solution provides means to share past location information within one MC system stored on the location management server.

A new functionality to the location management server is introduced, which requires the location management server to store past location reports for the necessary period of time, for all users for who past reports might be requested.
	Impact on downstream groups to add one new information flow and procedure.

	Solution 17: Location information in off-network mode operation
	Key Issue 8: Location information in off-network operation
	This solution adds the capability to handle location information while being in off-network state, by using the MC service ID, which has to be stored on the MC service UE.

Additional authorization check may be required to provide and request location information while in off-network operation.

This solution also solves the issue of providing the required information for the authorization check.
	Impact on downstream groups to add new information flows and procedures.


7.3
Key issues with security implications

The following key issues have security considerations that will need review and possible solutions by SA3:

-
Key Issue 5: Sharing of location information, subpart "e. Location information of one MC user at home MC system is shared with an outside 3GPP recipient."; and

-
Key Issue 7: Location information of unauthenticated user.
* * * Next Change * * * *

* * * Next Change * * * *
