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1. Introduction
This pCR provides a proposal for EDGEAPP architecture update.

2. Reason for Change
During Edge Application Context relocation, the UE’s Edge Application context is been moved from source Edge Application Server to target Edge Application Server. 
In most of the deployment scenarios, the source EAS and the target EAS may have different IP address. According to the current architecture, an Application Client in the UE sends Application Data Traffic directly to a corresponding EAS. In scenarios, where service continuity is required between a source EAS and a target EAS, the Application Client needs to be made aware of the IP address of the target EAS, and the Application Client needs to establish a new application connection with the target EAS, while the UE's application context is relocated to the target EAS from the source EAS.
It is desirable that Application Client is abstracted from the change in the EAS during service continuity scenario. The application traffic originated at the Application Client should not be impacted due to change in the EAS during service continuity. It should be possible that EEC abstracts the EAS change from the Application Client and hence it is required that EEC handles application data traffic.
Hence, it is proposed to update the Architecture, to represent the Application Data Traffic is exchanged between the UE and EAS.
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1 Proposal

It is proposed to have the following changes in TS 23.558 v0.2.0.

/************************** 1st Changes *************************/

6.2
Architecture

The Figure 6.2-1 shows the architecture for enabling edge applications.
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Figure 6.2-1: Architecture for enabling edge applications

The Edge Data Network is a local Data Network. Edge Application Server(s) and the Edge Enabler Server are contained within the EDN. The Edge Configuration Server provides configurations related to the EES, including details of the Edge Data Network hosting the EES. The UE contains Application Client(s) and the Edge Enabler Client. The Edge Application Server(s), the Edge Enabler Server and the Edge Configuration Server may interact with the 3GPP Core Network.
The application data traffic is exchanged between the UE and EAS(s).

NOTE: The details of the application data traffic is out of scope of this specification.
Editor's Note:
Need to split Edge Enabler Client into Edge Enabler Client and Edge Configuration Client is for further study.

Editor's Note:
Representation of the Edge Hosting Environment is for further study.

Editor's Note:
Representation of the reference point between Edge Enabler Servers is for further study.

/*********************** End of Changes **********************/
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