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1. Introduction
During the study on application architecture for enabling Edge Applications, SA6 discussed Key Issue #4 on EAS discovery. Multiple solutions were discussed during the study and conclusions were captured. This contribution considers solutions captured in the study report TR 23.758 and takes into account the conclusions.

The proposal is in this contribution is to enable distributed discovery mode, allowing sharing of EAS information between the Edge Enabler Servers with the help of Edge Configuration Server.

2. Reason for Change

Allowing distribution of the EAS information, to relevant Edge Enabler Server, provides multiple benefits:

1. The ECS will be able to provision the EEC using very limited information about the EEC; such as only the location of the EEC (UE). This is of special importance if the UE is not a purpose-built UE, such as a smartphone, where it is not practical to know which EAS will be needed, at the time of provisioning itself.

2. Single point of contact for EAS discovery: EEC will have a SPOC for all discovery related queries, making operations at the EEC less complex and deterministic; in contrast to requiring EEC to contact multiple EES for different Application Clients. This will be of high importance in case of mobility, as the new SPOC can easily provision the UE with a quick response (possibly single), instead of EEC contacting multiple EESes.

3. Better performance than a centralized server based discovery: Distributed discovery will allow EAS discovery using an entity located at the edge itself; reducing potential delays; in contrast to a discovery from a centralized server such as ECS.

4. One step discovery: To discover EAS for newly installed Application Clients on the UE, the discovery will remain a one-step procedure, instead of a 2-step procedure if ECS is required to select an EES for the newly installed Application Client.

5. Better for constrained UEs: Having deterministic procedures is better for constrained UEs where battery and complex processing is expensive. Otherwise, also, this approach offloads a lot of burden of down selecting the right EAS from the EEC to the EES, which may have better view of the topology and can easily assign the best EAS for the needs of the Application Clients.
6. Localized Discovery Traffic: Significant amount of the discovery traffic generated by many EECs, passing through the backhaul network can be avoided. Although the downside would be the traffic generated by distribution of the EAS information, but its reasonable to assume that comparatively, it would be significantly lesser that the EEC generated traffic.
7. Works in all kinds of deployments, small or large.

8. Enables partially deployed scenario, while keeping the queries limited to the edge.
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A solution based on solution #1 may include optionally the Application Client Information described in Solution #13. and be used independent of topology. Solution #13 is optimized for a centralized EDN Configuration Server topology. These solutions may be applicable individually or together for different deployment models of Edge Computing service, in which case Edge Enabler Client needs to be indicated as to which mechanism should be used.


3. Conclusions

Given the benefits of the distributed discovery, the normative work should adopt solution #22 from TR 23.758, with appropriate changes.

Summary of how the provisioning and discovery will work with distributed discovery enabled:

· ECS/ECSP associates an EES (say, EES 1) to a geographic area (say, Area 1), for which that EES is responsible. This association could be based on deployment criteria such as EES nearest to Area 1 is assigned to Area 1.

· EASs are required to publish the EAS information on the EES responsible for their EDN.
· EES are required to forward the published EAS information to the ECS. Any update to the published information shall also be passed on to the ECS.
· ECS shall distribute the EAS information based on the received EAS information (for e.g. service area information) – which means, ECS will forward information of only those EAS(s) to EES 1, which mention Area 1 as one of the EAS Service Area.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.1.2.
* * * First Change * * * *

8.5.x
Edge Application Server information distribution
8.5.x.1
General
This clause describes the procedures for distribution of EAS information to relevant EES, to enable distributed discovery of EAS. 
8.5.x.2
Procedure
8.5.x.2.1
Request-Response
Figure 8.5.x.2.1-1 describes the interactions between the EES and ECS to retrieve EAS information.
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8.5.x.2.1-1: Retrieve EAS information
1.
To retrieve relevant EAS information, the Edge Enabler Server sends the Edge Application Server information request to the Edge Configuration Server.
2.
Upon receiving the request from the Edge Enabler Server, the Edge Configuration Server authorizes the request of the Edge Enabler Server. If authorized, the ECS determines the Edge Application Server information relevant for the Edge Enabler Server.
3.
The Edge Configuration Server sends an Edge Application Server information response including the Edge Application Server information determined in step 2.

8.5.x.2.2
Subscription-Notification
8.5.x.2.2.1
Subscription
Figure 8.5.x.2.2-1 describes the interactions between the EES and ECS to subscribe for the EAS information.
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8.5.x.2.2.1-1: Edge Application Server information notification
1.
To subscribe for relevant EAS information, the Edge Enabler Server sends the Edge Application Server information subscription request to the Edge Configuration Server.
2.
Upon receiving the request from the Edge Enabler Server, the Edge Configuration Server authorizes the request of the Edge Enabler Server. If authorized, the ECS creates the subscription.
3.
The Edge Configuration Server sends an Edge Application Server information subscription response indicating the status of the request.

8.5.x.2.2.2
Notification

Figure 8.5.x.2.2.2-1 describes the actions taken by the Edge Configuration Server upon receiving requests from an Edge Enabler Server related to registration or about a change in Edge Application Server's availability information. 

Pre-conditions:

1.
The Edge Enabler Server has subscribed for EAS information from the Edge Configuration Server; and
2.
Any of the following:

a.
a source Edge Enabler Server registers to the Edge Configuration Server with the availability information of the Edge Application Servers registered with the source Edge Enabler Server;

b.
a source Edge Enabler Server de-registers from the Edge Configuration Server, effectively indicating that the Edge Application Server(s) registered with the source Edge Enabler Server are not available anymore with the source Edge Enabler Server;

c.
a source Edge Enabler Server publishes Edge Application Server's availability information on the Edge Configuration Server; or

d.
a source Edge Enabler Server updates the published Edge Application Server's availability information on the Edge Configuration Server (for e.g. due to changes in availability information, Edge Application Server deregistration, etc.).


[image: image3.emf]Target

Edge Enabler Server

Edge Enabler 

Client(s)

4. Updated EAS information 

notification

Edge Configuration 

Server

2. EAS information 

notification

1. Determine target 

Edge Enabler Server(s)

3. Update Edge 

Application Server 

information


Figure 8.5.x.2.2.2-1: Edge Application Server information notification
1.
Edge Configuration Server shall process the information received from the source Edge Enabler Server, and determines target Edge Enabler Servers, which should be updated about the Edge Application Server. The Edge Configuration Server uses the Edge Application Server's availability information received in the request from the source Edge Enabler Server (for e.g. EAS Service Area published by the Edge Application Server) or can use the Edge Application Server's availability information stored with the Edge Configuration Server (for e.g. in case of de-registration).

2.
The Edge Configuration Server shall notify all target Edge Enabler Servers, as determined in step 1. The notification includes information about the source Edge Enabler Server. If the Edge Application Server information is published or updated, the notification includes information about the Edge Application Server, as received in the publish or update request from the source Edge Enabler Server and information about the source Edge Enabler Server. If the Edge Application Server is de-registered or is not available anymore, the notification contains relevant information. In case of update, it may result in different notifications to different target Edge Enabler Servers, for e.g. if the location or service area information for an Edge Application Server is updated, it may result as newly available Edge Application Server for some Edge Enabler Servers while a de-registered Edge Application Server for some Edge Enabler Servers.

3.
The target Edge Enabler Server, upon receiving the notification from the Edge Configuration Server, shall update the Edge Application Server information accordingly.

4.
The target Edge Enabler Server shall notify the Edge Enabler Clients, which subscribed for notifications about the Edge Application Server or related information as received in step 2.

8.5.x.3
Information flows
8.5.x.3.1
Edge Application Server information request
Table 8.5.x.3.1-1: Edge Application Server information request

	Information element
	Status
	Description

	EES ID
	M
	Unique identifier of the EES.

	Security credentials
	M
	Security credentials of the EES


8.5.x.3.2
Edge Application Server information response
Table 8.5.x.3.2-1: Edge Application Server information response
	Information element
	Status
	Description

	List of EAS information
	M
	List of relevant EAS information 

	> Status
	M
	Newly available, updated information, unavailable

	> EAS Profile(s)
	M
	EAS Profile(s) as described in Table 8.2.4-1.

	> EES profiles
	M
	EES Profile(s) as described in Table x.y.z.


8.5.x.3.3
Edge Application Server information subscription request
Table 8.5.x.3.3-1: Edge Application Server information subscription request

	Information element
	Status
	Description

	EES ID
	M
	Unique identifier of the EES.

	Security credentials
	M
	Security credentials of the EES


8.5.x.3.4
Edge Application Server information subscription response
Table 8.5.x.3.4-1: Edge Application Server information subscription response
	Information element
	Status
	Description

	Result
	M
	Success or failure


8.5.x.3.5
Edge Application Server information notification
Table 8.5.x.3.5-1: Edge Application Server information notification
	Information element
	Status
	Description

	List of EAS information
	M
	List of relevant EAS information 

	> Status
	M
	Newly available, updated information, unavailable

	> EAS Profile(s)
	M
	EAS Profile(s) as described in Table 8.2.4-1.

	> EES profiles
	M
	EES Profile(s) as described in Table x.y.z.
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3. Update Edge Application Server information


4. Updated EAS information notification


1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



