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1. Introduction
Currently the IP connectivity group notify request contains group connectivity information which carries only the number of other discovered MC users.
2. Reason for Change
Only the number of users will not be helpful. It also should contain the MC Service IDs.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to approve the following changes to 3GPP TS 23.180 v0.3.0.

* * * First Change * * * *

10.3.2.5
IP connectivity group notify request

Table 10.3.2.5-1 describes the information flow for the IP connectivity group notify request from the IOPS MC connectivity function to the IOPS connectivity client.

Table 10.3.2.5-1: IP connectivity group notify request

	Information element
	Status
	Description

	IOPS MC service ID
	M
	The IOPS MC service ID of the MC user with active subscription(s)

	IOPS group (NOTE)
	M
	The IOPS MC service group ID related to the active group subscription for which group connectivity information is being notified

	Group connectivity information (NOTE)
	M
	It indicates the number of other discovered MC users and their MC Service IDs on the IOPS MC connectivity function of the corresponding group subscription

	NOTE:
It can be a list associated to multiple active group subscriptions.


* * * Next Change * * * *

10.5.2.3
IOPS private call setup in automatic commencement mode procedure

The procedure in figure 10.5.2.3-1 is the basic procedure for an MCPTT client initiating the establishment of an IOPS MCPTT private call with a target MCPTT client based on the IP connectivity functionality.
The procedure focuses on the case of an IOPS MCPTT private call using an automatic commencement mode.

Pre-conditions:

-
MCPTT user profile used for the IOPS mode of operation is pre-provisioned in the MCPTT UEs.
-
MCPTT users have an active PDN connection to the IOPS MC connectivity function for the communication based on the IP connectivity functionality
-
The MCPTT users are discovered by the IOPS MC connectivity function supporting the IP connectivity functionality.

-
MCPTT clients have retrieved connectivity information from target MCPTT users.
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Figure 10.5.2.3-1: IOPS private call setup in automatic commencement mode based on the IP connectivity functionality
1.
The MCPTT user at MCPTT client 1 would like to initiate an IOPS private call with the MCPTT user at MCPTT client 2 based on the IP connectivity functionality.

2.
The MCPTT client 1 retrieves the connectivity information of the target MCPTT user from the IOPS connectivity client 1 (not shown in figure) and sends an IOPS call setup request towards the MCPTT client 2. The MCPTT client 1 transmits the session packets carrying the IOPS call setup request to the IOPS MC connectivity function for distribution to the corresponding target MCPTT UE 2's IP address. 
The IOPS call setup request contains an SDP offer, an automatic commencement mode indication, and an element that indicates that MCPTT client 1 is requesting the floor. The IOPS private call request may include location information.
3.
The IOPS MC connectivity function receives the session packets addressing the MCPTT UE 2's IP address. The IOPS MC connectivity function checks if the MCPTT UE 2's IP address corresponds to a discovered MC user in order to distribute the received session packets. If it does, the IOPS MC connectivity function distributes the received session packets to the target MCPTT client over unicast transmissions.

4.
The IOPS MC connectivity function distributes the session packets carrying the IOPS call setup request to the MCPTT client 2.
5.
The MCPTT client 2 notifies the target MCPTT user about the incoming IOPS private call.

6.
The receiving MCPTT client 2 accepts the IOPS private call automatically, and an IOPS call setup response indicating the successful call establishment is sent to MCPTT client 1. The MCPTT client 2 transmits the session packet(s) carrying the IOPS call setup response to the IOPS MC connectivity function for distribution to the corresponding target MCPTT UE 1's IP address. 
If MCPTT client 2 rejected the incoming call, the MCPTT client 2 sends an IOPS call setup response indicating the failure reason to the MCPTT client 1.

NOTE:
Step 6 can also occur prior to step 5.

7.
The IOPS MC connectivity function receives the session packets addressing the MCPTT UE 1's IP address. The IOPS MC connectivity function checks if the MCPTT UE 1's IP address corresponds to a discovered MC user in order to distribute the received session packets. If it does, the IOPS MC connectivity function distributes the received session packets to the target MCPTT client over unicast transmissions.

8.
The IOPS MC connectivity function distributes the session packets carrying the IOPS call setup response to the MCPTT client 1.
9.
The MCPTT client 1 and the MCPTT client 2 have successfully established the IOPS private call with floor control based on the IP connectivity functionality. The MCPTT client 1 is automatically granted the floor.
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