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1. Introduction
This contribution suggests two enhancements to the common information elements defined for the Edge Enabler Client Registration IE.

2. Reason for Change
1. Currently the Edge Enabler Client Registration Request IE provides the Security credentials as optional parameter. It also states Security credentials resulting from a successful authorization for the edge computing service.
In our view, it will be useful for Edge Enabler Server to authenticate the Client and also have the ability to authorize it. The authentication is required to enable the server to know that this is a valid client and while the authorization would give more flexibility in the networks where Authorization is not handled by underlying network or prior to registration by client.
In addition, in our views a malicious actor can imitate the Edge Compute Client to gain access to the list of Edge Application Servers. 
Therefore, we propose to add a change of Security Parameter from Optional to Mandatory. 
2. Currently the Edge Enabler Client Registration response IE provide relevant information like Available compute, Graphical compute, memory. For Edge Client, this information is beneficial to communicate with an Edge Application Server, however, all of this is assumed to be on same DNN/APN/Network Slice as the underlying data network connectivity.



This (being on same DNN/Slice) might not be the case for all networks, as configurations might be different or URSP rules are not sent to device, and some might prefer to redirect the Edge Clients to a separate DNN or Slice to meet the performance objectives. 
To achieve this, it is proposed to add EAS Data Network Connectivity IE within EAS Information List in Edge Enabler Client Registration response IE as optional item. This Data Network Connectivity, can include, but not limited to S-NSSAI, DNN, DSCP parameters which the Edge network requires for this client, by either interacting via CAPIF, SCEF/NEF , directly with underlying network or by static configurations. If the device has URSP rules for the underlying network, it should override it with response from Edge Enabler Server. 
The figure above (copied from Figure 8.4.2.2-1) shows the flow Edge Enabler Client Registration and following additional mechanism is outcome of this change at end of Step 4 in section 8.4.2.2:
Upon a successful registration response from Edge Enabler Server, client should parse the Network Connectivity IE. If there are existing URSP rules for the underlying network, the UE should override with response received. If there are no URSP rules, the UE should rely on this information and connect with relevant S-NSSAI and DNN.
The DSCP marking are meant as guidelines for application to use to transport payload packets and the relevant nodes in the network can choose to trust these markings or overwrite them.

3. Conclusions
<Conclusion part (optional)>

4. Proposal
It is proposed to agree the following changes to 3GPP TS 23.558, v0.1.2.


* * * First Change * * * *

Pre-conditions:
1.	The Edge Enabler Client is authorized to access the Edge Enabler Server for the purpose of performing registration and has received relevant security credentials 
Editor's Note: The authorization procedure required to receive the relevant security credentials is FFS
2.	The Edge Enabler Client has received configuration information from the Edge Configuration Server, including information for accessing the Edge Enabler Server.


Figure 8.4.2.2-1: Edge Enabler Client registration procedure
1.	The Edge Enabler Client sends Edge Enabler Client registration request to the Edge Enabler Server. The request from the client includes the security credentials received after successful authorization for edge computing services. The request also optionally includes information indicating to the Edge Enabler Server how the Edge Enabler Client expects to use the services of the Edge Enabler Server. 
	The Edge Enabler Client registration request indicates if the request is a new registration or a registration update. A registration update may be used to send new or updated Application Client Profile(s) to the Edge Enabler Server.
	If the Edge Enabler Client is moving from the purview of a source Edge Enabler Server to this Edge Enabler Server, the request from the Edge Enabler Client may include the identity of the source Edge Enabler Server and an Edge Enabler Client Registration Context ID that was provided by the source Edge Enabler Server. 
2.	Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server validates the registration request and verifies the security credentials. The Edge Enabler Server further determines whether the requirements that were indicated in the Application Client Profile(s) can be fulfilled. 
3.	Upon successful validation of the request, if the received Registration request contains a Context ID and a source Edge Enabler Server Identifier, the Edge Enabler Server retrieves the Edge Enabler's Registration Context from the source Edge Enabler Server. Otherwise, this step is skipped.
4.	The Edge Enabler Server sends a successful registration response, which may include a newly assigned Context ID. The Edge Enabler Client stores the new Context ID and uses it if it needs to register with a new Edge Enabler Server later on. The Edge Enabler Server also provides a registration expiration value to indicate when the registration will automatically expire. The Edge Enabler Client must send a registration request with an Update Indication prior to the expiration to maintain the current registration. The Edge Enabler Server will treat the registration expiration as an implicit de-registration. If the Edge Enabler Server is not able to fulfil, or provide, the services that are indicated by Application Client Profile(s), then the Edge Enabler Server will indicate this in the Edge Enabler Client registration response. Optionally, the Edge Enabler Server includes the EAS Data Network Connectivity information element that can include, but not limited to, the S-NSSAI, DNN, and DSCP parameters which the Edge Data Network requires for this Application Client, by either interacting via CAPIF, SCEF/NEF, directly with the underlying network or static configurations. If the UE has valid URSP rules, it should override them with information from the EAS Data Network Connectivity information element. If the UE has no valid URSP rules, the UE should rely on this information and register with the relevant S-NSSAI and DNN. The DSCP marking are meant as guidelines for the edge application to be used in transport payload packets and the relevant nodes in the network can choose to trust these markings or overwrite them.




8.4.2.3.1	Edge Enabler Client Registration request
Table 8.4.2.3.1-1 describes information elements in the Edge Enabler Client Registration Request from the Edge Enabler Client to the Edge Enabler Server. 
Table 8.4.2.3.1-1: Edge Enabler Client Registration request
	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	Registration type indication
	M
	Indication for new or updated registration

	UE Identifier
	O
	The identifier of the hosting UE (i.e. GPSI or identity token)

	Security credentials
	OM
	Security credentials resulting from a successful authorization for the edge computing service.

	Application Client Profile(s)
	O
	Profiles of Application Clients for which the EEC provides edge enabling services. Application Client Profiles are further described in Table 8.2.2-1. 

	Proposed expiration time
	O
	Proposed expiration time for the registration.

	Context ID
	O
	Identifier of the EEC context obtained from a previous registration. 

	Context ID provider EES ID
	O
	If a Context ID is included, identifier of the EES that provided it.

	EAS Identifiers
	O
	Identifiers of already discovered EAS which can support the services needed by the EEC. 



8.4.2.3.2	Edge Enabler Client Registration response
Table 8.4.2.3.2-1 describes information elements in the Edge Enabler Client Registration Response from the Edge Enabler Server to the Edge Enabler Client.
Table 8.4.2.2.2-1: Edge Enabler Client Registration response
	Information element
	Status
	Description

	Result
	M
	Result of the registration operation

	Expiration time
	M
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

	Authorization info
	O
	Information resulting from any authorization procedure performed by the EES based on the registration request, which can be used for future requests.

	Context ID
	O
	Identifier of the EEC Context information available at the EES that performed the registration.  

	EAS Information List
	O
	Optional information for the EASs specified in the request or those to which the client information is being forwarded. Each element may include the information detailed below

	>EAS ID 
	M
	The identifier of the EAS

	>EAS Endpoint  
	M
	Endpoint  information (e.g. URI, FQDN, IP address) that Application Clients use to send requests to the EAS

	>EAS Provider Identifier 
	O
	The identifier of the EAS Provider

	>EAS Available Compute
	O
	The maximum compute resource available for the Application Client

	>EAS Available Graphical Compute
	O
	The maximum graphical compute resource available for the Application Client

	>EAS Available Memory
	O
	The maximum memory resource available for the Application Client

	>EAS Available Storage
	O
	The maximum storage resource available for the Application Client

	>EAS Data Network Connectivity
	O
	Optional information for connecting with the EAS 

	>>S-NSSAI
	O
	The S-NSSAI for connecting with the EAS

	>>DNN
	O
	The DNN used for connecting with the EAS

	>>DSCP
	O
	The DSCP markings used for connecting with EAS



Editor's Note:	The inclusion of EAS Instance ID (including optionality) is dependent on how the ID is defined and assigned, which is FFS.
Editor's Note:	It is FFS whether EAS Profiles should replace several of the IEs in the Discovered EAS List.


* * * End of Changes * * * *
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8.4.2.3 Information flows 
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8.4.2.2 Procedure 
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