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1. Introduction
Solution 5 needs to be clarified further to address the operation, also there are several Editor’s Notes. This paper proposes to clarify and resolve the Editor’s Note.
2. Reason for Change
UE Identifier API can be used to provide Edge UE ID for the UE for the usage of capability exposure API(s) over EDGE-3. 
Edge Application can retrieve user information such as ACR, Application user ID, MSISDN, or IP Address via application level interaction. The Edge Application requests UE Identifier API from Edge Enabler Server using the user information, because it is the only information the Edge Application can retrieve for the UE. Therefore, Edge Enabler Server should be able to determine the UE with the user information received from the Edge Application.
Proposal 1: Clarify that the Edge Enabler Server can retrieve user information that can be used for identifying the UE when Edge Application requests UE Identifier API. It can be done during authorisation/authentication procedure or during the procedure in which the Edge Enabler Server retrieves user consent for the usage of capability exposure API(s).
The Edge Enabler Server should also be able to retrieve GPSI for the UE in order to support capability exposure API(s) over EDGE-3 which relies on 3GPP SCEF/NEF northbound API. In other words, if the Edge Enabler Server provides Location API to the Edge Applications using the T8 API for the location reporting, the Edge Enabler should be able to point the UE with GPSI. Therefore, the Edge Enabler Server may need to retrieve GPSI for the UE, which has 3GPP network impact. It is captured as Editor’s Note that can be resolved with coordination with SA2 WG.
There is Editor’s Note for the issue on how Edge Enabler Server allocates the Edge UE ID to the Edge Application. The Edge Enabler Server may allocate the Edge UE ID per Edge Application, if there is need to conceal the Edge UE ID from the other Edge Applications, due to privacy reason.

Proposal 2: it is proposed to resolve the Editor’s Note. The Edge Enabler Server can allocate the Edge UE ID per Edge Application, and the Edge Enabler Server stores the mapping information with Edge UE ID and Edge Application for the UE.

If user consent has changed, or the user information needs to be changed due to privacy reason, the Edge Enabler Server shall be able to allocate new Edge UE ID or to purge the Edge UE ID from the Edge Application. 
Proposal 3: Edge Enabler Server shall be able to update the Edge UE ID or purge the Edge UE ID from the Edge Application.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v0.2.0.
* * * First Change * * * *

7.5
Solution #5: UE Identifier API

7.5.1
Solution description

The following solution corresponds to the key issue #5 on Capability Exposure to Edge Application as specified in subclause 4.5, especially how to uniquely identify the UE between the Edge Application and the Edge Enabler Server for utilizing capability exposure API(s).
The Edge Enabler Server exposes UE Identifier API to the Edge Application in order to provide valid UE identifier for the capability exposure API(s) over EDGE-3. This API enables Edge Application to point to a user anonymously over different service API(s) exposed by the Edge Enabler Server. The UE Identifier provided by the UE Identifier API is called as Edge UE ID in this solution. The Edge Application uses Edge UE ID to identify the UE for service API(s).
7.5.1.1
Procedure
Figure 7.5.1-1 illustrates the interactions between the Edge Enabler Server and the Edge Application for UE Identifier API. 

Pre-conditions:

1.
The Edge Application is authorized to discover and to use UE Identifier API provided by the Edge Enabler Server;
2.
The Edge Enabler Server is able to determine the Edge UE ID based on the user information received from the Edge Application; and
3.
User and the Edge Application has made consent to expose user information.




Figure 7.5.1-1: Solution 5 – UE Identifier API
1.
The Edge Application requests UE Identifier API (User information, Identifier of Edge Application) from the Edge Enabler Server. The User information can be a form of ACR(Anonymous Customer Reference, see OMA-TS-REST_NetAPI_ACR), MSISDN, Edge Application user ID, or IP address of the Aplication Client, if available.

2.
The Edge Enabler Server determines the UE based on the received user information in the step 1. 

If the Edge Enabler Server has retrieved user information (e.g., MSISDN, ACR, or IP address) for the UE during the authorization procedure , the Edge Enabler Server can determine the UE for the request. The Edge Enabler Server may query 3GPP Network to retrieve GPSI corresponding to the user information. The GPSI is used when the Edge Enabler Server relies on the T8 APIs as specified in TS 29.122 [5] for capability exposure API(s) over EDGE-3.
NOTE:
It is assumed that UE subscription information in 3GPP system includes the GPSI (Generic Public Subscription Identifier, as specified in3GPP TS 23.501 [2]) for Edge Computing Service. 
Editor's Note: The interaction between Edge Enabler Server and 3GPP Network to resolve GPSI correspoding to the user information (e.g., IP address) is FFS.

After determining the UE, the Edge Enabler Server responds to the Edge Application including the GPSI as a Edge UE ID.

Editor's Note: It is FFS whether the Edge Enabler Server allocates different Edge UE ID per Edge Application due to privacy reason. (e.g., hiding UE identifier used for an Edge Application to other Edge Applications)
Editor's Note: The privacy concern on providing GPSI to the Edge Application should be consulted by SA3.
3.
The Edge Application uses the Edge UE ID received in the step 2 for further capability exposure API(s) provided by the Edge Enabler Server.
The Edge Enabler Server can update the Edge UE ID to the Edge Application if the Edge UE ID has been changed due to privacy reason (e.g., change of GPSI). The Edge Enabler Server can purge the Edge UE ID from the Edge Application if there is no need to support the Edge UE ID for capability exposure API(s).
7.5.1.2
Service Operations
Table 7.5.1.2-1 describes the service operations of UE Identify API provided by the Edge Enabler Server.

Table 7.5.1.2-1: UE Identify Services provided by the Edge Enabler Server
	Service Name
	Service Operations
	Operation

Semantics
	Consumer(s)

	 EDGE3_UEIdentify
	Request
	Request/Response
	Edge Application

	
	Notify
	Notify
	Edge Application


7.5.1.2.1
EDGE3_UEIdentifier_Request operation

Service operation name: EDGE3_UEIdentifier_Request
Description: The consumer requests to receive UE Identifier for capability exposure APIs over EDGE-3.
Input, Required: User Information (ACR, MSISDN, IP Address), Identifier of Edge Application
Input, Optional: None
Output, Required: Edge UE ID (e.g., GPSI)
Output, Optional: None
7.5.1.2.2
EDGE3_UEIdentifier_Notify operation

Service operation name: EDGE3_UEIdentifier_Notify
Description: Provides the updated Edge UE ID to the Edge Application or Purges the Edge UE ID from the Edge Application.
Input, Required: None
Input, Optional: Edge UE ID, Old Edge UE ID, Cause (e.g., Purge)
Output, Required: None
Output, Optional: None

7.5.2
Solution Evaluation
Editor's Note:
To be added
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