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1. Introduction
In the previous meeting we agreed to a number of terms that are defined in clause 3.1 (Definitions).
The following terms should be corrected :

· ‘Application Client’ to ‘Client Application’

· ‘Application Server’ to ‘Server Application’

· ‘Edge Application’ to ‘Edge Server Application’

2. Reason for Change
This SW community use the term ‘client-server applications’ to refer to software that is designed to have a client part in a local device and a server part in a central compute environment (like the Cloud, or some central server farm).
To be consistent with this term, ‘Client Application’ is more appropriate than ‘Application Client’ and same for ‘Server Application’. 

The poriginal ‘Edge Application’ lacks the work ‘Server’ to clarify that SW component in the Edge is a ‘Server’ rather than a ‘Client’, hence the modification to ‘Edge Server Application’.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v0.2.0.
* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Client Application: Application software resident in the UE performing the client function

Server Application: Application software resident in the cloud performing the server function
Edge Server Application: A Server Application resident in the Edge Hosting Environment

Edge-aware Application: An Edge Server Application or Client Application which is aware of Edge Data Network, and can leverage the Edge Computing capabilities. 
Edge Computing: A concept, as described in 3GPP TS 23.501 [2], that enables operator and 3rd party services to be hosted close to the UE's access point of attachment, to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network.

Edge Computing Service Provider: A mobile network operator or the trusted 3rd party service provider offering Edge Computing service.
Edge Data Network: A data network that supports distributed deployment of Edge Hosting Environments

Editor's Note: Capturing the concept of "Proximity to UE" is FFS
Edge Enabler Client: A functional entity resident in the UE providing services for the Client Application
Edge Enabler Server: A functional entity resident in the Edge Hosting Environment providing services for the Edge Server Applications and Edge Enabler Clients
Edge Hosting Environment: An environment providing support required for Edge Server Application execution

Editor's Note: Whether both Edge Hosting Environment and Edge Data Network are necessary is FFS

For the purposes of the present document, the following terms and definitions given in 3GPP TR 23.501 [2] apply:

Local Area Data Network
* * * Next Change * * * *

4.3
Key Issue 3: Server Application enablement on the Edge Hosting Environment
Several application providers can use the Edge Data Network to provide their applications as Edge Server Applications. To enable such Edge Server Applications on the Edge Hosting Environment, the application providers may need to supply Edge Server Applications related information to the Edge Enabler Server. This information can include constraints on the availability of the Edge Server Application to certain geographical area or time of operation etc. 

Open Issues:

-
How the Edge Server Applications are registered on the Edge Enabler Server? How the Edge Enabler Server identifies the registered Edge Server Applications?
-
Whether and how the Edge Server Applications provide availability information such as, for e.g. certain geographical area, time of operation etc. to the Edge Enabler Server?
-
What are the parameters required for Edge Server Applications enablement on the Edge Enabler Server?
-
How the Edge Server Applications de-registers from the Edge Enabler Server?
* * * Next Change * * * *

4.4
Key Issue 4: Edge Server Application discovery

The deployment of Edge Server Applications may not be uniform across the Edge Data Networks due to operational constraints. For certain applications, before attempting to avail services from an Edge Server Applications, the UE needs to determine the availability of the Edge Server Application from the Edge Enabler Server. The meaning of availability of the Edge Server Application includes both the Edge Server Application running on the Edge Hosting Environment, and the Edge Server Application, which can be instantiated on the Edge Hosting Environment.

Open Issues:

-
Whether and how to discover the Edge Server Applications available on the Edge Hosting Environment within the Edge Data Network? 

-
How to check authorization to discover the Edge Server Applications?
* * * Next Change * * * *

4.5
Key Issue 5: Capability Exposure to Edge Server Application

3GPP Network capability exposure function (i.e. SCEF, NEF) provides northbound RESTful APIs which can be utilised by 3rd party applications (see TS 29.122 [5] for information regarding available northbound APIs).

In order for a 3rd party Edge Server Application to access such northbound APIs exposed by SCEF/NEF, the 3rd party application developer would need to onboard onto the MNO's platform (e.g., CAPIF) and accept MNO's SLA terms and conditions.

On the other hand, it would be beneficial if the 3rd party Edge Server Applications in the Edge Data Network can utilize service API(s) exposed by the Edge Enabler Server which in turn rely on the SCEF/NEF northbound APIs. 

For example, in smart factory, Server Application may have the demand to obtain location information of industrial robotics in order to activate corresponding actions or operations based on location. This kind of location-based service requires the Edge Server Application to be authorized to obtain the location information of the UE through the Edge Enabler Server.
Open issues:

-
Whether there is a need for new service API(s) provided by the Edge Enabler Server to the Edge Server Application, and how to support?
-
How to discover available service API(s) within the Edge Data Network?

-
Whether and How to support the Edge Server Application to access the network capability exposure function directly, e.g., how CAPIF as specified in TS 23.222 [4] can be utilized, and whether there is a need to enhance functionalities of CAPIF?

-
Whether there is a need to support exposure of service API provided by the Edge Server Application to the other Edge Server Application within the Edge Data Network, and how to support?

-
Whether there is a need to support exposure of service API provided by the Edge Server Application to the other Edge Application of the different Data Network, and how to support?

-
How the Edge Enabling Server re-exposes service API(s) to the Edge Server Application, where the service API(s) are relying on the SCEF/NEF northbound API(s)?

-
How to uniquely identify the UE between the Edge Server Application and the Edge Enabler Server for utilizing capability exposure API(s) which relies on the SCEF/NEF northbound API(s)?
-
Whether and how the location information of the UE can be exposed to the Edge Server Application from the Edge Enabler Server.
* * * Next Change * * * *

4.8
Key Issue 8: Edge Data Network selection
A UE may have access to more than one Edge Data Network including Edge Server Applications due to e.g. dual registration.with 3GPP access and non-3GPP access. An Edge Enabler Client in the UE needs to discover not only an available Edge Server Application(s) but first select the optimal Edge Data Network if more than one is available.
Open issues:

-
How to assist the Edge Enabler Client to select the optimal Edge Data Network?
NOTE:
This key issue is related to key issue #2 and #4.

Editor's Note:
The related solutions may need to be coordinated with SA2.

* * * Next Change * * * *

4.9
Key Issue 9: Preserving Service Continuity
When a UE handoffs to a new location, different Edge Server Applications may be more suitable for serving the Client Application in the UE. There needs to be a way for Client Applications in the UE to continue their service while replacing the serving Edge Server Application, with target Edge Server Application. Furthermore, similar service continuity requirements exist for the cases in which the Edge Server Applications are transferred from the Edge Data Network to Servers in the cloud and vice versa. Such transitions may occur as a result of a mobility event, or even as a result of other non-mobility events such as load balancing.

This key issue proposes to study "upper layer enablers" for service continuity that are within the scope of the application architecture for edge applications (e.g. mechanisms for traffic redirection).

Open Issues:

-
How to detect the need to reroute traffic from the serving Edge Server Application instance to the target Edge Server Application?

-
How to enable the required switch in the connection between the Application Client and the Edge Server Application while preserving service continuity?

-
How to transfer any required context between Edge Server Applications within the Edge Data Network?

-
How to transfer any required context from the serving Edge Server Application to the target Edge Server Application (or Server Application) regardless of their location: In the same Edge Data Network, in a different Edge Data Network or in the Cloud?

* * * Next Change * * * *

4.10
Key Issue 10: Dynamic availability

Availability of Edge Data Network and the Edge Server Applications can change dynamically due to multiple reasons, such as change in deployments, mobility of the UE etc. Such changes should be provided to the UE to fine tune the services provided accordingly. 

Open issues:

-
How to keep the UE updated with information about Edge Data Network?

-
How to keep the UE updated with information about Edge Server Applications?

* * * Next Change * * * *

5.1.1
General

This clause provides a basic description of the general architectural requirements.
The application architecture for enabling edge applications is designed based on the following architecture principles:

-
UE application portability: The change of logic in Client Application compared to existing cloud environment is avoided.

-
Edge application portability: The change of logic in Server Application compared to existing cloud environment is avoided. One server application can run in multiple operator's edge computing providers or operator-agnostic edge computing provider without any modification. 

-
Service differentiation: The mobile operator is able to provide service differentiation (e.g. by enabling/disabling the edge computing functionalities).
-
Flexible deployment: There can be multiple edge computing providers within a single PLMN operator network. The Edge Data Network can be a subarea of a PLMN.
-
Interworking with 3GPP network: To provide edge computing features developed or to be developed in 3GPP network (such as location service, QoS, AF traffic influence) to server applications, the application architecture supports the interworking with 3GPP network with existing capability exposure functions such as NEF and PCF.

* * * Next Change * * * *

5.1.2
Requirements

This clause lists the general requirements.
In order to meet the architecture principles described, the application architecture for enabling edge applications shall support the following requirements:

[AR-5.1.2-a]
The application architecture shall support deployment of server application and client application without any modifications compared to its deployment in existing cloud environments.
* * * Next Change * * * *

6.2
Application architecture



Figure 6.2-1: Application architecture for enabling edge applications

NOTE 1:
It is possible that a server application only resides in the Edge Data Network.
NOTE 2:
The Edge Server Application in the Edge Data Network may or may not be the same as the Server Application in the Cloud.
NOTE 3:
If the ASes are different, the Application Data Traffic may also be different.

Editor's Note:
Interface between the Edge Enabler Client and Client Application is FFS.
Editor's Note:
Interface between Edge Server Application(s) and 3GPP network is FFS.
Editor's Note:
It is FFS whether a separate Edge Data Network Configuration Client in the UE is needed 
* * * Next Change * * * *

6.3.2
Edge Enabler Server

Edge Enabler Server provides supporting functions needed for Edge Server Applications to run in an Edge Data Network

Functionalities of Edge Enabler Server:

-
Provisioning of configuration information to enable the exchange of Application Data Traffic with the Edge Server Application; and

-
Providing information related to the Edge Server Applications, such as availability, to the Edge Enabler Client.
* * * Next Change * * * *

6.3.3
Edge Enabler Client

Edge Enabler Client provides supporting functions needed for Client Application(s) to run in the UE.

Functionalities of Edge Enabler Client:

-
Retrieval and provisioning of configuration information to enable the exchange of Application Data Traffic with the Edge Server Application; and
-
Discovery of Edge Server Applications available in the Edge Data Network.
* * * Next Change * * * *

6.4.2
EDGE-1

The interactions related to enabling Edge Computing, between the Edge Enabler Server and the Edge Enabler Client are supported by the EDGE-1 reference point. This reference point supports:

-
Retrieval and provisioning of configuration information for the UE; and
-
Discovery of Edge Server Applications available in the Edge Data Network.
* * * Next Change * * * *

6.4.4
EDGE-3

The interactions related to Edge Enabler Layer, between the Edge Enabler Server and the Edge Server Applications are supported by the EDGE-3 reference point. This reference point supports:

-
Registration of Edge Server Applications with availability information (e.g. time constraints, location constraints); and
-
Providing access to network capability information (e.g. location information).

* * * Next Change * * * *

7.1.1
Solution description

The following solution corresponds to the key issue #4 on Edge Server Application discovery as specified in subclause 4.4. 

The Edge Enabler Server allows the Edge Enabler Client to discover both, the Edge Server Applications running on the Edge Hosting Platform within the Edge Data Network and the Edge Server Applications which can be instantiated on the Edge Hosting Platform within the Edge Data Network. The Edge Enabler Server employs authorization checks and discovery filters and provide requested information to the Edge Enabler Client.

Figure 7.1.1-1 illustrates the interactions between the Edge Enabler Client and the Edge Enabler Server for Edge Server Application discovery. 

Pre-conditions:

1.
Trigger conditions for initiating an Edge Server Application discovery request are configured in the Edge Enabler Client.
2.
Information related to the Edge Enabler Server is available with the Edge Enabler Client.
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Figure 7.1.1-1: Solution 1 – Edge Application Discovery

1.
Certain configured trigger condition, for e.g. establishment of PDU Session or PDN connectivity to the Edge Data Network, connecting to the Edge Enabler Sever for the first time, expiry of a periodic timer, entering or exiting a geographic area (i.e. Edge Data Network service area) etc., or a combination of configured trigger conditions meet at the Edge Enabler Client.

2.
As a result of Step 1, the Edge Enabler Client sends an Edge Server Application discovery request to the Edge Enabler Server. The discovery request may contain query filters to retrieve information about a particular Edge Server Application or a category of Edge Applications, for e.g. gaming applications. If no query filter is included, it indicates a request to discover all available Edge Server Applications.

3.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server checks if the Edge Enabler Client is authorized to discover the requested Edge Server Application(s). The authorization check may apply to an individual Edge Application, a category of Edge Server Applications or to the Edge Data Network, i.e., to all the Edge Applications.

4.
If the Edge Enabler client is authorized, the Edge Enabler Server retrieves the information of Edge Server Applications. The information includes a list of FQDN(s) along with a mapping to the IP address(es) of the Edge Server Applications running on the Edge Hosting Platforms in the Edge Data Network. For Edge Server Applications that are available but not instantiated, the Edge Enabler Server includes relevant information. Further, the Edge Enabler Server applies any discovery policies or filters, including the filters received in the Edge Server Application discovery request to the retrieved information, if any.

5.
The Edge Enabler Server sends the filtered information to the Edge Enabler Client in an Edge Server Application discovery response.

6.
Upon receiving the Edge Server Application discovery response, the Edge Enabler Client uses the FQDN and/or IP address mapping to resolve the domain name requested by the Client Application for routing the outgoing application data traffic and direct it to the instantiated Edge Server Application(s) in the Edge Data Network, as required. Further, the Edge Enabler Client may provide necessary notifications to the Edge-aware Client Application(s).

* * * Next Change * * * *

7.4.1
Solution description

The following solution corresponds to the key issue #5 on Capability Exposure to Edge Server Application as specified in subclause 4.5, especially use case for the exposure of UE location information.

The Edge Enabler Server exposes Location Reporting API to the Edge Server Application in order to support tracking or checking the valid location of the UE. Location Reporting API exposed by the Edge Enabler Server may be relying on the SCEFN/NEF northbound API for monitoring event of UE location.

The Edge Server Application can request Location Reporting API for one-time reporting to check current UE location. The Edge Server Application can also request Location Reporting API for continuous reporting to track UE location.
* * * Next Change * * * *

7.4.1.1
Procedure
Pre-conditions:
1.
The Edge Server Application is authorized to discover and to use Location Reporting API provided by the Edge Enabler Server;
2.
Edge Enabler Server is authoized to use Nnef Event Exposure API for Location Reporting, based on SLA with MNO;
3.
UE Identifier between Edge Server Application and the Edge Enabler Server is authorized for the Location Reporting API.; and
4.
It is assumed there is user consent between the UE and the Edge Enabler Server for exposing location information of the UE to the Edge Server Application.

7.4.1.1.1
Request-Response model
Figure 7.4.1.1.1 illustrates the interactions between the Edge Enabler Server and the Edge Server Application for one-time location reporting. 
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Figure 7.4.1.1.1: Solution 4 – Location Reporting API: Request-Response model
1.
The Edge Server Application requests Location Reporting API (UE Identifier, Location Granularity) to the Edge Enabler Server based on the decision from the Edge Server Application. The Edge Server Application shall include UE Identifier. Location granularity is optional parameter to indicate format of location e.g. GPS Coordinates, Cell ID, Tracking Area ID, or civic addresses (e.g. streets, districts, etc.), which can be understood by the Edge Server Application.

NOTE:
The trigger condition of the Location Reporting API is up to application service logic, which is out of scope of this specification.

Edtiror's Note:
It is FFS how to determine UE Identifier which should be addressed by other solutions.

2.
The Edge Enabler Server checks the location of the UE:
a.
If the request from the Edge Server Application includes the location granularity, the Edge Enabler Server consider the location granularity parameter for checking the location of the UE. 

b.
If The Edge Enabler Server caches locally the location of the UE as the lastest, the Edge Enabler Server may use this information to responds to the Edge Server Application.

c.
The Edge Enabler Server may modify the format of location information to fit to the location granularity requested from the Edge Server Application in the step 1, if supported. For example, if the Edge Enabler Server receives the UE location in a format of tracking area ID or cell ID, the Edge Enabler Server can modify the representation of the location information to the GPS Coordinates, or civic addresses (e.g. streets, districts, etc.) as requested by the Edge Server Application.

3.
The Edge Enabler Server responds to the Edge Server Application with the location of the UE, and optionally the timestamp of the location. The timestamp can be included to indicate the age of the location information.

7.4.1.1.2
Subscribe-Notify model
Figure 7.4.1.1.2-1 illustrates the subscribe operation between the Edge Enabler Server and the Edge Server Application for continuous location reporting. 
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Figure 7.4.1.1.2-1: Solution 4 – Location Reporting API: Subscribe Operation
1.
The Edge Server Application requests Location Reporting subscribe operation (UE Identifier, Location Granularity) for trakcing the UE location continuously. The Edge Server Application shall include UE Identifier. Location granularity is optional parameter to indicate format of location e.g. GPS Coordinates, Cell ID, Tracking Area ID, or civic addresses (e.g. streets, districts, etc.), which can be understood by the Edge Server Application.

2.
The Edge Enabler Server determines that the request from the Edge Server Application is authorized. If it is authorized, the Edge Enabler Server responds ACK for the subscribe request. If it is not authorized, the Edge Enabler Server responds rejection with cause.

Figure 7.4.1.1.2-2 illustrates the notify operation between the Edge Enabler Server and the Edge Server Application for continuous location reporting. 
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Figure 7.4.1.1.2-2: Solution 4 – Location Reporting API: Notify Operation
1.
The Edge Enabler Server detects the location of the UE e.g., receiving location reporting for the UE from the 3GPP system. The Edge Enabler Server may cache the detected location information locally with timestamp as the lastest location information of the UE. The Edge Enabler Server determines to notify the location information of the UE to the Edge Server Application which has subscribed location reporting.

2.
The Edge Enabler Server sends Location Reporting notify operation to the Edge Server Application. The Edge Enabler Server includes the location of the UE and optionally the timestamp of the location. The timestamp can be included to indicate the age of the location information.

The Edge Enabler Server may modify the format of location information to fit to the location granularity requested from the Edge Application during the subscribe operation, if supported. For example, if the Edge Enabler Server receives the UE location in a format of tracking area ID or cell ID, the Edge Enabler Server can modify the representation of the location information to the GPS Coordinates, or civic addresses (e.g. streets, districts, etc.) as requested from the Edge Server Application.

7.4.1.1.3
Detection of UE location from the 3GPP system
Figure 7.4.1.1.3 illustrates the interaction between the Edge Enabler Server and 3GPP system (e.g., 5GS, EPS) for detecting the location information of the UE.
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Figure 7.4.1.1.3: Solution 4 – Detection of UE location from the 3GPP system
1.
The Edge Enabler Server interacts with 3GPP system (e.g., 5GS, EPS) in order to retrieve the location of the UE. For eample, the Edge Enabler Server can use API exposed by SCEF/NEF, LCS(Location Service) or NWDAF as specified in 3GPP TS 23.502 [7]. 

The Edge Enabler Server may request continuous location reporting to the 3GPP system to keep informed up to date location information of the UE in order to avoid repeatiton of location reporting request to the 3GPP system, so that the Edge Enabler Server always detects the lastest location information of the UE. 

The Edge Enabler Server may consider the location granularity parameter (e.g. GPS Coordinates, Cell ID, Tracking Area ID, or civic addresses) requested from the Edge Server Application for retrieving the location of the UE from the 3GPP system. 

7.4.1.2
Service Operations
Table 7.4.1.2-1 describes the service operations of Location Reporting API provided by the Edge Enabler Server.

Table 7.4.1.2-1: Location Reporting Services provided by the Edge Enabler Server

	Service Name
	Service Operations
	Operation

Semantics
	Consumer(s)

	EDGE3_LocationReporting
	Subscribe
	Subscribe/Notify
	Edge Server Application

	
	Unsubscribe
	
	Edge Server Application

	
	Notify
	
	Edge Server Application

	
	Request
	Request/Response
	Edge Server Application


* * * Next Change * * * *

7.5.1
Solution description

The following solution corresponds to the key issue #5 on Capability Exposure to Edge Server Application as specified in subclause 4.5, especially how to uniquely identify the UE between the Edge Server Application and the Edge Enabler Server for utilizing capability exposure API(s).
The Edge Enabler Server exposes UE Identifier API to the Edge Server Application in order to provide valid UE identifier for the capability exposure API(s) over EDGE-3. This API enables Edge Server Application to point to a user anonymously over different service API(s) exposed by the Edge Enabler Server. The UE Identifier provided by the UE Identifier API is called as Edge UE ID in this solution. The Edge Server Application uses Edge UE ID to identify the UE for service API(s).
7.5.1.1
Procedure
Figure 7.5.1-1 illustrates the interactions between the Edge Enabler Server and the Edge Server Application for UE Identifier API. 

Pre-conditions:

1.
The Edge Server Application is authorized to discover and to use UE Identifier API provided by the Edge Enabler Server;
2.
The Edge Enabler Server is able to determine the Edge UE ID based on the user information received from the Edge Server Application; and
3.
User and the Edge Server Application has made consent to expose user information.

[image: image12.emf]Edge Server Application Edge Enabler Server

1. UE Identifier request (User Information)

2. UE Identifier response (UE Identifier)

 

3. Edge App. Uses Edge UE ID for further API request to the UE




Figure 7.5.1-1: Solution 5 – UE Identifier API
1.
The Edge Server Application requests UE Identifier API (User information) to the Edge Enabler Server. The User information can be a form of ACR(Anonymous Customer Reference, see OMA-TS-REST_NetAPI_ACR), MSISDN, or IP address of the Aplication Client, if available.

2.
The Edge Enabler Server determines UE Identifier (e.g., Edge UE ID) based on the received user information in the step 1. 

If the Edge Enabler Server has retrieved GPSI and corresponding information (e.g., MSISDN) for the UE during the authorization procedure for the UE, the Edge Enabler Server can determine GPSI for the request. The Edge Enabler Server may query to 3GPP Network to retrieve GPSI corresponding to the user information (e.g., IP address). 
NOTE:
It is assumed that UE subscription information in 3GPP system includes the GPSI (Generic Public Subscription Identifier, as specified in3GPP TS 23.501 [2]) for Edge Computing Service.

Editor's Note: The interaction between Edge Enabler Server and 3GPP Network to resolve GPSI correspoding to the user information (e.g., IP address) is FFS.

After determining Edge UE ID corresponding to the user information requested in the step 1, the Edge Enabler Server responds to the Edge Server Application including the Edge UE ID as a UE Identifier.

Editor's Note: It is FFS which the UE Identifier is determined by the Edge Enabler Server, for example, the Edge Enabler Server may use GPSI as Edge UE ID or the Edge Enabler Server may allocate Edge UE ID and have mapping with GPSI (e.g., External ID or MSISDN). It is FFS whether the Edge Enabler Server allocates different Edge UE ID per Edge Server Application due to privacy reasion. (e.g., hiding UE identifier used for an Edge Application to other Edge Server Applications)
3.
The Edge Server Application uses the Edge UE ID received in the step 2 for further capability exposure API(s) provided by the Edge Enabler Server.
7.5.1.2
Service Operations
Table 7.5.1.2-1 describes the service operations of UE Identify API provided by the Edge Enabler Server.

Table 7.5.1.2-1: UE Identify Services provided by the Edge Enabler Server
	Service Name
	Service Operations
	Operation

Semantics
	Consumer(s)

	 EDGE3_UEIdentify
	Request
	Request/Response
	Edge Server Application

	
	Notify
	Notify
	Edge Server Application


Editor's Note:
Details of service operation to be added.
* * * Next Change * * * *

7.7
Solution #7: Dynamic availability of Edge Server Applications
7.7.1
Solution description

The following solution corresponds to the key issue #10 on dynamic availability of the Edge Server Applications as specified in subclause 4.10. 

The Edge Enabler Client subscribes to the Edge Enabler Server for dynamic information. These subscriptions can be very specific to an Edge Server Application or can be generic to include all the Edge Server Applications running on an Edge Hosting Platform within an Edge Data Network. 
Figure 7.7.1-1 illustrates the interactions between the Edge Enabler Client and the Edge Enabler Server for dynamic availability information subscription. 
Pre-conditions:

1.
Information related to the Edge Enabler Server is available with the Edge Enabler Client.
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Figure 7.7.1-1: Solution 7 – Dynamic Availability subscription and notification
1.
To subscribe for dynamic availability information, the Edge Enabler Client sends a dynamic information subscription request to the Edge Enabler Server. The request can indicate the level of dynamic information that is required by the Edge Enabler Client, such as per Edge Server Application or for all Edge Server Applications running on the Edge Hosting Platform in the Edge Data Network. The Edge Enabler Client may also indicate the trigger conditions for the notifications along with the subscription request. The request may also contain additional criteria that may be used to filter the response(s) to the subscription request, for e.g. category of Edge Server Applications such as gaming.

2.
The Edge Enabler Server checks the authorization of the Edge Enabler Client to subscribe to such dynamic information, and filters the unauthorized requests, if any.

3.
If authorized, the Edge Enabler Server creates the subscription and sends the dynamic information subscription response to the Edge Enabler Client.

4.
The Edge Server Application(s) may update the availability information or related criteria such as time or location of availability that can be discovered by the Edge Enabler Client(s)
5.
Trigger condition or a combination of trigger conditions such as information update from the Edge Server Application illustrated in Step 4, change in UE's location, change in network conditions etc., as configured in the Edge Enabler Server or as requested by the Edge Enabler Client, meet at the Edge Enabler Server.

6.
As a result of Step 5, the Edge Enabler Server triggers a notification to the Edge Enabler Client containing the latest update on availability information.

7.
Upon receiving the notification described in Step 6, the Edge Enabler Client processes the notification and may adjust the UE's behaviour, such as rerouting the application traffic. 

8.
The Edge Enabler Client may notify the Edge-aware Client Application(s) on the UE about the changes in availability of the Edge Server Application(s). Upon receiving the notification from the Edge Enabler Client, the Client Application(s) may adjust its behaviour, for e.g. changes the QoS requirements, alters the feature set, changes the interfaces etc. accordingly.

Editor's Note:
Co-ordination of subscriptions between the Edge Enabler Servers in case of mobility is FFS.

Editor's Note:
This procedure and the procedure for discovery of Edge Server Applications may be converged into a single procedure during normative work.
* * * Next Change * * * *
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