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Abstract: It is proposed to discuss the potential issues and impacts to the operator network when using DNS based solution for application discovery, and also to discuss the potential architectural issues. This paper proposed to conclude the solution #1 for the Key Issue #4.
1. Introduction
In order to trigger an internal or external discussion for Key Issue 4, this contribution discuss a potential problem of a solution using DNS proxy in order for routing the UE traffic towards to the Edge Application.

This Key Issue 4 addresses how to avoid the change of the UE application logic compared to the cloud environment. We believe this architecture principle is essential for edge computing ecosystem to grow because it enables 3rd party Application Providers only focus on the application logic without wasting time on global load balancing when their applications are deployed in edge computing environment.

2. A potential architectural issues when using DNS Proxy
In this paper, it describes a potential solution using DNS proxy server and identifies potential interoperation issues. As described in the figure 1, the UE is configured to use the Operator DNS server address. The operator might add a domain name or specific FQDN(s) to use the dedicated DNS Proxy which is a part of load balancing server of Edge Computing Server Provider. The DNS Proxy should have interaction with the Edge Enabler Server.
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Figure 1: An example deployment of edge computing with DNS Proxy solution

Based on the example deployment of Edge Hosting Environment shown in the Figure 1, we can design a following example solution for DNS proxy as described in the Figure 2.
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Figure 2. A call flow of an example solution using DNS Proxy
To minimize the interaction between the MNO and the Edge Computing Service Provider, we separate the DNS Proxy and the Operator DNS Server in the diagram. However, the Operator DNS Server still need to interact with the DNS Proxy (which might be managed by the Edge Computing Service Provider) whenever a new Edge Application is instantiated or deployed in the Edge Hosting Environment. 
Also, in order for the Operator DNS Server or DNS Proxy to locate the closest Edge Application deployed in multiple Edge sites, the DNS Proxy Server need to interact with Edge Enabler Server that are located in the each Edge Data Network(s).

In this approach, the interaction between the Operator DNS Server and Edge Computing Service Provider’s Load Balancer (via DNS Proxy) is required. This interaction might cause several potential problems:
1.  The MNO’s DNS Server should be replaced or changed. 
2.  The misconfiguration or misbehaviour of the new DNS (proxy) server with the new features may impact the existing MNO’s service seriously. 

3. Whenever the newly installed or instatiated Edge Application requires an update the DNS (FQDN) records on the Operator DNS Server. One think thinks of an optimization solution (as shown in the example above) to minimize the Operator DNS Server’s dependency, it will put an additional requirement that the Edge Computing Service Provider shall provide the DNS Proxy server, which limits the solution space on the load balancers to the very specific area.
4. When this mechanim is used in the deployment option 1 (using I-UPF solution) as described in S6-191338, the DNS Server (or DNS Proxy Server) can not identify the UE location based on its IP address. This solution may not be used with DNS Proxy solution unless identifying the UE location solution is provided when the UE performs DNS resolution.
3. Conclusion
It is proposed to discuss the issues addressed in this paper to conclude the solution #1 for the Key Issue 4, since the solution #1 does not cause the issues that are addressed in this paper. 
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