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1. Introduction
This contribution discusses a key issue of managing non-public network for Factories of the Future related applications.
2. Reason for Change
One of the objective of FS_FFAPP is to develop key issues corresponding architecture requirements to make the service enabler for “Factories of the Future” applications over 3GPP networks. 
Managing non-public network may have impact on application layer support for Factories of the Future
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v0.2.0.
* * * First Change * * * *

5
Key issues

5.x
Key issue x - Managing non-public network
3GPP TS 22.261 [2] describes non-public networks feature requirements and the network capability exposure requirements as follow:

The 5G system shall support APIs to allow the non-public network to be managed by the MNO’s Operations System.

A 5G system shall provide suitable APIs to enable a 3rd party to manage its own non-public network and its private slice(s) in the PLMN in a combined manner.
The 5G system shall support suitable APIs to allow an MNO to offer automatic configuration services (for instance, interference management) to non-public networks deployed by 3rd parties and connected to the MNO’s Operations System through standardized interfaces.

3GPP TS 23.501 [8] describes 5G features to support for non-public networks. 
A Non-Public Network (NPN) is a 5GS deployed for non-public use, see TS 22.261 [2]. An NPN may be deployed as:

-
a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or

-
a Public network integrated NPN, i.e. a non-public network deployed with the support of a PLMN.

Open issues for manage the non-public network by application service level：
How to offer automatic configuration (for instance, interference management) to non-public networks?

* * * End Change * * * *

