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1. Introduction
As planned in SA6#30 contribution S6-190662, the below EN is proposed to be resolved

	EN#2
	4 Architectural requirements -> 4.1.2 Requirements
	Editor's Note: Consistent usage of terms verticals, vertical applications and vertical industry applications along with necessary clarification is FFS.


	List various terminology usage and suggest one terminology.
	

CLOSED


2. Reason for Change
SA1 TS 22.104 has the following definition:
	vertical domain: an industry or group of enterprises in which similar products or services are developed, produced, and provided.


However verticals and vertical applications definitions could not be found in SA1 specifications, although these terms have been used extensively. So the proposal is to define "Verticals" and "Vertical applications" in SEAL TS 23.434 and replace usage of "vertical industry applications" with "vertical applications".
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.434 V1.1.0.
* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

VAL user: An authorized user, who can use a VAL UE to participate in one or more VAL services.

VAL user ID: A generic name for the user ID of a VAL user within a specific VAL service.
VAL UE: A UE that can be used to participate in one or more VAL services. 
VAL client: An entity that provides the client side functionalities corresponding to the vertical applications.
SEAL client: An entity that provides the client side functionalities corresponding to the specific SEAL service.
VAL service: A generic name for any service offered by the VAL service provider to their VAL users.
SEAL service: A generic name for a common service (e.g. group management, configuration management, location management) that can be utilized by multiple vertical applications.
SEAL provider: Provider of SEAL service(s).
VAL server: A generic name for the server application function of a specific VAL service.
SEAL server: An entity that provides the server side functionalities corresponding to the specific SEAL service.
VAL system: The collection of applications, services, and enabling capabilities required to support a VAL service.
Primary VAL system: VAL system where the VAL user profiles of a VAL user are defined.
Partner VAL system: A VAL system that has a business relationship with the primary VAL system such that service can be offered to primary VAL system users.
VAL group: A defined set of VAL UEs or VAL users configured for specific purpose in a VAL service.
NOTE:
The set could be of either VAL UEs or VAL users depending on the specific VAL service.
VAL group home system: The VAL system where the VAL group is defined.
VAL group member: A VAL service user, whose VAL user ID is listed in a particular VAL group.
Vertical: See vertical domain.
Vertical application: An application catering to a specific vertical.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.104 [X] apply:

Vertical domain
* * * Next Change * * * *
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Introduction
This document specifies a functional architecture for service enabler architecture layer (SEAL) over 3GPP networks to support vertical applications (e.g. V2X applications). This functional architecture will include common application plane and signalling plane entities. A set of common services (e.g. group management, configuration management, location management) specified in this document can be shared across vertical applications. 
The SEAL functional architecture takes into consideration the existing common capabilities in stage 2 work within 3GPP TS 23.379 [2], 3GPP TS 23.280 [3], 3GPP TS 23.281 [4], 3GPP TS 23.282 [5] and 3GPP TS 23.286 [6].
* * * Next Change * * * *

1
Scope

The present document specifies the functional architecture for service enabler architecture layer (SEAL) and the procedures, information flows and APIs for each service within SEAL in order to support vertical applications over the 3GPP system. The present document is applicable to vertical applications using E-UTRAN or NR access based on the EPC or 5GS architecture defined in 3GPP TS 23.401 [8] and 3GPP TS 23.501 [9]. To ensure efficient use and deployment of vertical applications over 3GPP systems this specification for SEAL services includes the group management, configuration management, location management, identity management and key management.

* * * Next Change * * * *

4
Architectural requirements
4.1
General
4.1.1
Description

This subclause specifies the general requirements for SEAL.

4.1.2
Requirements

[AR-4.1.2-a] The SEAL shall support applications from one or more verticals.

[AR-4.1.2-b] The SEAL shall support multiple applications from the same vertical.

[AR-4.1.2-c] The SEAL shall offer SEAL services as APIs to the vertical applications.
[AR-4.1.2-d] The SEAL shall support notification mechanism for SEAL service events.
[AR-4.1.2-e] The API interactions between the vertical application server(s) and SEAL server(s) shall conform to CAPIF as specified in 3GPP TS 23.222 [7].

[AR-4.1.2-f] The SEAL server(s) shall provide a service API compliant with CAPIF as specified in 3GPP TS 23.222 [7].

* * * Next Change * * * *

15.1
General
The functional models for SEAL services is represented using functional entities and reference points between the functional entities as specified in subclause 6. The vertical applications consume the SEAL services in the form of APIs. Each SEAL service offers these APIs on a service-based interface to all its consumer entities.

* * * Next Change * * * *

