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* * * Next change * * * 
4
Introduction

The MCData service suite provides a set of generic capabilities and specific services to enable one-to-one and group data communications between MCData users. 

The MCData architecture utilises the common functional architecture to support mission critical services over LTE defined in 3GPP TS 23.280 [5] and aspects of the IMS architecture defined in 3GPP TS 23.228 [6], the Proximity-based Services (ProSe) architecture defined in 3GPP TS 23.303 [7], the Group Communication System Enablers for LTE (GCSE_LTE) architecture defined in 3GPP TS 23.468 [8], the MBMS User Service architecture defined in 3GPP TS 26.348 [x], the Security of the Mission Critical Service in 3GPP TS 33.180 [13] and the PS-PS access transfer procedures defined in 3GPP TS 23.237 [9] to enable support of the MCData service.

The MCData UE primarily obtains access to the MCData service via E-UTRAN, using the EPS architecture defined in 3GPP TS 23.401 [4]. Certain application functions of MCData service can be accessed using MCData UEs via non-3GPP access networks. 

The MCData system provides the function to support interworking with LMR systems defined in 3GPP TS 23.283 [18].
* * * Next change * * * 
5.x
MBMS user service architecture requirements

The MBMS user service architecture offers a set of delivery methods to applications. The MBMS download delivery method is used for the delivery of files over MBMS and provides reliability control by means of forward-error-correction techniques and associated delivery procedures such as file-repair. 

The MCData File Distribution capability can use the MBMS download delivery method by including, in  the MC service-on network architecture (subclause 5.2.6 from 3GPP TS 23.280 [5]) includes the MBMS user service architecture (3GPP TS 26.346 [z]), with the MCData server assuming the role of the content provider, as represented in figure 5.x-1:
NOTE: 
The MCData File Distribution and SDS capability can also use the MBMS download delivery method by locating fully the method within the MCData server (file fragmentation, application of forward correction, generation of the SA file, delivery with the FLUTE protocol) and transmitting the streams over MB2, according to subclause 5.8.4
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Figure 5.x-1: MCData on-network architecture including the MBMS user service architecture

The MCData server creates MBMS user services over the xMB interface, assigning them a MBMS user service id (subclause 5.3 from 3GPP TS 26.348 [x]), and creates MBMS sessions for these MBMS user services (subclause 5.4 from 3GPP TS 26.348 [x]), with the type set to "Files" to use the MBMS download delivery method. 

To control the QoS and the MBMS broadcast area of the MBMS user services, the MCData server uses the xMB mission critical extension, specified in 3GPP TS 26.348 [x]. The MCData server may determine the MBMS broadcast area based on the cell identities of the affiliated group members received over GC1.


The MCData server provides a file delivery manifest over xMB-C (see subclause 5.6.2 from 3GPP TS 26.348 [z]) describing the list of files to be broadcasted, and for each file, the target completion date, the number of repetitions.

The MBMS user service metada, which provides the delivery and schedule parameters, are returned to the MCData server after the MBMS session creation or update, under the form of a SA file (annex L.3A from 3GPP TS 26.346 [z]). The MCData server signals this SA file, together with the service id and the uri of the file to be received to the targeted MCData clients. 

Editor's note:
 it is FFS how the service announcement channel (3GPP TS 26.346) to deliver the MBMS user service metadata can be used.

MCData clients can make use of a MBMS client (3GPP TS 26.347 [y], not shown on the figure), which provides an API for the consumption of MBMS user services using the MBMS download delivery method (subclause 6.2 of 3GPP TS 26.347 [y]).

* * * Next change * * * 
6.4.3.1.2
MCData server

The MCData server functional entity provides centralised support for MCData services suite. Conversation management, robots, enhanced status, database enquiries and secured internet MCData services requiring one-to-one or group data communication are realized using SDS, file distribution, data streaming and IP connectivity MCData communication capabilities.

All the MCData clients supporting users belonging to a single group are required to use the same MCData server for that group. An MCData client supporting a user involved in multiple groups can have relationships with multiple MCData servers.

The MCData server functional entity represents a specific instantiation of the GCS AS described in 3GPP TS 23.468 [8] to control multicast and unicast operations for group communications.

The MCData server functional entity represents a specific instantiation of the content provider as described in 3GPP TS 26.348 [x] to control multicast operations for file and SDS distribution.
The MCData server functional entity is supported by the SIP AS functional entity of the signalling control plane.

The MCData server shall support the controlling role and the participating role. The MCData server may perform the controlling role for one-to-one and group data communication. The MCData server performing the controlling role for a one-to-one or group data communication may also perform a participating role for the same one-to-one or group data communication. For each one-to-one and group data communication, there shall be only one MCData server assuming the controlling role, while one or more MCData servers in participating role may be involved.

The MCData server performing the controlling role is responsible for:

-
handling transmission and reception control (e.g. policy enforcement for participation in the MCData group communication) towards all the MCData users of the one-to-one and group data communication;

-
interfacing with the group management server for group policy and affiliation status information of this MCData server's served affiliated users; and
-
managing SDS and FD data distribution during MCData group communication.

The MCData server performing the participating role is responsible for:

-
handling transmission control (e.g. authorization for participation in the MCData group communication) to MCData users of the one-to-one and group data communication;

-
group affiliation support for MCData user, including enforcement of maximum Nc2 number of simultaneous group affiliations by a user;

-
interfacing with the group management server for group policy and affiliation status information of this MCData server's served affiliated users;

-
relaying the MCData communication messages between the MCData client and the MCData server performing the controlling role; and

-
handling reception control (e.g. temporarily storing the data to present to the MCData user as required) to its MCData users of the one-to-one and group data communication.

NOTE:
The MCData server in the controlling role and the MCData server in the participating role can belong to the same MCData system.

* * * Next change * * * 
6.4.4.1.4
Reference point MCData-6 (between the MCData server and the EPS)

The MCData-6 reference point, which exists between the MCData server and the EPS, is used to request the allocation and activation of multicast transport resources for MCData application usage. The MCData-6 reference point uses the MB2-C interface as defined in 3GPP TS 29.468 [16]. The MCData-6 reference point also uses the xMB-C interface as defined in 3GPP TS 29.116 [y] for file distribution.
* * * Next change * * * 
6.5.4.1.3
Reference point MCData-SDS-3 (multicast between the SDS distribution function and the SDS function)
The MCData-SDS-3 reference point, which exists between the SDS distribution function of the MCData server and the SDS function of the MCData client, is used by the SDS distribution function of the MCData server to send downlink multicast SDS data to the SDS function of the MCData client. The MCData-SDS-3 reference point uses the MB2-U interface defined in 3GPP TS 23.468 [8] or the xMB-U interface defined in 3GPP TS 26.348 [y].
* * * Next change * * * 
* * * Next change * * * 
7.3.3
Use of dynamic MBMS bearer establishment

The MCData service shall support the procedure for using pre-established MBMS bearers as specified 3GPP TS 23.280 [5] with the following clarifications:

-
The MC service client is the MCData client;

-
The MC service server is the MCData server; and

-
The MC service ID is the MCData ID.

The MCData service shall use the MCData-6, MCData-DS-1 and MCData-DS-3 reference points for this procedure.

MCData may use dynamic MBMS bearer for the MCData feature data streaming. The MBMS bearer can be used by any group. Depending on the capacity of the MBMS bearer, the bearer can be used to broadcast one or more services in parallel.

For file distribution using the media plane (7.5.2.7) and SDS distribution using the media plane (subclause 7.4.2.6), the use of dynamic MBMS bearer is not supported. 

Both the media packets as well as the transmission control messages to the receiving users may be sent on the MBMS bearer. Optionally a separate MBMS bearer could be used for the transmission control messages, due to different bearer characteristic requirements.

* * * Next change * * * 
7.3.x
Use of MBMS user services for file distribution

7.3.x.1
General

This subclause defines information flows and procedures for usage of MBMS user services that applies to MCData file distribution and MCData SDS distribution. MBMS user services can be used for any MC service group.

7.3.x.2
Information flows for MBMS user service usage

7.3.x.2.1
MBMS user service announcement

Table 7.3.x.2.1-1 describes the information flow MBMS bearer announcement from the MCData server to the MCData client.

Table 7.3.x.2.1-1: MBMS user service announcement

	Information element
	Status
	Description

	MBMS user service id
	M
	Id of the MBMS user service

	SA file
	M
	The service announcement file as returned in the create/update session response (subclause 5.4 in 3GPP TS 26.348 [x]) (NOTE)

	Monitoring state
	O
	The monitoring state is used to control if the client is actively monitoring the reception quality or the MBMS bearer used by the MBMS user service.

	Unicast status 
	O
	An indication that the listening status of the unicast bearer is requested.

	NOTE:
The SA file provides the TMGI, the list of MBMS service area identifiers, the frequency and the delivery parameters.


7.3.x.3
Procedures for MBMS user service usage
7.3.x.3.1
Use of pre-established MBMS user services

7.3.x.3.1.1
General

In this scenario, the MCData server pre-establishes MBMS user service(s) in certain pre-configured areas before the initiation of a group file distribution. When a user originates a request for a file distribution or a SDS distribution in one of these areas, the MCData server can use the pre-established MBMS user service(s) for the DL media transmission.

The MBMS user service can be announced prior to the file or SDS distribution or within the signalling message for the file or SDS distribution.

The MBMS user service does not transmit application level control signalling. An MBMS bearer could be used for the application level control messages according to the generic MBMS procedures defined in 3GPP TS 23.280 [5].

7.3.x.3.1.2
Procedure

The procedure figure 7.3.x.3.1.2-1 shows only one of the receiving MCData clients using an MBMS user service.
Pre-conditions:

-
The participating users are already affiliated.
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Figure 7.3.x.3.1.2-1: Use of pre-established MBMS user service
1.
The MCData server determines to create a MBMS user service with a given a MBMS user service id. If the MCData server makes use of the MBMS user service architecture, the MCData server creates a MBMS user service over xMB-C (subclause 5.3 from 3GPP TS 26.348 [x]).

NOTE 1:
The procedure to determine the creation of MBMS user services is implementation specific. 

2. 
If the MCData server makes use of the MBMS user service architecture, the MCData server creates a MBMS session over xMB-C for the MBMS user service (subclause 5.4 from 3GPP TS 26.348 [x]), with the type set to "Files" to use the MBMS download delivery method. This MBMS session will be used for file or SDS distribution. In response, the MCData server gets the TMGI of the MBMS bearer used for the MBMS session, and the SA file containing the metadata of the MBMS user service.
3a.
Else, the MCData server activates an MBMS bearer over MB2-C for the MBMS user service.
3b.
The MCData server generates the SA file containing the metadata of the MBMS user service.
4
The MCData server passes the MBMS user service info for the service description associated with the pre-established MBMS user service to the MCData client. The MCData client obtains the TMGI, identifying the MBMS bearer, from the SA file included in the MBMS user service description.
5.
The MCData client stores the information associated with the MBMS user service. The MCData client uses the TMGI and other MBMS user service related information to activate the monitoring of the MBMS bearer.
6.
The MCData client that enters or is in the service area of at least one announced TMGI indicates to the MCData server that the MCData client is able to receive file or SDS distributed over MBMS, whereby the MCData server may decide to use this MBMS user service instead of unicast bearer for MC communication sessions. 

NOTE 2:
Step 4 is optional for the MCData UE on subsequent MBMS user service announcements.

NOTE 3:
The information flow is specified in subclause 10.7.2.2 from 3GPP TS 23.280 [5].
7.
If the MCData server makes use of the MBMS user service architecture and wants to deliver a file or SDS to a group, the MCData server updates the MBMS session to provide the media location and its uri. The MCData server gets the updated SA file from the response. 
8.
The MCData server signals the media transmission over the MBMS user service to the targetted MCData clients.

9.
The file or SDS, transmitted with the MBMS download delivery method, is received by the MCData clients. If the MCData server does not make use of the MBMS user service architecture, the MCData server fragments the file to be sent, applies error correction according to the MBMS download delivery method (3GPP TS 26.346 [z]) and sent the FLUTE packets over MB2-U.
7.3.x.3.2
Use of dynamic MBMS user service establishment

In this scenario depicted in figure 7.3.x.3.2-1, the MCData server decides to establish an MBMS user service for the distribution of a given file. The MBMS user service is announced to the MCData client, together with the file information to be received.

NOTE 1:
The MCData server logic for determining when to establish the new MBMS user service is implementation specific. For example, the MCData server could decide to establish the MBMS delivery based on the location of the UE's that are a part of the targeted group.
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Figure 7.3.x.3.2-1: Use of dynamic MBMS user service establishment

1.
The MCData server determines to create a MBMS user service with a given a MBMS user service id for the group communication session. If the MCData server makes use of the MBMS user service architecture, the MCData server creates a MBMS user service over xMB-C (subclause 5.3 from 3GPP TS 26.348 [x]).

2.
If the MCData server makes use of the MBMS user service architecture, the MCData server creates a MBMS session for the MBMS user service (subclause 5.4 from 3GPP TS 26.348 [x]), with the type set to "Files" to use the MBMS download delivery method, and provide the file location and its uri. In response, the MCData server gets the TMGI of the MBMS bearer used for the MBMS session, and the SA file containing the metadata of the MBMS user service and the scheduling parameter for the file delivery.
3a.
Else, the MCData server activates an MBMS bearer over MB2-C for the MBMS user service. 

3b.
The MCData server generates the SA file containing the metadata of the MBMS user service.

4.
The MCData server passes the SA file to the MCData client. The MCData client obtains the TMGI, identifying the MBMS bearer, from the SA file included in the MBMS user service description.
5.
The MCData client stores the information associated with the MBMS user service. The MCData client uses the TMGI and other MBMS user service related information to activate the monitoring of the MBMS bearer.
6.
The MCData client that enters or is in the service area of at least one announced TMGI indicates to the MCData server that the MCData client is able to receive files or SDS distributed over MBMS, whereby the MCData server may decide to use this MBMS user service instead of unicast bearer for MC communication sessions. 

7.
The MCData server signals the  transmission over the MBMS user service to the targetted MCData clients.

8.
The file, transmitted with the MBMS download delivery method, is received by the MCData clients. If the MCData server does not make use of the MBMS user service architecture, the MCData server fragments the file to be sent, applies error correction according to the MBMS download delivery method (3GPP TS 26.346 [z]) and sent the FLUTE packets over MB2-U.
* * * Next change * * * 
7.4.2.1.x
MCData group standalone data over MBMS request

Table 7.4.2.1.x-1 describes the information flow for the MCData group standalone data request (in subclause 7.4.2.5.2) sent from from the MCData server to another MCData client when group addressed MBMS is used.

Table 7.4.2.1.x-1: MCData group standalone data over MBMS request
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending file

	MCData group ID
	M
	The MCData group ID to which the data is to be sent

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition Type
	O
	Indicates the disposition type expected from the receiver (i.e., delivered or read or both)

	Payload Destination Type
	M
	Indicates whether the payload is for application consumption or MCData client consumption

	Application identifier (see NOTE1)
	O
	Identifies the application for which the payload is intended (e.g. text string, port address, URI)

	Content reference
	M
	URL reference to the content and SDS metadata information (NOTE2)

	MBMS user service id
	M
	Id of the MBMS user service delivering the file

	NOTE1:
The application identifier shall be included only if the payload destination type indicates that the payload is for application consumption.
NOTE2: 
the URL identifies the file delivered with the MBMS user service.


* * * Next change * * * 
7.4.2.x
Group standalone short data service using using MBMS download delivery method
7.4.2.x.1
General

The initiation of a group standalone SDS to a selected group results in affiliated group members receiving the SDS data. 
Based on the density and distribution of target group members, the MCData server may decide to deliver the SDS over MBMS.
7.4.2.x.2
Procedure

The procedure in figure 7.4.2.x.2-1 describes the case where an MCData user is initiating group standalone MCData data communication with or without disposition request, to a group. 

Pre-conditions:

1.
MCData users on MCData clients 1 to n belong to the same group and are already registered for receiving MCData service and affiliated.
2.
SDS to be distributed is file uploaded to media storage function on MCData content server using the procedures defined in subclause 7.5.2.2.
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Figure 7.4.2.x.2-1: Group standalone SDS over MBMS
1.
User at MCData client 1 would like to initiate a SDS data transfer request to multiple MCData users selecting a pre-configured group (identified by MCData group ID). 

2.
MCData client 1 sends a MCData group session standalone data over MBMS request towards the MCData server. The MCData group session standalone data request contains target recipient(s) as selected by the user at MCData client 1. The MCData session group standalone data request contains conversation identifier for message thread indication. The MCData session group standalone data request may contain disposition request if indicated by the user at MCData client 1.

3.
MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData group standalone data request. The MCData server resolves the MCData group ID to determine the members of that group and their affiliation status, based on the information from the group management server. The MCData server also checks whether any policy is to be asserted to limit certain types of message or content to certain members due, for example, to location or user privilege or affiliation.
4.
The MCData server executes the procedure described in subclause 7.3.x
Use of MBMS user services for file distribution. The MCData server provides, in the MBMS session properties (subclause 5.4 of 3GPP TS 26.348 [x]), the SDS location on the media storage function and sets the earlier fetch time with a long enough delay so that steps 5 is executed before the delivery over MBMS. If an MBMS user service already exists for the group then this can be re-used.
5.
MCData server initiates the MCData group standalone data request over MBMS towards each MCData client determined in Step 3. The request is sent in unicast or within an MBMS bearer for application level control signalling.
6.
If the payload is for MCData user consumption (e.g. is not application data, is not command instructions, etc.) then the MCData user of MCData clients 2 to n may be notified. Otherwise if the payload is not for MCData user consumption, then the MCData user of MCData clients 2 to n shall not be notified. The action taken when the payload contains application data or command instructions are specific based on the contents of the payload. Payload content received by MCData client 2 which is addressed to a known local non-MCData application that is not yet running shall cause the MCData client 2 to start the local non-MCData application (i.e., remote start application) and shall pass the payload content to the just started application.

7.
If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving MCData client(s) initiates a MCData data disposition notification for delivery report.

8.
If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving user reads the data, the receiving MCData client 2 initiates a MCData data disposition notification for read report.

9.
The MCData data disposition notification(s) from MCData client may be stored by the MCData server for disposition history interrogation from authorized MCData users. The MCData data disposition notification(s) from each MCData user may be aggregated.

10.
Aggregated or individual MCData data disposition notification(s) is sent to the disposition requesting user at MCData client 1.
* * * Next change * * * 
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