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1. Introduction
This contribution provides a proposal for analysis of UAS service requirements
2. Reason for Change
SA1 has provided stage 1 requirements for Unmanned Aerial System (UAS) support in 3GPP in TS 22.125. The requirements which impact application layer are to be identified.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.755v0.1.0.
* * * First Change * * * *

4
Analysis of 3GPP standards
4.1
 3GPP UAS service requirements

4.1.1
Description


The 3GPP UAS service requirements are specified in 3GPP TS 22.125 [2].
An Unmanned Aerial System (UAS) is the combination of an Unmanned Aerial Vehicle (UAV), sometimes called a drone, and a UAV controller. A UAV is an aircraft without a human pilot onboard – instead, the UAV is controlled from an operator on the ground via a UAV controller and may have some autonomous flight capabilities.
Unmanned Aerial System Traffic Management (UTM) is used to provide UAS identification and tracking, authorisation, enforcement, and regulation of UAS operations, and also to store the data required for UAS(s) to operate. It also allows authorised users (e.g., air traffic control, public safety agencies) to query the identity and metadata of a UAV and its UAV controller.
The UAS service requirements specifies the use of 3GPP system to provide control plane and user plane communication services for UAS and UTM. It specifies the requirements for remote identification of UAS, centralized UAV traffic management, decentralized UAV traffic management and security.
4.1.2
Analysis


Table 4.1.2-1 lists the 3GPP specifed UAS service requirements which may have impact on UAS application layer. The requirements are grouped by functional areas.
Table 4.1.2-1: 3GPP UAS service requirements which may have impact on UAS application layer
	Sl.
	Reference
	UAS service requirement description 

	1
	General requirements for UAS identification

	1.1
	Subclause 5.1 of 3GPP TS 22.125 [2]
	The 3GPP system should enable UTM to associate the UAV and UAV controller, identify them as a UAS.
The 3GPP system shall enable a UAS to send different UAS data to UTM based on the different authentication and authorizations level which are applied to the UAS.
The 3GPP system shall enable UTM to inform an MNO of the outcome of an authorisation to operate.
The 3GPP system shall be able to provide UTM with the identity/identities of a UAS.


	2
	Location

	2.1
	Subclause 5.1 of 3GPP TS 22.185 [2]
	The 3GPP system shall enable a UAS to update a UTM with the live location information of a UAV and its UAV controller.
The 3GPP network should be able to provide supplement location information of UAV and its controller to a UTM.


	3
	UE capabilities identification

	3.1
	Subclause 5.1 of 3GPP TS 22.125 [2]
	The 3GPP system shall provide the capability for network to obtain the UAS information regarding its support of 3GPP communication capabilities designed for UAS operation.


	4
	Communication between UAS and UTM

	4.1
	Subclause 5.1 of 3GPP TS 22.125 [2]
	The 3GPP system shall enable a UAS to send UTM the UAV data and UAV controller data 
The 3GPP system shall support capability to extend UAS data being sent to UTM with the evolution of UTM and its support applications in future.
The 3GPP system should enable an MNO to augment the data sent to a UTM with the following: network-based positioning information of UAV and UAV controller.


	4.2
	Subclause 5.2 of 3GPP TS 22.125 [2]
	The 3GPP system shall provide a mechanism for a UTM to provide route data, along with flight clearance, to a UAV.
The 3GPP system shall be able to deliver route modification information received from a UTM to a UAS with a latency of less than 500ms.
The 3GPP system shall be able to deliver the notifications received from a UTM to a UAV controller with a latency of less than 500ms.

	5
	Discovery of rogue UAVs

	5.1
	Subclause 5.1 of 3GPP TS 22.125 [2]
	The 3GPP system shall support detection, identification and reporting of problematic UAV(s) and the UAV controller to a UTM.

	6
	Off network communications

	6.1
	Subclause 5.3 of 3GPP TS 22.125 [2]
	The 3GPP system shall enable a UAV to broadcast the following data for identifying UAV(s) in a short-range area for collision avoidance
The 3GPP system shall be able to support a UAV to transmit a message via network connection for identifying itself as an UAV to another UAV(s).
The 3GPP system shall enable a UAV to receive local broadcast communication transport service from other UAV in short range.
A UAV shall be able to use a direct UAV to UAV local broadcast communication transport service when the sending and receiving UAVs are served by the same or different PLMNs.
The 3GPP system shall support a direct UAV to UAV local broadcast communication transport service which can transmit messages at a frequency of at least 10 messages per second.
The UAV shall be able to locally broadcast its identity with a rate of at least once per 1s.



* * * End Change * * * *

