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1. Introduction
Update to the overall evaluation section of this TR.
2. Reason for Change
Update to the overall evaluation section of this TR.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.778 v1.3.0.
* * * First Change * * * *

7
Overall evaluation


7.1
General

The following subclauses contain an overall evaluation of the solutions presented in this technical report, and their applicability to the identified key issues. 

-
Subclause 7.2 provides an evaluation of the functional model solutions for the MC service architecture to be used during the IOPS mode of operation; and

-
Subclause 7.3 provides an evaluation of the introduced solutions for the key issues including the impact on other working groups that will need consideration.

7.2
Architecture evaluation

The functional model solutions studied in this technical report are based on the on-network and off-network functional models described in 3GPP TS 23.280. The functional model solutions based on the on-network functional model include having a fully functional IOPS MC system, which can be either in standby (standalone system) or active (acting as a partner system) during normal operation. On the other hand, the functional model solution based on the off-network functional model is a model where the IOPS MC system only provides IP connectivity to the served MC users.
A summary of the functional model solutions studied in this technical report are listed in table 7.2-1.

Table 7.2-1: Architecture evaluation – Functional model solutions in IOPS
	Architecture solution
	Applicable key issues 

(subclause reference)
	Evaluation

(subclause reference)
	Dependency on other working groups

	Solution 2 - Functional model for IOPS based on a switchable standalone MC system
	Key issue specified in subclauses: 4.1.4 (Key issue 2-4)
	6.2.2
	None

	Solution 3 - Functional model for IOPS based on an always-on partner MC system
	Key issue specified in subclauses: 4.1.4 (Key issue 2-4)
	6.3.2
	None

	Solution 4 - Functional model for IOPS MC system based on only IP connectivity
	Key issue specified in subclauses: 4.1.4 (Key issue 2-4)
	6.4.3
	None

	Solution 5 - Functional model for IOPS based on an always-on participating server
	Key issue specified in subclauses: 4.1.4 (Key issue 2-4)
	6.5.2
	None


All functional model solutions shall include mechanisms to authorize and authenticate MC users to be served by the IOPS MC system.
The functional model of solutions 2, 3, and 5 are based on the on-network functional model. These solutions require that all available IOPS MC systems maintain a fully user and service data synchronization with the primary MC system before the occurrence of a backhaul failure. As described in the key issue 2-1, the user and service configuration data synchronization between the (on-network based) IOPS MC systems and the primary MC system is relevant to support MC services during the IOPS mode of operation. The implementation of such a mechanism, however, implies a high operational complexity to guarantee that all the available IOPS MC system within the network are fully synchronized with the primary MC system before a backhaul failure. Besides, it involves the distribution and storage of all service and user related data in all available IOPS MC systems within a network which may involve further security issues.
The functional model of solution 4 is based on the off-network functional model. This MC-service-server-less functional model allows communication between the MC users via the IOPS MC system, where the MC services are provided by the MC service clients and the IOPS system only relays the IP traffic. For that, two (new) functional entities in the IOPS MC system are required to provide the IP connectivity functionality to the served MC users. This solution doesn’t require configuration data synchronization between the primary MC system and all available IOPS MC systems. Therefore, a lower operational complexity can be achieved and security issues can also be mitigated.
7.3
Key issue and solution evaluation

All the key issues and solutions specified in this technical report are listed in table 7.3-1. It includes the mapping of the key issues (clause 4) to the solutions and corresponding solution evaluations. Also, it lists the dependency on other working groups that need consideration during the Rel-17 normative phase.
Table 7.3-1: Key issue and solution evaluation

	Key issues
	Solution
	Evaluation

(subclause reference)
	Dependency on other working groups

	Key issue 2-1 - MC system configuration data synchronization
	Solution 1 - UE and user data synchronization
	6.1.3
	None

	Key issue 2-2 - MC service client configuration for IOPS
	Solution 8 - MC service client configuration for IOPS
	6.8.2
	None

	Key issue 2-3 - on how to handle an MC UE switching to/from an IOPS MC system
	Solution 6 - Procedure for switching from the primary MC system to an IOPS MC system
Solution 7 - IOPS notification to MC UEs
	6.6.3, 6.7.3
	None

	Key issue 2-4 - IOPS architecture
	(see NOTE 1)
	
	

	Key issue 2-5 - on ongoing communication continuity when backhaul is recovered
	(see NOTE 2)
	
	

	Key issue 2-6 - on support MBMS in IOPS
	(see NOTE 3)
	
	

	Key issue 2-7 - on determining a list of MC users connected to the IOPS MC system
	Solution 9 - Functionality for determining the MC user registration status in IOPS
	6.9.2
	None

	NOTE 1: The evaluation of the solutions related to key issue 2-4 is described in subclause 7.2.
NOTE 2: There was no solution addressing key issue 2-5. However, based on how the IOPS mode of operation is defined in 3GPP TS 23.401 Annex K, when the IOPS mode of operation ceases the MC UEs are moved to Idle mode. Therefore, the MC UEs are required to reselect the normal PLMN and attach again to the macro EPC. So, ongoing communication continuity cannot be achieved based on the current definition of the IOPS mode of operation.
NOTE 3: MBMS support in IOPS has not been addressed during this study. However, it can be addressed as part of the normative phase.


Solutions 7, 8 and 9 addressing key issues 2-3, 2-2 and 2-7, respectively, can be implemented for both on-network and off-network based IOPS MC systems.

Solution 1 addressing key issue 2-1 is based on an on-network functional model. As described in clause 6.1, this solution entails an issue about how an on-network based MC IOPS system can handle missing user and service parameters that are not available at the MC clients and required for a normal on-network operation. This means that the IOPS MC system cannot be fully based on the specified on-network procedures. Instead, new mechanisms need to be considered for the operation of the IOPS MC system under the situation of these missing parameters. This can be translated to a high standardization impact. Also, this can lead to a high implementation and operational complexity for an on-network based MC system being able to operate under normal operation as well as IOPS mode of operation.
Also, considering that an IOPS solution may include the availability and deployment of several IOPS MC systems within a network, the required footprint and complexity to implement and deploy on-network based IOPS MC systems will be much higher than off-network based IOPS MC systems.
On the other hand, as described in subclause 7.2, in an off-network based IOPS MC system, i.e. solution 4, the key issue 2-1 is mitigated. This solution is based on reutilizing the off-network protocols and procedures. This requires, however, that the already specified off-network protocol and related procedures are enhanced, so that the off-network application can be used regardless which transport is utilized. Hence, the off-network application can be enabled to operate over different (3GPP and non-3GPP) IP-based transports, e.g. over LTE ProSe (as defined today), over the IOPS MC system (based on solution 4), and others (e.g. 5G).

