3GPP TSG-SA WG6 Meeting #27
S6-181853
West Palm Beach, FL, USA, 26th – 30th November 2018 
(revision of S6-181813)
Source:
Samsung
Title:
New WID for Service Enabler Architecture Layer for Verticals
Document for:
Approval

Agenda Item:
11
3GPP™ Work Item Description

Information on Work Items can be found at http://www.3gpp.org/Work-Items 
See also the 3GPP Working Procedures, article 39 and the TSG Working Methods in 3GPP TR 21.900
Title: 
Service Enabler Architecture Layer for Verticals
Acronym: SEAL
Unique identifier: 
{A number to be provided by MCC at the plenary} 
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Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a 

	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent Work Item 
	Parent Work Items 

	Unique ID
	Title

	
	


2.3
Other related Work Items and dependencies
{List here other Work Items which relate to the proposed one, such as preceding SI or a preceding WI (e.g. if further enhancing a feature).}

	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	800022
	Enhanced Mission Critical Push-to-talk architecture phase 2
	Application layer capabilities for MCPTT service

	800018
	Enhancements to Functional architecture and information flows for Mission Critical Data

	Application layer capabilities for MCData vertical service

	760048
	Enhancements to MC Video Functional architecture and information flows

	Application layer capabilities for MCVideo service

	810020
	Application layer support for V2X services
	Application layer capabilities for V2X service

	760043
	Study on architecture enhancements for 3GPP support of advanced V2X services
	Application layer capabilities for V2X service

	720030
	V2XLTE
	3GPP requirements for V2X

	750003
	Enhancement of 3GPP support for V2X scenarios
	3GPP requirements for enhanced V2X

	720011
	V2XARC
	Architecture enhancements for LTE support of V2X services


3
Justification

3GPP SA6 working group has already specified application layer standards for mission critical services and initiated work on application layer support for V2X.


While developing mission critical services, some core set of capabilities (e.g. group management, configuration management, identity management, key management, location management) were identified to be common across MCPTT, MCData and MCVideo services, leading to a separate Common Functional Architecture (CFA) specification. V2X applications will require a similar common set of application layer capabilities as specified in 3GPP TS 23.286.
Specifying such common capabilities for V2X, independent from those that are defined in existing mission critical specifications could lead to fragmented capabilities and deployments. This approach will result in consuming significant development time and delays in timely adoption of 3GPP technologies. 
A set of common capabilities for a service enabler architecture can be utilized by V2X applications and potentially by multiple vertical industry applications. Further, the applicability of such architecture in various deployment models e.g. across trust domains, deployment at the mobile network edge, needs to be specified.
Such service enabler architecture can be enhanced to support additional requirements for new verticals as and when identified by Stage-1.
NOTE: The proposed work item shall not impact the Rel-16 mission critical specifications within 3GPP.
4
Objective

The SA6 objectives are:

1)
Analysis of application layer capabilities of existing mission critical (TS 23.379, TS 23.280, TS 23.281, TS 23.282), V2X (TS 23.286) specifications, and collating the list of common capabilities e.g. group management, location, configuration, file upload, file download, notification mechanism.
2)
Developing the service enabler architecture including functional model, reference points based on 1). 
3)
Specifying northbound APIs to expose the common capabilities to the vertical applications in compliance with CAPIF.  
4)  Specifying various deployment models of the service enabler architecture e.g. within and outside of PLMN networks, centralized and distributed deployment models.
NOTE: The focus of this normative work in Rel-16 is for V2X application architecture.
5
Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	TS
	23.XYZ
	Service Enabler Architecture Layer for Verticals
	SA#83
(Mar 2019)
	SA#84
(Jun 2019)
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Work item Rapporteur(s)
Basavaraj (Basu) Pattan, Samsung, basavarajjp@samsung.com 
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Work item leadership

SA6
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Aspects that involve other WGs

SA2 for core network system aspects, SA3 for security aspects.
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Supporting Individual Members
	Supporting IM name

	Samsung

	AT&T

	TD Tech Ltd.

	Huawei

	Verizon

	Qualcomm
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