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1. Introduction
In SA6#23, was introduced a new use case : 6.5
Using the MBMS user services for MCData file distribution, following recommandations from SA4 (LS S6-180243/S4-180308 and LS S6-171501/S4-180308.

MC Data file distribution reusing the MBMS download delivery method was already the object of a presentation in SA6 adhoc meeting on MCData and MCVideo (S6a160026).

Other vertical services specified at 3GPP considers xMB and the MBMS download delivery method. Nb-IOT in particular (3GPP TS 23.682 and 3GPP TR 26.850 from the FS_MBMS_IoT study item) already allows the usage of xMB for file distribution over MBMS. V2X architecture also includes xMB (3GPP TR 23.285).

This pCR is a solution for the use case 6.5
Using the MBMS user services for MCData file distribution.

2. Reason for Change
This solution details the usage of the MBMS API for MCData file distribution, corresponding to the use case 6.5
Using the MBMS user services for MCData file distribution.
This solution relies on the MBMS user service architecture, as presented in 6.5.2 : 
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Figure 6.5.2-1: End-to-end Architecture for Application Service Providers using eMBMS for Delivery (3GPP TS 26.347 [9])

This architecture is also named MBMS user service architecture.

In this use case, the MCData server for file distribution is a content provider/application service provider as defined in 3GPP TS 26.346 [8] and 3GPP TS 26.347 [9]. The MC application is an MBMS aware application, making use of the MBMS API to receive the distributed files.
This solution respect the architecture defined in figure 6.5.2-2, where the MBMS user service architecture is included within the MCData on-network architecture (are added: the MBMS client entity, and the MBMS-API, xmb interfaces)  : 
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Figure 6.5.2-2: MCData on-network architecture including the MBMS user service architecture.

This solution details how the MBMS API is used within the flow given in 6.5.3.1 (steps 4 and 5):
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Figure 6.5.3.1-1: Group standalone FD using MBMS download delivery method
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.792 1.1.0
* * * First Change * * * *

7.x
MBMS API for MCData file distribution
7.x.1
General
This solution covers the key issue API for file distribution over MBMS and is related to the use case defined in 6.3 Using the MBMS user services for MCData file distribution.

This solution proposes to reuse the existing MBMS API for file distribution, specified in subclause 6.2 of 3GPP TS 26.347 [9].
This solution extends the reference model defined in 4.2 as follows :

-
The MC MBMS user agent plays the role of the MBMS client and exposes the MBMS API for file distribution, specified in subclause 6.2 of 3GPP TS 26.347 [9] within the MC MBMS API.
-
The MC application plays the role of the MBMS aware application when using the MBMS API for file distribution, specified in subclause 6.2 of 3GPP TS 26.347 [9], exposed by the MC MBMS user agent.
This solution reuse the registration and deregistration API solution from subclause 7.1.
The MC application can request the reception of a file with the startFdCapture()method and is informed when the file has been received with the fileAvailable() notification, as described in 7.x.3.
7.x.2
Application registration and deregistration
An MBMS aware application for file distribution, needs to register to consume MBMS user services with the registerFdApp() and  registerFdResponse()methods, specified in subclauses 6.2.3.2 and 6.2.3.3 of 3GPP TS 26.347 [9].
TheregisterFdApp(), registerFdResponse()and deregisterFdApp() methods provide similar procedures to the registration and deregistration API solution (in subclause 7.1) and address the same needs.
This solution proposes to not expose registerFdApp(),  registerFdResponse() and deregisterFdApp() methods within the MC MBMS API, and to reuse the registration and deregistration API solution.
An additional and optional information element can be added to the application registration request (7.1.3.1), providing a local directory available on the device storage, which the MC application can access and where successfully collected files can be copied/moved before notifying that the file is available to the MC application
7.x.3
File reception
The MC application can request the MBMS client to receive of files delivered with the MBMS download delivery method with the startFdCapture(),and fileAvailable() methods specified in subclauses 6.2.3.7 and 6.2.3.8 of 3GPP TS 26.347 [9].
As preconditions before calling the startFdCapture()method:

1.
The MC application is registered towards the MBMS client (see 7.x.2).

2.   The MCData server has created a MBMS user service over xMB (step 1 of the flow in 6.5.3.1)
3.
The delivery of a file over a MBMS user service has been notified to the MC application (step 3 of the flow in 6.5.3.1). The notification contains the MBMS user service id used for the delivery and an URI identifying the file to be received.
When calling the startFdCapture()method, the MC application provides the MBMS user service id used for the delivery and the URI identifying the file to be received. Additionnally, The MC application may set the captureOnce argument to true, so that the MBMS client stops capturing new possible versions of the file once it has been received.
When the file has been received and is available to the application, the MC MBMS user agent, playing the role of the MBMS client sends a fileAvailable()notification to the MC application, indicating the file location where the MC application can find the received file. 
7.x.4
Evaluation

This solution requires to include the MBMSAPI for file distribution, specified in subclause 6.2 of 3GPP TS 26.347 [9], within the MC MBMS API.
This solution requires that the MBMS user service id and the file information are provided to the MC application within new signalling messages. 
This solution also requires that the MBMS user service architecture is introduced within the architecture for MCData file distribution. 
The gaps A.7.1.2 and A.7.1.3 need to be addressed:

 1.
A business agreement between the content provider and the operator allows the MCData AS to control exactly the coverage of its MBMS bearers, by using the geographical areas provided by the MCData AS to the BM-SC (see gap A.7.1.2).
2.
The QoS parameters agreed between the content provider (MCData AS) and the operator (BM-SC) matches the QoS requirements for MCData file distribution (see gap A.7.1.3).
This solution relies fully on existing recommended capabilities.
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