
3GPP TSG-SA WG6 Meeting #20
S6-171724
Reno, Nevada, USA, 27th Nov – 1st Dec 2017
(revision of S6-171623)
Source:
Harris Corporation
Title:
IWF remove normative language
Spec:
3GPP TS 23.283 v0.2.0
Agenda item:
8.6
Document for:
Approval
Contact:
Peter Monnes (pmonnes at harris dot com)
1. Introduction
This contribution removes normative language associated with the IWF. Some instances where the term "LMR system" is used are more accurate to use the term "IWF".
2. Reason for Change
The operation of the IWF is out of scope of TS 23.283, normative language shall not be used to describe its internal operation or any requirements upon it. Other editorial changes:
In the seventh, eighth and ninth changes, the to and from are incorrect.
In the seventeenth change, an unlabelled arrow in Figure 10.6.4.1-1 is removed.
Articles are missing in many places. They will not be fixed in this contribution.

Revision S6-171724:

-
in 5th change, reverted the deleted step 4, turned both sentences into separates notes.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.283.
* * * First Change * * * *
8.1
Identity mapping

The IWF provides centralised support for interworking between an MCPTT or MCData system and an LMR system.
In MCPTT systems, the identity of an LMR user is provided as an MCPTT ID, and the identity of an LMR group is provided as an MCPTT group ID, which can be used by the IWF to derive the corresponding identities used in an LMR system. Similarly, in MCData systems, the identity of an LMR user is provided as an MCData ID, and the identity of an LMR group is provided as an MCData group ID, which can be used by the IWF to derive the corresponding identities used in an LMR system.
Identities provided on IWF reference points are described in clause 8 of 3GPP TS 23.280 [5].
The IWF can perform the identity mapping between an MCPTT or MCData system and an LMR system during exchange of signalling and media messages.
* * * Second Change * * * *
10.1.2.1
General

The participating system of the group, which can be the LMR system (via the IWF) or the MCPTT system, may inform the controlling system of the group concerning group affiliations, and may pass affiliation related signalling to the controlling system in one of the following ways:

-
Every group affiliation in the participating system results in an affiliation sent to the controlling system, which may contain the identity (with appropriate translation by the IWF) of the affiliating group member; or

-
A group affiliation is sent from the participating system to the controlling system when the first group member affiliates to the designated group in the participating system, and a group de-affiliation is sent to the controlling system when the last group member de-affiliates, and no other group affiliation signalling is sent.

In the second option, only the group identity is sent from participating system to controlling system and group members' identities are not sent. This implies that when a call is set up or the floor is requested by a client in the participating system, the identity of the client will not be perceived by the controlling system as having previously affiliated to the group.
* * * Third Change * * * *
10.1.2.2
Group affiliation to a group defined in MCPTT system
The LMR system may affiliate its group members to an interworking group defined in the MCPTT system via the IWF.

For group regroup, the affiliated group members are automatically affiliated to the temporary group.
The signalling procedure of interworking group affiliation is described in figure 10.1.2.2-1.

Pre-conditions:

1.
The group to be affiliated to is defined in the MCPTT system.

2.
The IWF is connected to and is authorized to interwork with the MCPTT system.
3.
The interworking group information is available at the IWF.

4.
The mapping relationship of group and user identities between MCPTT system and LMR system has been configured at the IWF.

NOTE 1: 
For all the signalling messages passing through the IWF between MCPTT system and LMR system, the IWF performs the identity conversion and protocol translation.
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Figure 10.1.2.2-1: Group affiliation to a group defined in MCPTT system
1.
The IWF sends an IWF group affiliation request to the MCPTT server on behalf of the LMR system.

2a.
MCPTT server checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server then MCPTT server requests the group policy from the group management server.

2b.
MCPTT server receives the group policy from the group management server.

3.
Based on the group policy and user subscription, the MCPTT server affiliates the IWF to the group. If a separate affiliation for each LMR user is expected, the status of the affiliating user is stored by the MCPTT server as the status associated with an MCPTT ID provided by the IWF that corresponds to the identity of that LMR user. If a separate affiliation for each LMR user is not expected, an affiliation status for the group using an identity provided by the IWF is stored, however no individual user's affiliation status is stored.
4.
The MCPTT server sends the group affiliation status update message to the group management server, the group management server stores and updates the group affiliation status.

5.
The MCPTT server returns an IWF group affiliation response to the IWF.

NOTE 2:
How the LMR user(s) affiliates to a group is outside the scope of the present document.
* * * Fourth Change * * * *
10.1.2.3
Group de-affiliation from a group defined in MCPTT system

The signalling procedure of interworking group de-affiliation from a group defined in MCPTT system is described in figure 10.1.2.3-1.

The LMR system manages the individual de-affiliation requests from the LMR users. The LMR system can de-affiliate its group members from the interworking group via the IWF.

Pre-conditions:

1.
The mapping relationship of group and user identities between MCPTT system and LMR system has been configured at IWF.

2.
The affiliation procedure described in subclause 10.1.2.2 was previously performed.

NOTE 1:
For all the signalling messages passing through the IWF between MCPTT system and LMR system, the IWF performs the identity conversion and protocol translation.
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Figure 10.1.2.3-1: Group de-affiliation from group defined in MCPTT system
1.
The IWF sends an IWF group de-affiliation request to the MCPTT server on behalf of the LMR system.

2.
If a separate de-affiliation from each LMR user is expected and based on the group policy and user subscription, the MCPTT server may de-affiliate the LMR group member from the group. Further, the MCPTT server may store the affiliation status of the user(s) for the requested MC service group(s). If a separate de-affiliation from each LMR user is not expected, the de-affiliation signalling de-affiliates the IWF and therefore entire LMR system from the group.
3.
The MCPTT server sends the group de-affiliation status update message to the group management server, the group management server stores and updates the group affiliation status.

4.
The MCPTT server returns an IWF group de-affiliation response to the IWF.

NOTE 2:
How the LMR user(s) de-affiliate from a group is outside the scope of the present document.

* * * Fifth Change * * * *
10.1.2.4
Group affiliation to group defined in LMR system
The MCPTT system may affiliate its group members to an interworking group defined in LMR system via the IWF.

The signalling procedure of group affiliation via the IWF is described in figure 10.1.2.4‑1.

Pre-conditions:

1.
The group to be affiliated to is defined in the LMR system.

2.
The IWF is connected to and is authorized to work with the MCPTT system.

3.
The mapping relationship of group and user identities between MCPTT system and LMR system has been configured at the IWF.

NOTE 1: 
For all signalling messages passing through the IWF between MCPTT system and LMR system, the IWF performs the identity conversion and protocol translation.
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Figure 10.1.2.4-1: Group affiliation to group defined in LMR system

1.
The MCPTT client sends a MCPTT group affiliation request, including the MCPTT group ID(s), to the MCPTT server.

2.
MCPTT server checks if the MCPTT group ID(s) is an interworking group defined in LMR system.

3.
MCPTT server sends an IWF group affiliation request to the IWF.

NOTE 2: 
The IWF can forward the request to the LMR system that could check whether the MCPTT client is authorized to affiliate to this interworking group.
NOTE 3: 
The IWF can reject the affiliation if the MCPTT group ID is either unknown to the IWF or not mapped to an LMR group identity in the IWF configuration.

4.
The IWF returns an IWF group affiliation response to the MCPTT server, informing the successful affiliation to the LMR group.
5.
The MCPTT server stores the group affiliation status of the MCPTT client for the requested interworking group.

6.
The MCPTT server sends a MCPTT group affiliation response to the MCPTT client.

NOTE 4:
How the affiliation is conducted on the LMR system is outside the scope of the present document.
* * * Sixth Change * * * *
10.1.2.5
Group de-affiliation from a group defined in LMR system

The signalling procedure of interworking group de-affiliation from a group defined in LMR system is described in figure 10.1.2.5-1.

The MCPTT system manages the individual de-affiliation requests from the MCPTT users. The MCPTT system may de-affiliate its group members from the interworking group via the IWF.

Pre-conditions:

1. 
The mapping relationship of group and user identities between MCPTT system and LMR system has been configured at IWF.

2.
The affiliation procedure described in subclause 10.1.2.4 was previously performed.

NOTE:
For all the signalling messages passing through the IWF between MCPTT system and LMR system, the IWF performs the identity conversion and protocol translation.
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Figure 10.1.2.5-1: Group de-affiliation from a group defined in LMR system
1.
MCPTT client of the MCPTT user sends an MCPTT group de-affiliation request to the MCPTT server. The MCPTT client shall provide the initiating MCPTT ID and the MCPTT group ID(s) being de-affiliated from.

2.
Based on the user subscription and stored group policy, the MCPTT server checks if the user of the MCPTT client is affiliated to the requested MCPTT group(s). MCPTT server checks if the MCPTT group(s) is an interworking group.
3a.
If the MCPTT group(s) is an interworking group, the MCPTT server sends an IWF group de-affiliation request to the IWF.
3b.
The IWF returns an IWF group de-affiliation response to the MCPTT server.

4.
If the user of the MCPTT client is authorized to de-affiliate from the requested MCPTT group(s), the MCPTT server removes the affiliation status of the user for the requested MCPTT group(s).

5.
MCPTT server returns an MCPTT group de-affiliation response to the MCPTT client.
* * * Seventh Change * * * *
10.2.1.2
IWF group add member request

Table 10.2.1.2-1 describes the information flow IWF group add member request from the IWF to the group management server and from the group management server to the IWF.

Table 10.2.1.2-1: IWF group add member request

	Information element
	Status
	Description

	MC service ID list
	M
	List of MC service IDs that are part of the group to be added corresponding to the list of the configured services

	MC service list (see NOTE)
	O
	List of MC services whose service communications are to be enabled on the group.

	MC service group ID
	M
	MC service group ID of the group

	NOTE:
This information element shall be included in the message for creating a group configured for multiple MC services. MCPTT and MCData are valid services for interworking.


* * * Eighth Change * * * *
10.2.1.3
IWF group add member response

Table 10.2.1.3-1 describes the information flow IWF group add member response from the group management server to the IWF and from the IWF to the group management server.

Table 10.2.1.3-1: IWF group add member confirmation response
	Information element
	Status
	Description

	MC service ID list
	M
	List of MC service IDs that are part of the group to be added corresponding to the list of the configured services

	MC service group ID
	M
	MC service group ID of the group

	Result
	M
	For each MC service ID in the list above, the result indicates whether the addition of the MC service ID is authorized.


* * * Ninth Change * * * *
10.2.1.4
IWF group creation notify

Table 10.2.1.4-1 describes the information flow IWF group creation notify from the IWF to the MC service server(s) and from the group management server to the IWF.
NOTE:
When group is configured for multiple MC services, the IWF group creation notify message is sent from the group management server or IWF to the MC service servers configured for the group.
Table 10.2.1.4-1: IWF group creation notify
	Information element
	Status
	Description

	MC service group ID
	M
	MC service group ID that was created based on the MC service ID list and the MC services enabled on them

	MC service ID list
	M
	List of MC service IDs that are part of the created group 


* * * Tenth Change * * * *
10.6.2.3
Emergency cancel

The emergency cancel process follows the "MCPTT emergency group call cancel" procedure define in 3GPP TS 23.379 [7] with exceptions described here:

-
Emergency cancel notifications are sent to group members on the LMR system via the IWF.

-
For LMR implementations that cancel emergencies automatically, the IWF implementations can, based upon local policy, either convert automatic cancellations so that they behave as if the cancellation comes from an authorized (LMR) user or block automatic cancellations from reaching IWF-1 entirely.

-
In the case of an interworking group, where the group might not have all LMR group members in its configuration, each LMR user that is expected to interact with the MCPTT system must be given a corresponding MCPTT user ID in the MCPTT system, as described subclause 10.2.1. This enables the MCPTT system to identify the user and authorize the user's actions (such as emergency cancel) against the user's profile.
* * * Eleventh Change * * * *
10.6.3
Imminent peril calls

LMR systems do not support imminent peril. Imminent peril calls can be propagated into the LMR system by the IWF as normal group calls or the IWF can reject imminent peril calls.
* * * Twelveth Change * * * *
10.6.5.1
Emergency state cancellation of an LMR user
In this procedure, an LMR user is cancelling the emergency state. Figure 10.6.5.1-1 shows the procedure for emergency state cancellation of a user in the LMR system. This subclause is based upon subclause for MCPTT emergency state cancel in 3GPP TS 23.379 [7], subclause 10.6.2.6.3.2.

Pre-conditions:

1.
The MC service group information is available at the IWF, including information that the MC service group is an interworking group (defined in the LMR or the MC system).
2.
The LMR user had previously successfully initiated an emergency alert via the IWF.
3.
The MC service client 1 and MC service client 2 are affiliated to the MC service group.

4.
The MC service server may have carried out an explicit or implicit affiliation procedure of the LMR user to the MC service group.
5.
The mapping relationship of group and user identities between MC service system and LMR system has been configured at the IWF.

NOTE 1: 
For all the signalling messages passing through the IWF between MC service system and LMR system, the IWF performs the identity conversion and protocol translation.
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Figure 10.6.5.1-1 MC service emergency state cancellation of an LMR user
1.
LMR user initiates an emergency state cancel.

2.
The IWF sends an IWF emergency state cancel request to the MC service group to which the IWF had previously successfully sent the IWF emergency alert request on behalf of the LMR user.

NOTE 2:
The IWF emergency state cancel request may carry an indication to also request that the ongoing emergency state on the group is to be cancelled.

3.
The MC service server sends the IWF emergency state cancel response to the IWF to confirm the IWF emergency state cancellation.

4.
The MC service server sends an MC service emergency state cancel request to the MC service clients of the affiliated MC service group members.

5.
MC service users are notified of the MC service emergency state cancellation of the LMR user.

6.
The receiving MC service clients send the MC service emergency state cancel response to the MC service server to acknowledge the MC service emergency state cancel request. For a multicast call scenario, these acknowledgements are not sent.
 

7.
If the MC service server had implicitly affiliated the individual MC service ID of the LMR user or the IWF to the MC service group when receiving the IWF emergency alert request, the MC service server shall de-affiliate the individual MC service ID of the LMR user or the IWF from the MC service group.

NOTE 3:
Step 7 can be performed any time after step 3.

NOTE 4:
Steps 3 and 4 can be performed in which ever order.

* * * Thirteenth Change * * * *
10.6.5.2
Emergency state cancellation of an MC service user
In this procedure, an MC service user is cancelling the emergency state. Figure 10.6.5.2-1 shows the procedure for emergency state cancellation from a user in the MC service system. This subclause is based upon subclause for MCPTT emergency alerts in 3GPP TS 23.379 [7], subclause 10.6.2.6.3.2.
Pre-conditions:

1.
The MC service group information is available at the IWF, including information that the MC service group is an interworking group (defined in LMR or MC system).

2.
The MC service client 1 had previously successfully initiated an MC service emergency alert request.

3.
The MC service client 1 is still in the emergency state.

4.
The MC service client 2 is affiliated to the MC service group.

5.
The MC service server may have carried out an explicit or implicit affiliation procedure of the LMR user with the MC service group.
6.
The mapping relationship of group and user identities between MC service system and LMR system has been configured at the IWF.

NOTE 1: 
For all the signalling messages passing through the IWF between MC service system and LMR system, the IWF performs the identity conversion and protocol translation.
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Figure 10.6.5.2-1 MC service emergency state cancellation of an MC service user
1.
The user at the MC service client 1 initiates an emergency state cancel.

NOTE 2:
The MC service emergency state cancel request may carry an indication that the ongoing emergency state on the group is to be cancelled.

2.
MC service client 1 requests the MC service server to send an MC service emergency state cancel to the MC service group to which MC service client 1 had previously sent the emergency alert request. MC service server resolves the group ID, determines the affiliation status of the group members and checks whether the IWF should be informed. In this scenario, the MC service group configuration contains information that the group is an interworking group i.e. IWF shall be involved.

3.
The MC service server sends the MC service emergency state cancel response to the MC service client 1 to confirm the MC service emergency state cancel request. MC service client 1 resets its emergency state.

4.
The MC service server sends an IWF emergency state cancel request to IWF.
5.
IWF sends an IWF emergency state cancel response to the MC service server to acknowledge the IWF emergency state cancel request.
6.
The MC service server sends an MC service emergency state cancel request towards the MC service clients of the affiliated MC service group members.

7.
MC service users are notified of the MC service emergency state cancellation of MC service client 1.

8.
The receiving MC service clients send the MC service emergency state cancel response to the MC service server to acknowledge the MC service emergency state cancel request. For a multicast call scenario, these acknowledgements are not sent.

9.
If the MC service server had implicitly affiliated the MC service client 1 to the MC service emergency group when receiving the MC service emergency alert request, the MC service server shall de-affiliate MC service client 1 from the MC service group.

NOTE 4:
Step 9 can be performed any time after step 3.

NOTE 5:
Steps 3 and 4 can be performed in which ever order.

* * * Fourteenth Change * * * *
10.7.2
IWF transcoding

The IWF can be used to transcode voice packets in transit between the LMR and MCPTT systems. In this scenario, the MCPTT system can operate its own vocoder type and the LMR system can operate its own vocoder type. The type of vocoder used on the LMR side is outside the scope of the present document.

When operating in this mode, the IWF converts voice media formats between the two sides. Vocoder negotiation is according to procedures in the present document.
* * * Fifteenth Change * * * *
10.7.3.1
Description

An MCPTT group may be configured to use an LMR speech codec, such that speech can be carried end to end between all group members in both LMR and MCPTT system without transcoding.
An LMR system may support more than one speech codec; for example P25 supports both a full rate and a half rate speech codec. Circumstances within the LMR system might require that the codec in use within a group is changed according to the needs of the LMR system.

Figure 10.7.3.1-1 below illustrates a procedure which allows the LMR system to change the speech codec within an MCPTT group that is connected to the LMR system via the IWF.

Pre-conditions:

-
Group members have affiliated to the MCPTT group in both the LMR system and in the MCPTT system

-
A permitted LMR codec has been negotiated for use by MCPTT group members

-
MCPTT group members support the requested second LMR speech codec

NOTE 1:
The exception condition created if the IWF does not support trancoding and the MCPTT client does not support the requested LMR codec is outside the scope of the present document.
-
The LMR system requires to change to an alternative speech codec
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Figure 10.7.3.1-1: Codec reconciliation procedure

1.
The IWF sends a codec reconciliation request to the MCPTT server on behalf of the LMR system.

2.
The MCPTT server checks that the requested codec is permitted for the MCPTT group.

3.
The MCPTT server sends a codec reconciliation request to all of the affilliated MCPTT client(s) to negotiate the use of the speech codec requested by the LMR system.

4.
The MCPTT client replies with a codec reconciliation response to the MCPTT server, indicating acceptance of the new speech codec.

5.
The MCPTT server sends a codec reconciliation response to the IWF.

6.
Further transmissions in the MCPTT group use the new codec in the media plane.

NOTE 2:
The time at which the new codec is first used by a transmitting party is outside the scope of the present document.

* * * Sixteenth Change * * * *
10.9.1
 Support for transcoding with encrypted speech 
In some cases when encryption of voice media is required in the MC system, the MCPTT user(s) and the LMR user(s) can use different codecs. In these cases, transcoding is needed and before transcoding can occur, encryption applied to the voice media by the MC system needs to be removed. After transcoding, LMR encryption can be applied (out-of-scope of the present document). An IWF can perform these functions and be deployed as a security gateway between the MCPTT system and the LMR system. When the IWF removes the encryption applied by the MC System, the IWF must perform key management procedures defined in 3GPP TS 33.180 [10] to obtain the key material for the group.

* * * Seventeenth Change * * * *
10.6.4.1
Emergency alert initiated by LMR user
In this procedure, an LMR user is initiating an emergency alert via the IWF. Figure 10.6.4.1-1 shows the procedure for an emergency alert initiated by a user in the LMR system. This subclause is based upon subclause for MCPTT emergency alerts in 3GPP TS 23.379 [7], subclause 10.6.2.6.3.1.
Pre-conditions:

1.
The MC service group is previously defined on the group management server with MC service client 1 and MC service client 2 affiliated to that MC service group.

2.
The IWF is connected to and is authorized to interwork with the MC service system.
3.
The MC service group information is available at the IWF, including information that the MC service group is an interworking group (defined in LMR or MC system).
4.
The mapping relationship of group and user identities between MC service system and LMR system has been configured at the IWF.

5.
The IWF may or may not have carried out an explicit affiliation procedure with the MC service group.
6.
An emergency alert is requested on the LMR system.
NOTE 1: 
For all signalling messages passing through the IWF between MC service system and LMR system, the IWF performs identity conversion and protocol translation.
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Figure 10.6.4.1-1 MC service emergency alert initiated by LMR user
1.
The LMR user an emergency alert.

NOTE 2:
How the IWF determines the emergency condition from the LMR system is out of scope of the present document.

2.
IWF sends an IWF emergency alert request to the designated MC service server. If the location of the LMR user is not available to the IWF, the IWF emergency alert request shall contain an indication that location is not available.

3.
MC service server checks whether the MC service user ID that represents the LMR user is authorized for initiation of MC service emergency alerts for the indicated MC service group. The MC service server determines the affiliation status of the group members.

4.
The MC service server sends an IWF emergency alert response to the IWF to confirm the IWF emergency alert request. 
NOTE 3:
Sending the IWF emergency alert request without making a request to also start an emergency call does not put the group into an ongoing emergency condition.

5.
The MC service server sends an MC service emergency alert request towards the MC service clients of each of those affiliated MC service group members. The MC service emergency alert request message shall contain the following information: Location, MC service ID and MC service group ID (i.e., MC service user's selected MC service group or dedicated MC service emergency group, as per MC service group configuration) and the MC service user's mission critical organization name.
6.
MC service users are notified of the MC service emergency.

7.
The receiving MC service clients send an MC service emergency alert response to the MC service server to acknowledge the MC service emergency alert request.

8.
If the group is an interworking group defined in MC system, the MC service server implicitly affiliates the individual MC service ID of the LMR user to the emergency group if not already affiliated. If the IWF is configured to affiliate on behalf of all of its group members in a single affiliation step, the MC service server affiliates the IWF ID instead of an individual MC service ID.

NOTE 4:
Step 8 can be performed any time after step 3 but at the latest immediately after step 7.

NOTE 5:
MC service group calls made to this MC service group will be established as emergency calls if this MC service group has an ongoing emergency condition.

NOTE 6:
Sending the emergency alert does not put the other UEs in the group into an emergency state.
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