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1. Introduction
This contribution proposes the solution to EN on requirement for discovery policy information.
2. Reason for Change
In TS 23.222 the following EN exists:
	8.3.3
Procedure

Figure 8.3.3-1 illustrates the procedure for discover service APIs.

The service API discovery mechanism is supported by the CAPIF core function.

Pre-conditions:

1.
API invoker is onboarded and has received an API invoker identity.

2.
The CAPIF core function is configured with a discovery policy information (e.g. to restrict discovery to category of APIs) for API invoker(s).

Editor's note: The requirement for discovery policy information is FFS.


[image: image1.emf]API invoker CAPIF core function

1.Service API discover request

3.Service API discover response

2.Retrieve service 

API(s) information


Figure 8.3.3-1: Discover service APIs
1.
The API invoker sends a service API discover request to the CAPIF core function. It includes the API invoker identity, and may include query information.

2.
Upon receiving the service API discover request, the CAPIF core function verifies the identity of the API invoker (via authentication). The CAPIF core function retrieves the stored service API(s) information from the CAPIF core function (API registry) as per the query information in the service API discover request. Further, the CAPIF core function applies the discovery policy and performs filtering of service APIs information retrieved from the CAPIF core function.

3.
The CAPIF core function sends a service API discover response to the API invoker with the list of service API information for which the API invoker has the required authorization.




The discovery of service APIs by API invoker is subjected to discovery policy enforcement. So, proposed to add a architectural requirement.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.222 v0.1.0.
* * * First Change * * * *

4.2
Service API publish and discover
4.2.1
Introduction

This subclause specifies the service API publish and discover related requirements.

4.2.2
Requirements

[AR-4.2.2-a] The CAPIF shall provide a mechanism to publish the service API information to be used by the API invokers to discover and subsequently invoke the service API.

[AR-4.2.2-b] The CAPIF shall provide a mechanism for the API invokers to discover the published service API information as specified in [AR-4.2.2-a] according to the API invokers' interest.
[AR-4.2.2-y] The CAPIF shall provide a mechanism to restrict the discovery of the published service API information by the API invokers, based on configured policies.

[AR-4.2.2-z] The CAPIF shall provide a mechanism to configure policies to restrict the discovery of the published service API information.
Editor's note:
The list of the configuration items is FFS

* * * Second Change * * * *

8.3.3
Procedure

Figure 8.3.3-1 illustrates the procedure for discover service APIs.

The service API discovery mechanism is supported by the CAPIF core function.

Pre-conditions:

1.
API invoker is onboarded and has received an API invoker identity.

2.
The CAPIF core function is configured with a discovery policy information (e.g. to restrict discovery to category of APIs) for API invoker(s).
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Figure 8.3.3-1: Discover service APIs
1.
The API invoker sends a service API discover request to the CAPIF core function. It includes the API invoker identity, and may include query information.

2.
Upon receiving the service API discover request, the CAPIF core function verifies the identity of the API invoker (via authentication). The CAPIF core function retrieves the stored service API(s) information from the CAPIF core function (API registry) as per the query information in the service API discover request. Further, the CAPIF core function applies the discovery policy and performs filtering of service APIs information retrieved from the CAPIF core function.

3.
The CAPIF core function sends a service API discover response to the API invoker with the list of service API information for which the API invoker has the required authorization.

* * * End Change * * * *
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