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1. Introduction
A procedure for creation of an interworking group which becomes available on an LMR system by that procedure is not possible. This pCR removes the procedure from 23.283.
2. Reason for Change
If a group is being created on the MC system, it cannot have been previously known at the IWF or the LMR system.  If it were known and configured in advance at the IWF and LMR system, then it inherently is not being created.
An IWF relies on a pre-configured mapping between MC service groups, which are identified by URIs, and LMR groups which are identified as binary numbers.  It is not possible to generate a binary number from a URI, even with some sort of algorithm, without risking generating a number which is already in use as an identity on the LMR system – even if this identity appears to be one for a foreign system.

Additionally, LMR systems can only be configured with groups via their own configuration management systems. There is no possibility of generating a new group via an inter-system interface. Configuration management interfaces are usually proprietary, as LMR standards usually specify the air interface, inter-system interface and few other interfaces (e.g. console interface on P.25). 

The Mobile Stations on the LMR system need to be programmed with the new group. Some LMR systems permit dynamic addition of groups over the air interface, but this facility is not available at an inter system interface to another system. Therefore every new group needs planning and configuration in advance of its use; and it is not possible to simply do this 'on the fly'.
3. Conclusions

The group creation procedure cannot be realised by an IWF or an LMR system. It should be removed from TS 23.283.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.283.
* * * First Change * * * *

10.2.1
Information flows for group management

10.2.1.1
General

Except as specified in the subclauses below, information flows for group management are defined in 3GPP TS 23.280 [5].



	
	
	

	
	
	

	
	
	

	
	
	

	


10.2.1.2
IWF group add member response

Table 10.2.1.2-1 describes the information flow IWF group add member response from the group management server to the group management client and from the IWF to the group management server.

Table 10.2.1.2-1: IWF group add member confirmation response
	Information element
	Status
	Description

	MC service ID list
	M
	List of MC service IDs that are part of the group to be added corresponding to the list of the configured services

	MC service group ID
	M
	MC service group ID of the group

	Result
	M
	For each MC service ID in the list above, the result indicates whether the addition of the MC service ID is authorized.


10.2.1.3
IWF group creation notify

Table 10.2.1.3-1 describes the information flow IWF group creation notify from the group management server to the MC service server(s) and from the group management server to the IWF.
NOTE:
When group is configured for multiple MC services, the IWF group creation notify message is sent from the group management server to the MC service servers configured for the group.
Table 10.2.1.3-1: IWF group creation notify
	Information element
	Status
	Description

	MC service group ID
	M
	MC service group ID that was created based on the MC service ID list and the MC services enabled on them

	MC service ID list
	M
	List of MC service IDs that are part of the created group 


10.2.1.4
IWF group regroup teardown notification

Table 10.2.1.4-1 describes the information flow IWF group regroup teardown notification between the group management server and the IWF or between the IWF and the group management server.

Table 10.2.1.4-1: IWF group regroup teardown notification
	Information element
	Status
	Description

	MC service group ID
	M
	MC service group ID of the temporary group which is torn down


10.2.1.5
IWF group regroup teardown notification response
Table 10.2.1.5-1 describes the information flow IWF group regroup teardown notification response between the group management server and the IWF or between the IWF and the group management server.

Table 10.2.1.5-1: IWF group regroup teardown notification response
	Information element
	Status
	Description

	MC service group ID
	M
	MC service group ID of the temporary group which was torn down

	Result
	M
	Indicates success or failure of the notification


10.2.1.6
IWF group regroup request

Table 10.2.1.6-1 describes the information flow IWF group regroup request between the group management server and the IWF or between the IWF and the group management server.

Table 10.2.1.6-1: IWF group regroup request
	Information element
	Status
	Description

	MC service group ID list
	M
	List of constituent MC service group IDs


10.2.1.7
IWF group regroup response 
Table 10.2.1.7-1 describes the information flow IWF group regroup response between the group management server and the IWF or between the IWF and the group management server.

Table 10.2.1.7-1: IWF group regroup response
	Information element
	Status
	Description

	MC service group ID
	O (NOTE)
	MC service group ID of the temporary group

	MC service group ID list
	M
	List of constituent MC service group IDs.

	Result
	M
	Indicates whether the IWF group regroup was accepted or rejected.

	NOTE: 
Shall be present if the Result information element indicates that the group regroup operation is successful. Otherwise MC service group ID shall not be present.


10.2.1.8
IWF group regroup notification

Table 10.2.1.8-1 describes the information flow IWF group regroup notification between the group management server and the IWF or between the IWF and the group management server.

Table 10.2.1.8-1: IWF group regroup notification
	Information element
	Status
	Description

	MC service group ID list
	M
	List of constituent MC service group IDs

	MC service group ID
	M
	MC service group ID of the temporary group

	Priority level
	O
	Required priority level for the temporary group

	Security level (see NOTE)
	O
	Required security level for the temporary group

	NOTE:
Security level refers to the configuration of media and floor control protection parameters as listed in 3GPP TS 23.280 [5]


10.2.1.9
IWF group regroup notification response
Table 10.2.1.9-1 describes the information flow IWF group regroup notification response between the group management server and the IWF or between the IWF and the group management server.

Table 10.2.1.9-1: IWF group regroup notification response
	Information element
	Status
	Description

	MC service group ID list
	M
	List of constituent MC service group IDs

	MC service group ID
	M
	MC service group ID of the temporary group

	Priority level
	M
	Required priority level for the temporary group

	Security level
	M
	Required security level for the temporary group


* * * Next Change * * * *





















10.2.2
Group regrouping

10.2.2.1
General
The procedures in 3GPP TS 23.280 [5] are followed, but with changes required for interworking. The IWF will behave on the interface as if it is a peer MC service server with a peer group management client and peer group management server.

Exceptions to the 3GPP TS 23.280 [5] procedures are detailed in the subclauses below.

Editor's note:
Support for user regrouping is FFS.

10.2.2.2
MC service initiates the group regroup

The MC service system can initiate a group regroup that includes groups defined at the IWF. The IWF is informed and may reject the regroup if conditions do not allow it to support the regroup. This is described in figure 10.2.2.2-1.
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Figure 10.2.2.2-1: Group regrouping to an IWF

1.
The group management client of the MC service user (e.g. dispatcher) requests group regroup operation to the group management server (which is the group management server of the authorised MC service user). The identities of the groups being combined shall be included in this message. The group management client may indicate the security level required for the temporary group. The group management client may indicate the priority level required for the temporary group.

2.
The group management server checks whether group regroup operation is performed by an authorised MC service user, based on group policy. The group management server checks whether the group is a temporary group. If the group is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed.

3.
The group management server forwards the IWF group regroup request to the IWF with the information about the IWF's groups.

4.
The IWF provides an IWF group regroup response. Due to security aspects concerning sharing information among different MC systems, the IWF does not share the users' information of the groups under its management to the group management server. The IWF may reject the IWF group regroup response. (e.g. if one of its constituent groups is in the emergency state or is already in a regroup, if the IWF does not support temporary groups or the IWF does not support group regrouping)

5.
The group management server creates and stores the information of the temporary group, including the temporary MC service group ID, off-network information, and the MC service IDs of the groups being combined, the priority level of the temporary group, and the security level of the temporary group. If the authorised MC service user does not specify the security level and the priority level, the group management server shall set the lower security level and the higher priority of the constituent groups.

Editor's note:
How the server determines the group's preferred codec(s) is FFS.

6.
The group management server 1 notifies the IWF about its group regroup operation.

7.
The IWF acknowledges the group management server.

8.
The group management server notifies the MC service server of the temporary group creation with the information of the constituent groups.

9.
The MC service server acknowledges the notification from the group management server.

10.
The group management server notifies the affiliated MC service group members of the constituent MC service groups of the group management server, possibly with an indication of lower security level.

11.
The group management server provides a group regroup response to the group management client of the authorised MC service user (e.g. dispatcher).

10.2.2.3
IWF initiates the group regroup

Editor's note:
The need for an IWF initiated group regroup is FFS.

10.2.2.4
Ownership of the group regroup

The server that initiates the group regroup owns the group regroup, as implied in 3GPP TS 23.280 [5].
10.2.2.5
Simultaneous group regroup requests from each side of the IWF-1 interface

To prevent routing issues and complexity that could result from regrouping the same users from both sides of the interface, the following rules can be applied:
-
If group regrouping signalling using temporary groups is used on the MC system, the IWF must prevent the regroup signalling from propagating to the LMR system if the LMR system does not support regrouping;

-
the IWF must handle the translation between temporary group identities on the MC system and the original interworking group identities used on the LMR system; and

-
the regrouping rules in subclause 10.2.4.4 of 3GPP TS 23.280 [5] also apply.
10.2.2.6
Resolution of vocoder and encryption mode for the group regroup

Editor's note:
This subclause can be completed when vocoder and encryption modes procedures are defined for interconnect scenarios and when the encryption key issues in the present document are solved. It is expected that the solution will refer to and leverage those solutions.
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