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1. Introduction
This pCR brings the regroup text from TR 23.782 to TS 23.283. Changes to the TR text are marked with a different user's change tracking.
Changes from TR 23.782:

- Aligned 1st figure with figure in TS 23.280.  Added "IWF" in front of new messages in figures.

- Added missing step 5 in the procedural description.

- Added text from solution #6-4 "Local group regrouping within each system". The new text refers to a subclause in 23.280 that is planned to be added by a CR in SA6#18.
Changes since SA6#19 in Malmö (S6-170918):

-
Removed step (previously step 4) where IWF checks group status. (Jukka, Dave CL)

-
Removed sections that resulted from step 4: Announcement group and constituent group in emergency and activity on constituent group.

-
Fixed 10.x.2 title (Kees)

-
Added ability to reject regroup in step 4.

2. Reason for Change
The regroup solution in the TR is applicable for the TS.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.283.
* * * First Change * * * *


10.x.2
Group regrouping
10.x.2.1
General
The procedures in 3GPP TS 23.280 [5] are followed, but with minor changes required for interworking. The IWF will behave on the interface as if it is a peer MC service server with a peer group management client and peer group management server.

Exceptions to the 3GPP TS 23.280 [5] procedures are detailed in the subclauses below.

10.x.2.2
MC service initiates the group regroup

The procedures in 3GPP TS 23.280 [5] are followed. The IWF will behave on the interface as if it is a peer MC service server and a peer group management server. This is described in figure 10.x.2.2-1.
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Figure 10.x.2.2-1: Group regrouping to an IWF

1.
The group management client of the MC service user (e.g. dispatcher) requests group regroup operation to the group management server (which is the group management server of the authorised MC service user). The identities of the groups being combined shall be included in this message. The group management client may indicate the security level required for the temporary group. The group management client may indicate the priority level required for the temporary group.

2.
The group management server checks whether group regroup operation is performed by an authorised MC service user, based on group policy. The group management server checks whether the group is a temporary group. If the group is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed.

3.
The group management server forwards the IWF group regroup request to the IWF with the information about the IWF's groups.

4.
The IWF provides an IWF group regroup response. Due to security aspects concerning sharing information among different MC systems, the IWF does not share the users' information of the groups under its management to the group management server. The IWF may reject the IWF group regroup response. (e.g. if one of its constituent groups is in the emergency state or is already in a regroup)
5.
The group management server creates and stores the information of the temporary group, including the temporary MC service group ID, off-network information, and the MC service IDs of the groups being combined, the priority level of the temporary group, and the security level of the temporary group. If the authorised MC service user does not specify the security level and the priority level, the group management server shall set the lower security level and the higher priority of the constituent groups.
Editor's note:
How the server determines the group's preferred codec(s) is FFS.
6.
The group management server 1 notifies the IWF about its group regroup operation.

7.
The IWF acknowledges the group management server.

8.
The group management server notifies the MC service server of the temporary group creation with the information of the constituent groups.

9.
The MC service server acknowledges the notification from the group management server.

10.
The group management server notifies the affiliated MC service group members of the constituent MC service groups of the group management server, possibly with an indication of lower security level.

11.
The group management server provides a group regroup response to the group management client of the authorised MC service user (e.g. dispatcher).

10.x.2.3
IWF initiates the group regroup

The procedures in 3GPP TS 23.280 [5] are followed, but with the replacement of steps 1 and 2. The IWF will behave on the interface as if it is a peer MC service server with a peer group management server. This is described in figure 10.x.2.3-1.
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Figure 10.x.2.3-1: Group regrouping from an IWF

1.
The IWF sends an IWF group regroup request to the group management server.

2.
The group management server checks whether the group can be included in a temporary group. 

3.
The group management server provides an IWF group regroup response. 
NOTE:
Due to security aspects concerning sharing information among different systems, the group management server does not share the users' information of the groups under its management to the IWF.

4.
The IWF notifies the group management server regarding the temporary group creation with information of the constituent groups.

5.
The IWF acknowledges the notification from the group management server.

6.
The group management server notifies the MC service server regarding the temporary group creation with the information of the constituent groups.

7.
The MC service server acknowledges the notification from the group management server. The MC service server may reject the IWF group regroup, e.g. if one of its constituent groups is already in a regroup.
8.
The group management server notifies the affiliated MC service group members of the constituent MC service groups of the group management server, possibly with an indication of a lower security level.

10.x.2.4
Ownership of the group regroup

The server that initiates the group regroup owns the group regroup, as implied in 3GPP TS 23.280 [17].
10.x.2.5
Simultaneous group regroup requests from each side of the IWF-1 interface

To prevent routing issues and complexity that could result from regrouping the same users from both sides of the interface, the following rules can be applied:
-
If group regrouping signalling using temporary groups is used on the MC system, the IWF must prevent the regroup signalling from propagating to the LMR system if the LMR system does not support regrouping;

-
the IWF must handle the translation between temporary group identities on the MC system and the original interworking group identities used on the LMR system; and
-
the regrouping rules in subclause 10.2.4.4 of 3GPP TS 23.280 [x] also apply.
10.x.2.6
Resolution of vocoder and encryption mode for the group regroup

Editor's note:
This subclause can be completed when vocoder and encryption modes procedures are defined for interconnect scenarios and when the encryption key issues in the present document are solved. It is expected that the solution will refer to and leverage those solutions.
_1560225960.vsd
MC service server


IWF


Group management server


4.Check whether group2 is a temporary group


6.Group regroup notification



_1567937681.vsd
MC service server


Group management client (other group members)


11. Group regroup response


1.Group regroup request 



Group management client


Group management server


IWF


2.Authorization check based on group policy and check whether group is a temporary group


6. IWF group regroup notification


3.IWF group regroup request 



4. IWF group regroup response


8. Group regroup notify


5.Create and store temporary group related information


10. Notify the affiliated users



_1567937705.vsd
MC service server


IWF


Group management server


   2.Check group status


4. IWF group regroup notification



_1560225959.vsd
MC service server


4. Check group status request


Group management client


12. Group regroup response


1.Group regroup request 



Group management client


Group management


IWF


2.Authorization check based on group policy and check whether group1 is a temporary group


4a. Check group status response


7. Group regroup notification


3.Group regroup request 



5. Group regroup response


9. Group regroup notify


6.Create and store temporary group related information


11. Notify the affiliated users



