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1. Introduction
This pCR adds packet format requirements to TS 23.283.
2. Reason for Change
The media packets for LMR interworking will need to be handled and routed within the MCPTT system. Therefore, the format needs to be defined by 3GPP. The media packets also need to be sourced and consumed by LMR entities served by the IWF and by LMR aware MCPTT clients. This contribution adds requirements such that 3GPP defines portions of the media packets for MCPTT system handling and routing and defines those portions of the media packet that are to carry the LMR defined payload.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.283.
* * * First Change * * * *
5.2
Packet format

Each LMR technology defines its own packet format for voice media transmission. For interworking sessions, there might be cases where the native LMR media format is required to transit between the IWF and LMR aware MCPTT clients. An example of such a case is where the LMR media is encrypted by the LMR UE or LMR system and the IWF is not able to decrypt the media. In such cases, media that transits the IWF-1 interface needs to be handled and routed within MCPTT systems and to/from LMR aware MCPTT clients using methods described in 3GPP TS 23.379 [7] and downstream 3GPP specifications. The MCPTT system uses portions of the media packet for MCPTT system handling and routing of the packet. The rest of the packet, the "payload", passes through the system opaquely, i.e. without processing by the MCPTT system, for consumption by the LMR aware MCPTT client or IWF. 
Requirements for media transmission across the IWF-1 interface include:
a)
media transmission packet field(s) to support handling and routing within the MCPTT system, for transmission to LMR aware MCPTT clients from the IWF and from LMR aware MCPTT clients to the IWF; 
b)
media transmission packet field(s) to opaquely carry the LMR formatted media; and
c)
the MCPTT system need not encrypt the LMR formatted portion of the media packet (e.g. the case where the LMR system has already encrypted the media).
NOTE:
The contents of the LMR formatted portions of the packet is out of scope of the present document.
