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1. Introduction
This contribution proposes CAPIF architectural requirements related to auditing service API invocations
2. Reason for Change
According to the study of CAPIF in 3GPP TR 23.722 the architectural requirements related to auditing service API invocations were agreed to be moved to normative phase. 
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.222 v0.0.0.
* * * First Change * * * *

4
Architectural requirements
Editor's note:
Add architectural requirements here.

4.8
Auditing service API invocation requirements
4.8.1
General

The CAPIF includes auditing capabilities. This enables the service API provider to identify illegal service API invocations e.g. by querying the service API invocation log.
4.8.2
Requirements
[AR-4.8.2-a] The CAPIF shall provide mechanisms to audit service API invocation, which enables the API provider to trace back a specific API invocation, e.g. by querying the service API invocation log.
* * * End Change * * * *

