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1. Introduction
Meanwhile, SA1 has agreed normative changes on FRMCS for Rel-15. The work which has already been done on FRMCS in SA6 was based on non-normative requirements stated in TR 22.889. The P-CR clarifies the scope for Rel-15 on FRMCS in TR 23.790 by moving those features to a new annex, which won't be part of this release. Features which are intended to be part of Rel-15 remain in the main body of TR. 
2. Reason for Change
The TR 23.790 needs alignment with the latest results on FRMCS / MONASTERY in stage 1.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.790 v0.3.0.
* * * First Change * * * *

4
Gap Analyses

4.1
Introduction

In this section FRMCS requirements captured in stage 1 [9] are reviewed. Comparison with existing 3GPP specifications including normative specifications 3GPP TS 23.379 [3], 3GPP TS 23.280 [4], 3GPP TS 23.281 [5] and 3GPP TS 23.282 [6] and a gap analyses is provided.
FRMCS requirements are verified towards MC service specifications, categorized into subsections and a detailed functional analysis is provided accordingly.





4.2
Multi user talker control

4.2.1
Description

In current MCPTT group call model, only one MCPTT client is permitted to transmit voice in a group call, but in FRMCS multi-user voice communication, multiple talkers of one group call are permitted to transmit voice simultaneously.

According to 3GPP TR 22.889 [9] ([R-9.7.1 to R-9.7.7]), multi user talker control application shall be able to limit the number of simultaneous talker. The number can be one up to all communication participants within a group communication. In addition, the number of simultaneous talkers can be changed at any time during the communication and the right to speak, up to a maximum number of simultaneous talkers, shall be granted, rejected or queued based on certain criteria (e.g. priority, identity, call type). FRMCS users are informed if their request is rejected, queued or if the right to speak is revoked. An entitled FRMCS user shall be able to select and de-select an FRMCS user(s) being able to talk in a multi-user voice communication at any time.

To support and control multiple FRMCS user transmitting voice simultaneously, the following issues need further study.

4.2.2
Potential gaps

1.
Missing configuration and procedures to control the maximum number of simultaneous talkers based on certain criteria (e.g. identity, priority or call type);

2.
Missing floor control mechanisms to support floor grant, reject or revoke for a multi simultaneous MCPTT talkers’ scenario;

3.
Study where the voice bridge is carried out in the case of multiple simultaneous talkers.













4.3
Functional identity and role management

4.3.1
Description

In the current MC service specification 3GPP TS 23.280 [4], user identity management functions are supported, but identity management including the FRMCS user’s role (e.g. train driver) and eventually linked with the type of equipment used (e.g. cabin radio) is not supported.

According to 3GPP TR 22.889 [9] ([R-9.3.2 to R-9.3.8]), a FRMCS user role (e.g. driver) is mandatory part of an FRMCS functional identity. Functional identity management shall support the registration, deregistration as well as the interrogation to functional identity including the applicable role and the FRMCS equipment type used. Registration procedures shall be support even without human intervention, based on certain criteria (e.g. equipment type). The FRMCS systems shall support interrogation procedures to retrieve additional identities based on an available identity.

Editor's note: It is FFS whether there are any impacts on the authentication procedure as functional entities and roles might be handled as aliases and are not used within the authentication process.

4.3.2
Potential gaps

1.
Missing procedures to allow authorization of FRMCS users for specific functional identities;

2.
Missing procedures to support FRMCS functional identity configuration;

3.
Missing procedures to support registration of a functional identity based on the FRMCS equipment type or user role;

4.
Missing procedures to support registration without human intervention based on certain criteria;

5.
Missing procedures to support querying of additional identities currently registered to a certain identity (based on a subscriber identity, FRMCS equipment identity, FRMCS user identity or functional identity);

6.
Identify the entities that are involved to support FRMCS functional identity management (e.g. MCPTT server in call setup scenario).




















































4.4
Architecture enhancement for FRMCS

4.4.1
Introduction

The gap issue on FRMCS internal functional partitioning with MC service functions and the transport facilities, e.g. LTE as well as interfaces between them are addressed in this section.

4.4.1
Description

To satisfy FRMCS specific service requirements, new functions may be introduced (e.g. Rail Functional Identity and Role Management function) including functional identity association and role-related permission control. On the other hand, FRMCS needs to invoke legacy MC services and transport services and enhancement on legacy services, functions and interfaces may also be required.

4.4.2
Potential gaps

1.
Identify FRMCS functions that are not covered by the existing MC services and the existing functional architecture, and identify new functionalities to be added to the MC services functions. Identify the necessary adaptation required for the overall system architecture.

2.
Identify interworking/interconnection functionality to legacy railway communication system e.g. GSM-R.

3.
Identify interface description between FRMCS functional entities and MC services functional entities. Determine the interfaces to be used by new FRMCS functions invoking legacy MC services.

* * * Next Change * * * *

Annex X: Gap Analyses for future features
X.1
Introduction
This annex provides text for a gap analyses of those features documented in 3GPP TR 22.889 [9] and are candidates for future features. The text may be reused if needed for subsequent work on FRMCS beyond Rel-15.  This annex stays as is, i.e. no further changes are expected.
X.2
Assured Voice Communication (AVC)
X.2.1
Description

Voice communication link monitoring is not supported by current MCPTT / MC service specification. To support this FRMCS specific requirement, new procedures and functions need to be introduced.

According to 3GPP TR 22.889 [9] ([R-9.2.2 to R-9.2.4]), Assured Voice Communication (AVC) shall provide an indication to FRMCS users as soon as a voice communication link is interrupted. It is invoked on an existing voice communication between two or more FRMCS users.
X.2.2
Potential gaps

1.
Missing mechanism(s) to detect voice communication link interruption during ongoing voice communication;

2.
If a voice communication link is interrupted, indicate to the remaining FRMCS users of the ongoing voice communication about the loss of a particular FRMCS user;

3.
Missing procedures, to report voice communication interruption event to the FRMCS server.

X.3
Multi-train voice communication between Drivers including Ground user(s)

X.3.1
Description

In current MCPTT group call model, there is some support of different type of users, but the concept of different roles (e.g. head of fire brigade) linked with certain privileges and priorities is limited. MCPTT supports normal calls and emergency calls, but a more general approach for supporting other call types is not supported. Same applies for providing a list of call candidates based on criteria like location or roles. The MCPTT ID is known by other MCPTT clients, but additional role information (e.g. head of fire brigade) is not provided, if not indicated by the MCPTT ID. MCPTT group communication has no automatic location based affiliation concept, e.g. users may be allowed to join a group based on their location, but they are not automatically put into the group based on their location.

According to 3GPP TR 22.889 [9] ([R-6.2.2 to R-6.2.3]), FRMCS system needs to, depending on the communication application i.e. multi-train voice communication, driver to controller voice communication or railway emergency communication, determine and handle which communication is presented to a FRMCS user, i.e. the priority of the communication type needs to be taken into account.
The FRMCS system needs to determine and present an initiating FRMCS user a list of other FRMCS user(s) that could be included in the communication. The determination may be based on different criteria (e.g. location information, speed and direction of travel and/or functional identities).

The FRMCS system needs to take the role (e.g. driver) of a FRMCS user into account in order to restrict the establishment of a voice communication to certain other FRMCS user (e.g. responsible controller).
The FRMCS system needs to provide the identities of the initiating entity (e.g. functional identity, user identity and/or subscriber identity).

Editor's note: It is FFS whether functional identity, user identity and/or subscriber identity should be treated as identities or simply aliases. 

The FRMCS system needs to add or remove FRMCS user from an ongoing group communication once criteria are met or not met anymore (e.g. FRMCS user entering or leaving a certain area) and inform all involved FRMCS users which FRMCS user were added or removed from the group communication.

X.3.2
Potential gaps

1.
Missing procedures to handle different roles and communication types when initiating a voice communication (e.g. for restricting or prioritization);

2.
Missing mechanisms to guide an initiating FRMCS user with information of other available FRMCS users when initiating a voice communication;

3.
Study whether additional mechanisms are needed to provide the identities (e.g. functional identity) of an initiating FRMCS user to target FRMCS user(s).

4.
Missing mechanism and procedures to add or remove FRMCS user(s) during a voice group communication once certain criteria are met or not met anymore.
X.4
Location management
X.4.1
Description

Location services are supported by the MC system, and according to 3GPP TS 23.280 [4], the location management server and location management client take the responsibility of the related handling.

According to 3GPP TR 22.889 [9] ([R-9.4.2 to R-9.4.4), since countries adopt different positioning solutions in legacy railway systems, multiple positioning solutions to locate an FRMCS may be supported. MC location management functions may be reused.

Various positioning information sources to be used by the FRMCS system that requires further enhancements on the current MC location functionality.

X.4.2
Potential gaps

1.
Missing is the management of the different positioning sources. Evaluate the solutions of defining new FRMCS location fucntion or invoking MC location functionality to satisfy FRMCS positioning requirement; 

2.
Missing is the aggregation of several positioning information. Study the enhancement on MC location service to aggregate various FRMCS positioning information to a consolidated positioning information of a FRMCS user.

Editor’s note: It is for FFS whether there are any impacts to the specification when multiple positioning methods are used to determine the location.
X.5
FRMCS user communication handling

X.5.1
Description

The current mission critical call model doesn’t support a framework that considers to permit or reject call attempts. MC services have defined a number of call scenarios when a call arrives at a MC user, those may work for FRMCS users too.

According to 3GPP TR 22.889 [9] ([R-9.5.3 to R-9.5.5]), FRMCS system shall only provide invitations for communication to entitled FRMCS users (e.g. based on called FRMCS user identity, functional identity or communication application).

If a subsequent call request arrives at a called FRMCS user during an ongoing communication, the FRMCS user may leave or terminate the ongoing communication or merge the ongoing communication with the new communication. A called FRMCS user may also reject or ignore an incoming call request.

X.5.2
Potential gaps

1.
Missing procedures or system configuration to handle different roles and communication types when initiating a voice communication (e.g. for restricting or prioritization).

Editor’s note: It is for FFS whether there are any enhancements needed to support additional call requests during a communication or to support if a called party can simply reject or ignore an incoming call request.

X.6
Interworking with GSM-R

X.6.1
Description

Interworking issues between MC system and legacy LMR system (e.g. TETRA, P25) are studied under FS_MCCI and captured in 3GPP TR 23.782 [8] and are considered under FS_FRMCS and captured in 3GPP TR 22.889 [9] as well. The basic call control functions are similar between MC system and legacy LMR system, however, in the railway scenarios, the call control model and interworking scenario are completely different, and thus interworking between FRMCS and GSM-R need further study. 

According to 3GPP TR 22.889 [9] FRMCS system should support interworking with GSM-R system without impacting the GSM-R system.

X.6.2
Potential gaps

The MC service specification does not support interworking with GSM-R:


1.
Identify interworking scenarios between FRMCS and GSM-R;

2.
Impact on FRMCS system architecture to support interworking with GSM-R.

Editor’s note: It is for FFS whether there are any impacts due to different call models used by FRMCS and GSM-R.
X.7
Emergency communication

X.7.1
Description

Emergency communication is supported in MC system according to service types (e.g. emergency voice) captured in 3GPP TS 23.379 [3], emergency video in 3GPP TS 23.281 [5] and emergency data in 3GPP TS 23.282 [6].

Per 3GPP TR 22.889 [9] ([R-6.4.3 to R-6.4.8]), FRMCS system shall support multiple multimedia emergency communication service types including emergency data (e.g. alert) and emergency voice, which can be supported by enhancing current MC emergency services.

The following issues need further study.

X.7.2
Potential gaps

1.
Enhancements on MCData emergency service to support FRMCS alert and to determine the target for an alert based on certain conditions (e.g. track section);

2.
Enhancements to allow the FRMCS system to enhance the alert with additional information (e.g. text or voice prompts) and to combine alerts, if appropriate;

3.
Enhancements on MCPTT emergency service to support FRMCS emergency voice in conjunction with an existing alert;

X.8
FRMCS system security framework

X.8.1
Description

The current mission critical system has several security related features which can be re-used by FRMCS. The handling of stolen or lost equipment is not part of the mission critical system.

According to 3GPP TR 22.889 [9] ([R-10.15.2]), FRMCS system needs to allow blocking the use of any FRMCS equipment when it is detected as being stolen or lost. If needed, the FRMCS system needs to allow unblocking of previously blocked FRMCS equipment.

X.8.2
Potential gaps

1.
Missing procedures to block and unblock stolen or lost FRMCS equipment.

Editor's note: As only LTE is considered as access technology for Rel-15, it is FFS whether additional mechanisms beyond those already provided by the PLMN are required.

* * * End of Changes * * * *

