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1. Introduction
TS 22.280 contains the following requirement to restrict the operational area of an MC service group:

[R-6.4.9-006] The MCX Service shall provide a mechanism for an MCX Service Administrator to confine use of an MCX Service Group to MCX Service Group Members in a particular geographic area.

This requirement was discussed in SA6#13 as a result of S6-161111 and subsequent revisions, but the automatic affiliation and de-affiliation mechanism of a MCPTT UE by an MCS server proposed in that document could not be agreed. This pCR proposes an alternative mechanism that builds on the approved pCR S6-161249 and which is based on the UE client itself determining whether it is outside the geographic area of coverage of the group.
To achieve this, an associated pCR to TS 23.280 adds to the group configuration data items defining the geographical area of the MC service group. These are two areas defining the inner and outer boundary areas of the group in order to provide hysteresis and prevent ping-pong at the boundary. These are added into the common group configuration data. It might be expected that a typical geographical area would be represented by a union of regions bounded (internally or externally) by polygons joining specified coordinates, or possibly one or more Mobile Country Codes in the case that a whole country was a permitted geographical area. In either case the size of the data set to define this is relatively small.

In addition, it is clarified that the affiliation and de-affilication processes may be automatically initiated by a boundary-crossing trigger.      
a) This proposal allows the UE to determine when the UE is in range or out of range of the group by using its internal location determining apparatus, independent of any signalling from the MCS server, thus reducing signalling and processing load on the MCS server.

b) The UE can notify its user as to whether (s)he is inside or outside the geographical coverage of the group.

c) Furthermore, this method can be used for off-network groups.

d) There is no requirement for the MCS server to affiliate and de-affiliate the UE from the group in question depending on the UE's present geographical location, only event-driven.
e) The mechanism makes use of existing information flows
2. Reason for Change
SA1 requirements in 22.280 on MCX Service will not be met if a mechanism is not available.
3. Conclusions

<void> 
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.379 v0.4.0
* * * First Change * * * *

10.3.3.1
MCPTT group affiliation procedure

Procedure for affiliation to MCPTT group(s) is described in figure 10.3.3.1-1.

Pre-conditions:

1.
MCPTT client has already been provisioned (statically or dynamically) with the group information, or a pointer to the group information, that the MCPTT client is allowed to be affiliated.

2.
MCPTT server may have retrieved the user subscription and group policy e.g. which user(s) are authorized to affiliate to what MCPTT group(s), priority, and other configuration data.

3.
MCPTT client may have indicated to the group management server that it wishes to receive updates of group configuration data for MCPTT groups(s) for which it is authorized (as described in subclause 10.1.5.3).

4.
The MCPTT client triggers the affiliation procedure. This is an explicit affiliation caused either by the MCPTT user or determined by a trigger event such as the MCPTT UE coming within a permitted geographic operational area of an MCPTT group.
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Figure 10.3.3.1-1: MCPTT group affiliation procedure

1.
MCPTT client of the MCPTT user requests the MCPTT server to affiliate to an MCPTT group or a set of MCPTT groups. The MCPTT client shall provide the initiating MCPTT ID and the MCPTT group ID(s) being affiliated to.

2a.
MCPTT server checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server then MCPTT server requests the group policy from the group management server.

2b.
MCPTT server receives the group policy from the group management server.

3.
Based on the group policy and user subscription, the MCPTT server checks if the MCPTT group(s) is enabled and if the MCPTT client is authorised to affiliate to the requested MCPTT group(s). The MCPTT server also performs the check for the maximum limit of the total number (N2) of MCPTT groups that the user can be affiliated to simultaneously.
4.
If the user of the MCPTT client is authorised to affiliate to the requested MCPTT group(s) then the MCPTT server stores the affiliation status of the user for the requested MCPTT group(s).

5.
MCPTT server confirms to the MCPTT client the affiliation (5a) and updates the group management server with the affiliation status of the user for the requested MCPTT group(s) (5b).

NOTE:
Steps 5a and 5b can occur in any order or in parallel.

* * * Next Change * * * *

10.3.4.2
MCPTT group de-affiliation procedure

Procedure for revoking the affiliation with an MCPTT group is described in figure 10.3.4.2-1.

Pre-conditions:

1.
MCPTT server has already subscribed to the MCPTT group information from group management server and has stored the data of MCPTT group(s) to which the MCPTT user is affiliated to.

2.
The MCPTT client triggers the de-affiliation procedure. This is an explicit de-affiliation requested either by the MCPTT user or determined by a trigger event such as the MCPTT UE moving outside a permitted geographic operational area of an MCPTT group.
NOTE:
The geographical operational area beyond which de-affiliation occurs may be larger than the geographical operational area within which affiliation is permitted, to avoid repeated affiliation and de-affiliation by a user on the edge of an operational area.
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Figure 10.3.4.2-1: MCPTT group de-affiliation procedure
1.
MCPTT client requests the MCPTT server to de-affiliate to an MCPTT group or set of MCPTT groups.

2.
Based on the user subscription and stored group policy, the MCPTT server checks if the user of the MCPTT client is authorized to de-affiliate to the requested MCPTT group(s) and if the user of the MCPTT client has affiliated to the requested MCPTT group(s).

3.
If the user of the MCPTT client has affiliated to the requested MCPTT group(s) and is authorized to de-affiliate to the requested MCPTT group(s) then the MCPTT server removes the affiliation status of the user for the requested MCPTT group(s).

4.
MCPTT server provides to the MCPTT client with the group de-affiliation response (4a) and updates the group management server with the de-affiliation status of the user for the requested MCPTT group(s) (4b).

NOTE:
Steps 4a and 4b can occur in any order or in parallel.
* * * End of Changes * * * *
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