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1. Introduction
This contribution is related to another pCR proposed to TS 23.280 with the solution to address the location management for all the services.
2. Reason for Change
The other pCR “23.280_location management for all the MC services” have captured the related subclasues in TS 23.280, so this pCR is proposed to make the following changes related to location in TS 23.379:

1)
Subclause 13.13: Remove the subclasue 13.13 with an additional EN to clarify the reference;
2)
Subclause 7.4.2.3.2: Remove the location tracking function in MCPTT server;

3)
Subclause 7.5.2.2: Remove the location information for multicast service in MCPTT-1;

4)
Subclause 10.6.2.6.3.1: Add an note in step 6 to clarify the how MCPTT server include the location in the MCPTT emergency alert to be sent to group members;
5)
Subclause 10.6.2.6.3.3: Modify the procedure of entering MCPTT alert area;
6)
Subclause 10.6.2.7: Add NOTE to clartify the location acquired at MCPTT server;
3. Proposal

It is proposed to agree the following changes to 3GPP TS TS 23.379 v0.4.0.
* * * First Change * * * *

10.13
Location information (on-network)
Editor’s Note: This subclause is added as a place holder. Some text may be needed here to reference the location of MCPTT contained in 3GPP TS 23.280 [18].
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* * * Next Change * * * *

7.4.2.3.2
MCPTT server

The MCPTT server functional entity provides centralised support for MCPTT services.

All the MCPTT clients supporting users belonging to a single group are required to use the same MCPTT server for that group. An MCPTT client supporting a user involved in multiple groups can have relationships with multiple MCPTT servers.

NOTE:
Possible requirements for handling multiple distinct media on different MCPTT servers are not covered in this version of the document.

The MCPTT server functional entity represents a specific instantiation of the GCS AS described in 3GPP TS 23.468 [10] to control multicast and unicast operations for group communications.

The MCPTT server functional entity is supported by the SIP AS, HTTP client and HTTP server functional entities of the signalling control plane.

By assuming the role of a GCS AS, the MCPTT server functional entity is responsible for:


-
requesting the allocation of multicast resources utilizing the media distribution function;

-
announcing the association of multicast resources to calls to MCPTT UEs;

-
determining for each MCPTT UE involved in a given call whether to use unicast or multicast transport; 

-
announcing the assignment of multicast transport for specific calls to MCPTT UEs; and

-
informing the media distribution function of the media streams requiring support for a given call.

The MCPTT server shall support the controlling role and the participating role. The MCPTT server may perform the controlling role for private calls and group calls. The MCPTT server performing the controlling role for a private call or group call may also perform a participating role for the same private call or group call. For each private call and group call, there shall be only one MCPTT server assuming the controlling role, while one or more MCPTT servers in participating role may be involved. 

The MCPTT server performing the controlling role is responsible for:

-
call control (e.g. policy enforcement for participation in the MCPTT group calls) towards all the MCPTT users of the group call and private call;

-
interfacing with the group management server for group policy and affiliation status information of this MCPTT server’s served affiliated users;
-
managing floor control entity in a group call and private call; and

-
managing media handling entity in call i.e. conferencing, transcoding.

The MCPTT server performing the participating role is responsible for:

-
call control (e.g. authorization for participation in the MCPTT group calls) to its MCPTT users for group call and private call;

-
group affiliation support for MCPTT user, including enforcement of maximum N2 number of simultaneous group affiliations by a user;

-
relaying the call control and floor control messages between the MCPTT client and the MCPTT server performing the controlling role; and

-
media handling in call for its MCPTT users, i.e. transcoding, recording, lawful interception for both unicast and multicast media.
NOTE:
The MCPTT server in the controlling role and the MCPTT server in the participating role can belong to the same MCPTT system or to different MCPTT systems.

For group regrouping involving multiple groups from primary and partner MCPTT systems,
-
the group host MCPTT server of the temporary group performs the controlling role and is responsible for the centralized floor control, and for arbitration according to the temporary group or user policies (e.g., priority);

-
the group host MCPTT server of the constituent MCPTT group is responsible for providing call invitations to their group members, and for filtering between constituent group members’ floor control requests according to the constituent group or user policies (e.g., priority); and

-
the MCPTT server responsible for the constituent MCPTT group members performs the participating role.
* * * Next Change * * * *

7.5.2.2
Reference point MCPTT-1 (between the MCPTT client and the MCPTT server)

The MCPTT-1 reference point, which exists between the MCPTT client and the MCPTT server, is used for MCPTT application signalling for establishing a session in support of MCPTT. The MCPTT-1 reference point shall use the SIP-1 and SIP-2 reference points for transport and routing of SIP signalling. The MCPTT-1 reference point may use the HTTP-1 and HTTP-2 reference points.

The TMGI is communicated between the MCPTT server and the MCPTT client using the MCPTT-1 reference point.

Information that is reported to the MCPTT server from the MCPTT client shall be configurable at the application layer. This interface may include the area where a UE is currently located, described as ECGI of the serving and neighbouring cell(s), MBMS SAIs, MBSFN Area ID. This information comes from the broadcast by the local cell, e.g. from SIB1 and SIB15 (see 3GPP TS 36.331 [14]) as decoded by the UE.

NOTE:
This reference point includes the GC1 reference point as described in 3GPP TS 23.468 [10]. It is assumed that the MCPTT server is performing the function of GCS AS. While 3GPP TS 23.468 [10] does not specify GC1 it does include high level descriptions of certain interactions on GC1, including those relating to the availability of multicast delivery for the application client. The MCPTT-1 reference point fulfils the requirements of the GC1 reference point for MCPTT.

Messages supported on this interface may also include the MCPTT server providing the MCPTT client with information describing the mapping of transport resources to specific group calls.
* * * Next Change * * * *

10.6.2.6.3.1
MCPTT emergency alert initiation

The procedure focuses on the case where an MCPTT client is initiating an MCPTT emergency alert unicast signalling for communicating the alert with the affiliated MCPTT members of that MCPTT group. An MCPTT client in the MCPTT emergency state gains elevated access privilege for all of the MCPTT user's mission critical applications. This procedure will place the MCPTT client in the MCPTT emergency state if the MCPTT client is not already in that state.

Procedures in figure 10.6.2.6.3.1-1 are the signalling control plane procedures for the MCPTT client initiating an MCPTT emergency alert with an MCPTT group i.e., MCPTT users on MCPTT client 1, MCPTT client 2 and MCPTT client 3 belong to the same MCPTT group which is defined on MCPTT group management server.

NOTE 1:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
The initiating MCPTT client 1 is affiliated with one or more MCPTT groups.

4.
The initiating MCPTT client 1 has been provisioned with an MCPTT group designated as the MCPTT emergency group.

NOTE 2:

Alternatively, the client could have been provisioned for emergency behaviour on the currently selected group.

5.
The initiating MCPTT client 1 may not have carried out an explicit affiliation procedure with the MCPTT group designated as the MCPTT emergency group.
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Figure 10.6.2.6.3.1-1 MCPTT emergency alert

1.
The user at the MCPTT client 1 initiates an MCPTT emergency alert. MCPTT client 1 sets its MCPTT emergency state. The MCPTT emergency state is retained by the MCPTT client until explicitly cancelled. 

2.
MCPTT client 1 requests the MCPTT server to send an MCPTT emergency alert request to the MCPTT group designated as the MCPTT emergency group. 

3.
MCPTT server checks whether the MCPTT user of MCPTT client 1 is authorized for initiation of MCPTT emergency alerts for the indicated MCPTT group.

4.
MCPTT server resolves the MCPTT group ID to determine the members of that MCPTT group and their affiliation status, based on the information from group management server.

5.
The MCPTT server sends the MCPTT emergency alert response to the MCPTT user 1 to confirm the MCPTT emergency alert request. MCPTT group calls made to this MCPTT group by the MCPTT client 1 will be sent as emergency calls until the emergency state on the MCPTT client 1 is cancelled.

6.
The MCPTT server sends an MCPTT emergency alert request towards the MCPTT clients of each of those affiliated MCPTT group members. The MCPTT emergency alert request message shall contain the following information: Location, MCPTT ID and MCPTT group ID (i.e., MCPTT user's selected MCPTT group or dedicated MCPTT emergency group, as per MCPTT group configuration) and the MCPTT user's mission critical organization name.
NOTE 3:
If in step 2, the MCPTT client 1 does not include the location information in the MCPTT emergency alert request to the MCPTT server, the MCPTT server shall get the location of user at the MCPTT client 1 from the location management server. If the location is included in step 2, then the MCPTT server shall use the location from MCPTT client 1.
7.
MCPTT users are notified of the MCPTT emergency.

8.
The receiving MCPTT clients send the MCPTT emergency alert response to the MCPTT server to acknowledge the MCPTT emergency alert.

9.
The MCPTT server implicitly affiliates MCPTT client 1 to the emergency group if the client is not already affiliated.

NOTE 4:
Sending the emergency alert without making a request to also start an emergency call does not put the group into the ongoing emergency condition.

NOTE 5:
Sending the emergency alert does not put the other UEs in the group into an emergency state.

NOTE 6:
The MCPTT client 1 need not initiate a group call. For example, the MCPTT client can be configured to only allow alerts or the MCPTT user can choose not to make an MCPTT emergency group call.
* * * Next Change * * * *

10.6.2.6.3.3
Entering MCPTT emergency alert area
Editor’s Note:
MCPTT emergency alert triggered by MCPTT client locally which stores the predefined area is another possible solution. How to define this procedure and how to combine the two solutions is FFS.

The procedure focuses on the case where an MCPTT service emergency alert to be triggered when an MCPTT UE moves into a predefined area. This procedure will place the MCPTT client in the MCPTT emergency state if the MCPTT client is not already in that state.

Procedures in figure 10.6.2.6.3.3-1 are the signalling control plane procedures for the MCPTT server triggers an MCPTT emergency alert with an MCPTT group i.e., MCPTT users on MCPTT client 1, MCPTT client 2 and MCPTT client 3 belong to the same MCPTT group which is defined on MCPTT group management server.

NOTE:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

2.
All members of the MCPTT group belong to the same MCPTT system.
3.
An area in which the MCPTT client should send emergency alert is pre-defined in MCPTT server.
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Figure 10.6.2.6.3.3-1 Entering MCPTT emergency alert area
1.
MCPTT server acquires the latest location information of user at MCPTT client 1 from location management server as described in subclause 10.X.3.7 in 3GPP TS 23.280[X].

2.
MCPTT server checks whether MCPTT client 1 has moved into a predefined area.

3.
If so, MCPTT server sends an MCPTT emergency alert area trigger to MCPTT client 1 to notify that it has moved in to the area in potential danger.

4.
MCPTT client 1 notifies the MCPTT user about the MCPTT emergency alert area.

5.
MCPTT client 1 initiates MCPTT emergency alert procedure as described in 10.6.2.6.3.1.
10.6.2.7
Location of current talker

Figure 10.6.2.7-1 shows the high level procedure to for MCPTT service to provide the location information about the current talking user to all the receiving MCPTT users.

Precondition:
1.
There is on-going group call involving MCPTT client 1 and MCPTT client 2.
2.
MCPTT client 1 is the current talking user.
3.
MCPTT server has obtained the location information of MCPTT client 1 according to subclause 10.14.
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Figure 10.6.2.7-1: Providing location information of the current talker
1.
MCPTT client 1 gets the floor to transmit voice media.
2.
MCPTT server checks the privacy policy (authorisation to provide location information to other MCPTT users on a call when talking, as defined in Annex A.3) of the current talking MCPTT user to decide if the location information of MCPTT client 1 can be provided to other MCPTT users on the call.
NOTE:
MCPTT server acquires the location of the current talker from the location management server as described in subclause 10.x.3.7 in 3GPP TS 23.280[X]
3.
MCPTT server provides the location information of MCPTT client 1 to MCPTT client 2.
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