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Abstract: This contribution proposes Terminology alignment in CFA TS
1. Discussion
The following terms are to be aligned in 23280.
MC service

MC service group

MC service ID

MC service group ID

MC service UE

MC service user
MC system

MC service provider

1.1 This contribution proposes the modifications to 23280 for terminology alignment.
2. Proposal
************************Change-1 Start********************

5.1.1
Service continuity

Service continuity feature shall only be supported between on-network MC service and UE-to-network relay MC service as specified in 3GPP TS 23.237 [9], for all MC service calls.

The MC service UE, prior to going out of E-UTRAN coverage, should attempt to make use of a ProSe UE-to-network relay in order to support the service continuity. 
Editor’s Note:
Capturing the specific IMS procedures from 3GPP TS 23.237 and removing the restrictive scope of service continuity is FFS.
************************Change-1 End********************
************************Change-2 Start********************

5.2.3
UE-to-network relay MC service requirements

To support the requirement that a public safety ProSe UE-to-network relay shall be able to restrict the relayed group communication on a per group basis, the MC service should be able to provide a means for an MC service administrator to configure a ProSe UE-to-network relay with a list of allowed MC service groups. For each allowed MC service group, a unique associated relay service code should be allocated and it may be provided to the relay UE from MC service server or DPF.

NOTE:
According to the PLMN operator's configuration, one relay service code can map to one or multiple MC service group(s).
************************Change-2 End********************

************************Change-3 Start********************

8.1.1
Mission Critical user identity (MC ID)

The mission critical user identity is also known as the MC ID. The MC ID is the identity that an MC service user presents to the identity management server during a user authentication transaction. In general, since identity management is a common service it uses an identity which is linked to a set of credentials (e.g. biometrics, secureID, username/password) that may not necessarily be tied to a single mission critical service. The MC ID and the MC service ID may be the same. The MC ID uniquely identifies the MC service user to the identity management server. The MC ID is used by the identity management server to provide the identity management client a means for mission critical service authentication. 

NOTE:
The specific security and authentication mechanisms required in order to use the MC user identity is specified in 3GPP TS 33.179 [16].

************************Change-3 End********************

************************Change-4 Start********************

8.2
SIP signalling control plane

The SIP signalling control plane depends upon the use of both a private user identity and one or more public user identities.

When the signalling user agent sends registration requests to the registrar / application service selection, the private user identity is used to find corresponding credentials for authentication of the signalling user agent by the registrar / application service selection. This private user identity fulfils the same functions as the IMPI defined in 3GPP TS 23.228 [8].

All SIP signalling messages sent by a signalling user agent to an MC service server via a SIP core use a public user identity as the identifier to enable signalling messages to be routed through the SIP system. The public user identity fulfils the same functions as IMPU defined in 3GPP TS 23.228 [8].
NOTE 1:
The relationship between the private user identity and public user identity is defined in 3GPP TS 23.228 [8].
The public user identities do not necessarily contain any application-level attributes of MC services (e.g., MCPTT ID). Any association of the public user identities with such attributes occurs at the application layer only.
When the SIP core and the MC service are part of the same trust domain, public user identities may be provided by the MC service provider, or the PLMN operator. When the SIP core and the MC service are part of the different trust domains, public user identities may be provided by the PLMN operator.
NOTE 2:
The MC service provider can have an agreement with the PLMN operator to manage a pool of public user identities.
The SIP core may generate public GRUUs and temporary GRUUs in order to uniquely identify MC service UEs when a user logging on from multiple devices or multiple users sharing the same device is supported per 3GPP TS 23.228 [8].
Public service identity is used as the identifier to route SIP signalling for the MC system. The public service identity fulfils the same functions as PSI defined in 3GPP TS 23.228 [8].
************************Change-4 End********************

************************Change-5 Start********************

10.1
MC service configuration

10.1.1
General
Depicted in figure 10.1.1-1 is a MC service configuration time sequence of the data related to specific MC service, representing the general lifecycle of MC service UE using an MC service.
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Figure 10.1.1-1 MC service UE configuration time sequence and associated configuration data 
The MC service UE is provided with initial UE configuration via a bootstrap procedure that provides the MC service UE's clients (e.g. MC service client, group management client, configuration management client, identity management client, key management client) with critical information needed to connect to the MC system. This includes PDN connection information corresponding to the configured MC services on the MC service UE (see "EPS bearer considerations" in the corresponding MC service TS) and on-network server identity information for all application plane servers with which the MC service UE needs to interact. See annex A.6 for more information.

The MC service UE is provided with UE configuration, MC service user profile configuration and group configuration via online configuration. While the MC service UE is using the MC service it may receive online configuration updates.

The MC service is configured with the service configuration (not shown in the figure 10.1.1-1) which the MC service enforces during the entire phase of MC service UE using the MC service.
************************Change-5 End********************

************************Change-6 Start********************

10.1.2
Information flows for MC service configuration

10.1.2.1
Store group configuration request
Table 10.1.2.1-1 describes the information flow store group configuration request from the group management client to the group management server.

Table 10.1.2.1-1: Store group configuration request
	Information element
	Status
	Description

	MC service group ID
	M
	MC service group ID of the group

	MC service  group configuration data
	M
	MC service group configuration data


10.1.2.2
Store group configuration response
Table 10.1.2.2-1 describes the information flow store group configuration response from the group management server to the group management client.

Table 10.1.2.2-1: Store group configuration response
	Information element
	Status
	Description

	MC service group ID
	M
	MC service group ID of the group

	Result
	M
	Indicates the success or failure for the result


10.1.2.3
Get group configuration request
Table 10.1.2.3-1 describes the information flow get group configuration request from the group management client to the group management server.

Table 10.1.2.3-1: Get group configuration request
	Information element
	Status
	Description

	MC service group ID
	M
	MC service group ID of the group

	MC service group information reference
	M
	Reference to configuration data for the MC service group


10.1.2.4
Get group configuration response
Table 10.1.2.4-1 describes the information flow get configuration response from the group management server to the group management client.

Table 10.1.2.4-1: Get group configuration response
	Information element
	Status
	Description

	MC service group ID
	M
	MC service group ID of the group

	MC service group configuration data
	M
	MC service group configuration data


10.1.2.5
Subscribe group configuration request
Table 10.1.2.5-1 describes the information flow subscribe group configuration request from the group management client to the group management server.

Table 10.1.2.5-1: Subscribe group configuration request
	Information element
	Status
	Description

	MC service group ID
	M
	MC service group ID of the group


10.1.2.6
Subscribe group configuration response
Table 10.1.2.6-1 describes the information flow subscribe group configuration response from the group management server to the group management client.

Table 10.1.2.6-1: Subscribe group configuration response
	Information element
	Status
	Description

	MC service group ID
	M
	MC service group ID of the group

	Result
	M
	Indicates the success or failure for the result


10.1.2.7
Notify group configuration request
Table 10.1.2.7-1 describes the information flow notify group configuration request from the group management server to the group management client.

Table 10.1.2.7-1: Notify group configuration request
	Information element
	Status
	Description

	MC service group ID
	M
	MC service group ID of the group

	MC service group information reference (NOTE)
	O
	Reference to information stored relating to the MC service group

	Group related key material (NOTE)
	O
	Key material for use with the MC service group

	NOTE: 
At least one of these information elements shall be present.


10.1.2.8
Notify group configuration response
Table 10.1.2.8-1 describes the information flow notify group configuration response from the group management client to the group management server.

Table 10.1.2.8-1: Notify group configuration response
	Information element
	Status
	Description

	MC service group ID
	M
	MC service group ID of the group

	Result
	M
	Indicates the success or failure for the result


Editor's note:
The aspect of providing common information flows for the configurations related to different MC services is FFS. 
************************Change-6 End********************

************************Change-7 Start********************

10.1.3
MC service UE configuration data

10.1.3.1
General
The MC service UE configuration data has to be known by the MC service UE before it can use the MC service.
10.1.3.2
Procedures

The procedure for MC service UE obtaining the MC service UE related configuration data is illustrated in figure 10.1.3.2-1.
Pre-conditions:

-
The MC service UE has the secure access to the configuration management server.
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Figure 10.1.3.2-1: MC service UE obtains the configuration data
1.
The configuration management client sends a get MC service UE configuration request to the configuration management server for obtaining MC service UE configuration data.

2.
The configuration management server sends get MC service UE configuration response to the configuration management client. This message carries the MC service UE configuration data.
************************Change-7 End********************
************************Change-8 Start********************
10.1.5
MC service group configuration management

10.1.5.1
Store group configurations at the group management server

The procedure for store group configurations at the group management server is described in figure 10.1.5.1-1.

Pre-conditions:

-
The group management server may have some pre-configuration data which can be used for online group configuration validation;
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Figure 10.1.5.1-1: Store group configurations at group management server
1.
The group configurations are received by the group management client of an authorized user.

2.
The received group configurations are sent to the group management server for storage using a store group configuration request.
3.
The group management server may validate the group configurations before storage.

4.
The group management server stores the group configurations.

5.
The group management server provides a store group configuration response indicating success or failure. If any validation or storage fails, the group management server provides a failure indication in the store group configuration response.

10.1.5.2
Retrieve group configurations at the group management client

The procedure for retrieve group configurations at the group management client is described in figure 10.1.5.2-1. This procedure can be used following service authorisation when the configuration management client has received the list of groups and the group management client needs to obtain the group configurations, or following a notification from the group management server that new group configuration information is available.

Pre-conditions:

-
The group management server has received configuration data for groups, and has stored this configuration data;

-
The MC service UE has registered for service and the group management client needs to download group configuration data applicable to the current user.
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Figure 10.1.5.2-1: Retrieve group configurations at group management client

1.
The group management client requests the group configuration data.

2.
The group management server provides the group configuration data to the client.

3.
The group management client stores the group configuration information.
10.1.5.3
Subscription and notification for group configuration data
The procedure for subscription for group configuration data as described in figure 10.1.5.3-1 is used by the group management client to indicate to the group management server that it wishes to receive updates of group configuration data for groups for which it is authorized.

Pre-conditions:

-
The group management server has some group configurations stored.
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Figure 10.1.5.3-1: Subscription for group configurations

1.
The group management client subscribes to the group configuration information stored at the group management server using the subscribe group configuration request.

2.
The group management server provides a subscribe group configuration response to the group management client indicating success or failure of the request.
The procedure for notification of group configuration data as described in figure 10.1.5.3-2 is used by the group management server to inform the group management client that new group configuration data is available. It can also be used by the group management server to provide new group related key material to the group management client.

Pre-conditions:

-
The group management client has subscribed to the group configuration information

-
The group management server has received and stored new group configuration information, or the group management server has generated and stored new key material, or both of these have occurred.
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Figure 10.1.5.3-2: Notification of group configurations

1.
The group management server provides the notification to the group management client, who previously subscribed for the group configuration information. Optionally, the notify group configuration request may contain group related key material for the group management client.

2.
The group management client provides a notify group configuration response to the group management server.

3.
If the group management server had provided group related key material to the group management client, the group management client stores the key material.

If the group management server has notified the group management client about new group configuration information through this procedure, the group management client may then follow the procedure described in subclause 10.1.5.2 in order to retrieve that group configuration information.

10.1.5.4
Structure of group configuration data

The group configuration data contains common group configuration data and MC service specific group configuration data. The common group configuration data is common to all MC services.

The group configuration data is organized as:

-
common group configuration data as listed in Annex A.4; and

-
MC service specific group configuration data as listed in the corresponding MC service TS.
10.1.5.5
Dynamic data associated with a group

There may be dynamic data associated with a group. The following dynamic data is known to the MC service server and provided when requested:

Table 10.1.5.5-1: Dynamic data associated with a group
	Parameter description

	Status i.e. indication of potential emergency or in-peril status of the group, together with the identification of the user who has performed the last modification of this status.

	Affiliation status of each MC service ID of the group corresponding to the MC service and the Contact URI(s) from which the user affiliated.

	Contact URIs used for designation of the group e.g. aliases of group broadcast, group regroup group URIs.

	Media description for group media, including transport and multiplexing information.

	Group call ongoing.


************************Change-8 End********************
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