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1. Introduction

This pCR is a Rel-14 mirror to CR 23.179-0120.
2. Reason for Change

This is currently only very minimal specification of the default MCPTT user profile in TS 23.179. Also, the MCPTT UE config time sequence diagram is out of date and incorrect with regards to terminology used and is missing the step of MCPTT service authorization, which is needed before MCPTT operations can occur.
3. Conclusions

It is seen as beneficial to more clearly specify the default MCPTT user profile and correct the MCPTT UE config time sequence diagram.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.280.

* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Default MC service user profile: The MC service user profile that is applicable for an unauthenticated MC service user, and which is configured to the MC service UE.
Location: The current physical location of the MC service UE.
Mission critical system: The collection of applications, services, and enabling capabilities required to provide a single mission critical service or multiple mission critical services to one or more mission critical organizations.
MC service group: A defined set of MC service users with associated communication dispositions (e.g. media restrictions, default priority and commencement directions) configured for the use with one or more MC services.

MC service group affiliation: A mechanism by which an MC service user's MC service(s) communication interest in one or more MC service groups is determined.
MC service group call: A mechanism by which an MC service user can make a one-to-many MC service(s) transmission to other users that are members of MC service group(s).

MC service group de-affiliation: A mechanism by which an MC service user's MC service(s) communication interest in one or more MC service groups is removed.

MC service group home system: The mission critical system where the MC service group is defined.
MC service group host MC service server: The MC service server within a mission critical system which provides centralised support for a particular MC service of an MC service group defined in a MC service group home system.
MC service group member: An MC service user authorized, upon successful affiliation, to participate in group communications of a particular MC service group.
MC service user: An authorized user, who can use an MC service UE to participate in one or more MC services.

MC service user profile: The set of information associated to an MC service user that allows that user to employ one or more MC services in a given role and/or from a given MC service UE.
MC service UE: A UE that can be used to participate in one or more MC services.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.280 [3] apply

Mission Critical

Mission Critical Applications

Mission Critical Organization

Mission Critical Service

Editor’s Note: Description is required.
* * * Next Change * * * *

8.1.2
MC service user identity (MC service ID)

The MC service user identity is also known as the MC service ID. The MC service ID is a globally unique identifier within the MC service that represents the MC service user. The MC service ID identifies an MC service user. The MC service ID may also identify one or more MC service user profiles for the user at the application layer.

There are attributes associated with the MC service ID configured in the MC service that relate to the human user of the MC service. Typically this information identifies the MC service user, by name or role, may also identify a user's organization or agency, and may also identify MC service user’s service subscription to one or more MC services. Such attributes associated with an MC service ID can be used by the MC service server to make authorization decisions about the MC service granted to the user. For example, if the MC service user is subscribed to MCPTT service, an attribute that identifies a user's role as an incident commander could automatically be used by the MCPTT service to grant the user additional administrative rights over the creation of groups, or access to privileged talk groups.

The MC service ID shall be a URI. The MC service ID uniquely identifies an MC service user in an MC system. The MC service ID indicates the MC system where the MC service ID is defined. 

When required by the MC service provider, the MC service ID is hidden from the signalling control plane.

A default or temporary MC service ID may be used where a user is not yet associated with a device. When a user would like to use one or more MC services but has not been authenticated by the identity management server, a default or temporary MC service ID and a corresponding default MC service user profile may be used.
Editor's note:
The usage impact of MC service ID on user profile management is FFS. 
* * * Next Change * * * *

10
Procedures and information flows

10.1
MCPTT configuration

10.1.1
General
Depicted in figure 10.1.1-1 is a MC service configuration time sequence of the data related to specific MC service, representing the general lifecycle of MCS UE using an MC service.



Figure 10.1.1-1 MCS UE configuration time sequence and associated configuration data 
The MCS UE is provided with initial UE configuration via a bootstrap procedure that provides the MCS UE's clients (e.g. MCS client, group management client, configuration management client, identity management client, key management client) with critical information needed to connect to the MCPTT system. This includes PDN connection information (see subclause 5.2.9.1 of 3GPP TS 23.379 [13]) and on-network server identity information for all application plane servers with which the MCS UE needs to interact. See annex A.6 for more information.
The MCS UE is provided with UE configuration, MCPTT user profile configuration and group configuration via online configuration. While the MCS UE is using the MC service it may receive online configuration updates.
The MC service is configured with the service configuration (not shown in the figure 10.1.1-1) which the MC service enforces during the entire phase of MCS UE using the MC service.
* * * End of changes * * * *
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