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* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Automatic commencement mode: A mode in which the initiation of the private call does not require any action on the part of the receiving MCPTT user.

Default MCPTT user profile: The MCPTT user profile that is applicable for an unauthenticated MCPTT user, and which is configured to the MCPTT UE.
Group affiliation: A mechanism by which an MCPTT user's interest in one or more MCPTT groups is determined.
Group call: A mechanism by which an MCPTT user can make a one-to-many MCPTT transmission to other users that are members of MCPTT group(s).

Group de-affiliation: A mechanism by which an MCPTT user's interest in one or more MCPTT groups is removed.

Group home MCPTT system: The MCPTT system where the MCPTT group is defined.
Group host MCPTT server: The MCPTT server within an MCPTT system which provides centralised support for MCPTT services of an MCPTT group defined in a group home MCPTT system.
Manual commencement mode: A mode in which the initiation of the private call requires the receiving MCPTT user to perform some action to accept or reject the call setup.

On-network MCPTT service: The collection of functions and capabilities required to provide MCPTT via EPS bearers using E-UTRAN to provide the last hop radio bearers.

UE-to-network relay MCPTT service: The collection of functions and capabilities required to provide MCPTT via a ProSe UE-to-network relay using ProSe direct communication paths to provide the last hop radio bearer(s).

For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [2] apply:

Dispatcher

Floor control

MCPTT administrator

MCPTT service

MCPTT system

MCPTT UE

MCPTT user

MCPTT User Profile

Mission Critical Organization

Mission Critical Push To Talk

Off-network MCPTT service

Partner MCPTT system

Primary MCPTT system

Private call
For the purposes of the present document, the following terms and definitions given in IETF RFC 5245 [15] apply:

Candidate

Candidate pair

* * * Next Change * * * *

8.1.2
MCPTT user identity (MCPTT ID)

The MCPTT user identity is also known as the MCPTT ID. The MCPTT ID is a globally unique identifier within the MCPTT service that represents the MCPTT user. The MCPTT ID identifies an MCPTT user. The MCPTT ID may also identify an MCPTT user profile for the user at the MCPTT application layer.

There are attributes associated with the MCPTT ID configured in the MCPTT service that relate to the human user of the MCPTT service. Typically this information identifies the MCPTT user, by name or role, and may also identify a user's organization or agency. Such attributes associated with an MCPTT ID can be used by the MCPTT server to make authorization decisions about the MCPTT service granted to the user. For example, an attribute that identifies a user's role as an incident commander could automatically be used by the MCPTT service to grant the user additional administrative rights over the creation of groups, or access to privileged talk groups.

The MCPTT ID shall be a URI. The MCPTT ID uniquely identifies an MCPTT user in an MCPTT system. The MCPTT ID indicates the MCPTT system where the MCPTT ID is defined. 

When required by the MCPTT service provider, the MCPTT ID is hidden from the signalling control plane.

A default or temporary MCPTT ID may be used where a user is not yet associated with a device. When a user would like to use MCPTT services but has not been authenticated by the identity management server, a default or temporary MCPTT ID and a corresponding default MCPTT user profile may be used.
* * * Next Change * * * *

10
Procedures and information flows

10.1
MCPTT configuration

10.1.1
General
Depicted in figure 10.1.1-1 is a MCPTT configuration time sequence of the data in Annex B, representing the general lifecycle of MCPTT UE using MCPTT service.
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Figure 10.1.1-1 MCPTT UE configuration time sequence and associated configuration data 
The MCPTT UE is provided with initial UE configuration via a bootstrap procedure that provides the MCPTT UE's clients (e.g. MCPTT client, group management client, configuration management client, identity management client, key management client) with critical information needed to connect to the MCPTT system. This includes PDN connection information (see subclause 5.2.9.1) and on-network server identity information for all application plane servers with which the MCPTT UE needs to interact. See annex B.6 for more information.

The MCPTT UE is provided with UE configuration, MCPTT user profile configuration and group configuration via online configuration. While the MCPTT UE is using the MCPTT service it may receive online configuration updates.

The MCPTT service is configured with the service configuration (not shown in the figure 10.1.1-1) which the MCPTT service enforces during the entire phase of MCPTT UE using the MCPTT service.
* * * Next Change * * * *

B.6
Initial UE configuration data

The initial UE configuration data is essential to the MCPTT UE to successfully connect to the MCPTT system. Data in table B.6-1 is provided to the MCPTT UE's clients (e.g. MCPTT client, group management client, configuration management client, identity management client, key management client) during the bootstrap process (see subclause 10.1.1) and can be configured on the MCPTT UE offline using the CSC-11 reference point or via other means e.g. as part of the MCPTT client's provisioning on the UE, using a device management procedure. 
Table B.6-1: Initial configuration data (on-network)
	Reference
	Parameter description

	Subclause 5.2.9.1, subclause 10.1.1
	PDN connectivity information:

-
HPLMN ID and optionally VPLMN ID

-
MCPTT service APN and PDN access credentials

-
MC common core services APN and PDN access credentials

-
MC identity management service APN and PDN access credentials

	Subclause 10.1.1
	Application plane server identity information (e.g. FQDNs or IP addresses, port numbers) for:

-
Identity management server

-
Group management server

-
Configuration management server

-
Key management server

	Subclause 8.1.2
	Default MCPTT user profile


* * * End of changes * * * *
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