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1
Discussion

Change 1, clause 2:
Removed the reference to 23.179, it is not used.

Minor corrections to document names

Two document references in one line, separate into two separate references

Change 2, clause 4.1.2.2.1

Fix two incorrect figure references.

Change 3, clause 5.3.1.1

Add TIA in front of TIA references.

Change 4, clause 5.6.1.1

Formatting changes.

Removed redundant references, the 26.179 reference is adequate.

Change 5, clause 6.1.1

Added 23.379 name to its reference.

Removed extra MCPTT

Change 6, clause 5.5.2

Replaced generic reference "identified other sub-clauses of the present document" with "identified in sub-clause 5.5.1 of the present document".

Change 7, clause 5.9:

Replaced generic reference "as described in other sub-clauses in the present document" with "as described in sub-clauses 5.6, 5.7 and 5.3.1 of the present document"

Replaced generic reference "described in another sub-clause in the present document" with "as described in sub-clause 5.3.1 of the present document"

Change 8, Annex A:
Remove S6-160729, from change list, it was not approved and was not incorporated into the TR.
Change 9, clause 3.2

Missing line feed.
3
Conclusion

The following changes are proposed:
-------------------------------------------Begin First Change-----------------------------------------------
1 2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.179: "Mission Critical Push to Talk (MCPTT) over LTE; Stage 1".

[4]
ETSI EN 300 392‑1: "Terrestrial Trunked Radio (TETRA); Voice plus Data; Part 1: General Network Design".
[5]
ITU‑T Recommendation E.218: "Management of the allocation of terrestrial trunk radio Mobile Country Codes".
[6]
TIA TSB‑102‑B: "Project 25 TIA‑102 Document Suite Overview".
[7]
TIA TIA‑102.AABC‑D: "Project 25 Trunking Control Channel Messages".
[8]
TIA TIA‑102.BACA‑B: "Project 25 Inter-RF Subsystem Interface Messages and Procedures for Voice Services, Mobility Management, and RFSS Capability Polling Services".
[9]
TIA TIA‑102.AABD‑B: "Project 25 Trunking Procedures".
[10]
ETSI EN 300 395-2: Terrestrial Trunked Radio (TETRA): Speech codec for full-rate traffic channel; Part 2: TETRA codec.

[11]
3GPP TS 26.179: "MCPTT - Codecs and media handling".
 
[13]
3GPP TS 23.379: "Functional architecture and information flows to support Mission Critical Push To Talk (MCPTT); Stage 2".
[14]
ETSI ETS 300 392‑11‑22: "Terrestrial Trunked Radio (TETRA); Voice plus Data (V+D); Part 11: Supplementary services stage 2; Sub-part 22: Dynamic Group Number Assignment (DGNA)".

[xx]
TIA TIA-102.BABA: "Project 25 Vocoder Description".

[yy]
TIA TIA-102.BABA-1: "Project 25 Half Rate Vocoder Addendum".

-------------------------------------------Begin Second Change-----------------------------------------------
4.1.2.2
Scenario 2: Group call

4.1.2.2.1
MCPTT UE A or TETRA MS B initiates a group call
Figure 4.1.2.2.1-1 and figure 4.1.2.2.1-2 illustrate these scenarios:
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Figure 4.1.2.2.1-1: MCPTT UE A initiates a group call 
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Figure 4.1.2.2.1-2: TETRA MS B initiates a group call 
In these scenarios, UE A and other UEs of MCPTT system A, MS B and other MSs of TETRA system B, participate in the same group call. The MCPTT and TETRA systems are connected via the interworking interface such that any call is placed to all participants in both systems.
As shown in figure 4.1.2.2.1-1, MCPTT UE A initiates a group call which results in group communication with group members belonging to both MCPTT and TETRA systems.
As shown in figure 4.1.2.2.1-2, TETRA MS B initiates a group call which results in group communication with group members belonging to both MCPTT and TETRA systems.
Editor’s Note:
Which system is the controlling system for group call is FFS.
Editor’s Note:
Whether MCPTT UE A and TETRA MS B involving the group call belongs to the same group or different groups is FFS.
-------------------------------------------Begin Third Change-----------------------------------------------
5.3.1.1
Description

In the TETRA Standard, an Individual TETRA Subscriber Identity (ITSI) consists of a 48 bits length structure comprising the TETRA Mobile Country Code, TETRA Mobile Network Code, and Individual Short Subscriber Identity (ISSI) of the Terminal. The ISSI is unique within one TETRA system. The numbering scheme is specified in ETSI EN 300 392‑1 [4], and the TETRA Mobile Country Codes are specified in ITU‑T Recommendation E.218 [5].

In the P25 Standard, the Subscriber Unit ID (SUID) is 56 bits comprising the P25 Wide Area Communications Network (WACN) ID (20 bits), System ID (12 bits), and Unit Identifier (UID) (24 bits). The SUID is considered globally unique. The 24 bit UID is unique within the UID’s home system where a system = unique combination of WACN ID (20) + System ID (12). The numbering scheme is specified in TIA TSB‑102‑B [6], TIA TIA‑102.AABC‑D [7], TIA TIA‑102.BACA‑B [8] and TIA TIA‑102.AABD-B [9].
MCPTT user identity (MCPTT ID) is also a globally unique identifier within the MCPTT service that represents the MCPTT user, and is a Uniform Resource Identifier (URI).
Although the TETRA ITSI and P25 SUID provide functions which are analogous to MCPTT ID, they are comprised of different elements and have different fixed length structures e.g. TETRA ITSI is 48 bits, P25 SUID is 56 bits. In order to realise interworking between MCPTT and non-MCPTT systems, further study on mapping of different user identities is necessary.

-------------------------------------------Begin Fourth Change-----------------------------------------------
5.6.1.1
Description

Vocoder reconciliation is the process of selecting source vocoders and transcoding stages to facilitate communication between MCPTT users and legacy users.

Criteria for making "optimal" vocoder and transcoder choices should at a minimum include:

1. Intelligibility;

2. Tone transference;

3. Included population;

4. End-to-end encryption requirements;

5. Transcoding availability; and,

6. Trans-encryption authorization and availability.

Analog conventional systems have no "native" vocoder, per se, but will need to have a means of converting received digitised voice into analogue signals for transmission.

Digital legacy systems support at most two options for vocoder formats over the air (e.g., P25 phase 1 and 2 vocoders for some P25 trunking systems), or may only support a single format (e.g., P25 phase 1 vocoder for P25 conventional systems or ACELP for TETRA).

In TETRA, a speech codec has been specified for TETRA‑V2 in ETSI EN 300 395-2 [10]:
-
TETRA ACELP speech codec (mandatory):

-
IAT: 30 ms

-
Speech frame size: 137 bits

-
Data rate: 4566.7 bit/s

Project 25 codecs are described in TIA TIA‑102.BABA [xx] and TIA TIA‑102.BABA‑1 [yy]. The Improved Multi-Band Excitation (IMBE) voice coding algorithm is adopted as the Project 25 vocoder standard. It consists of a net bit rate of 4.4 kbps for voice information and a gross bit rate of 7.2 kbps after error control coding.

In 3GPP, two different speech codecs have been specified in 3GPP TS 26.179 [11].

· AMR-WB codec (mandatory)

-
IAT: 20 ms

-
Data rate: 9 modes with 6.60 kbit/s to 23.85 kbit/s

-
EVS codec in super-wideband mode (SWB) (optional)

-
IAT: 20 ms

-
Data rate: 13 modes (5.9 kbit/s to 128 kbit/s) + 9 WB-AMR Iw modes: 6.60 kbit/s to 23.85 kbit/s

The changing demand for a call (e.g. Late Call Entry) during its life time can affect the optimal vocoder selection for the call unless the vocoder is statically configured. For example, an optimal selection for a call that includes a P25 phase 1 system and MCPTT users who all support the Phase 1 vocoder may be to use the Phase 1 vocoder for the call. In the event that the P25 system no longer has demand for the call (e.g., the last P25 user de-affiliates with the group), a different vocoder selection might be optimal. Likewise, the addition of a P25 system (resulting from a new affiliation, for instance) to a call might result in a different optimal vocoder selection.

Gaps:

1.
Vocoder selection and transcoding mechanisms to allow voice to be accurately conveyed between users on legacy and MCPTT systems.
2.
Information content required to support various selection criteria;

3.
Security policies for trans-encryption;

4.
Management of vocoder selections in response to late call entry;

5.
Management of vocoder selections in response to call exit;

6.
Configuration mechanisms in legacy and/or MCPTT systems might not be adequate to statically configure talk groups for the lowest quality vocoder of all expected participants.

Editor’s note:
The study may require involvement of other standardisation groups, e.g. SA4.
-------------------------------------------Begin Fifth Change-----------------------------------------------
6.1.1
General

LMR system specifications define the equipment and sub-systems that constitute the network, including base stations and terminals. While in MCPTT systems, the MCPTT server provides centralised support for MCPTT services. In order to realize communication between these different systems, an interworking gateway (interworking GW) function is introduced to support protocol translation, identity mapping, routing, and so on.
Figure 6.1.1-1 illustrates a solution based on the existing architecture of an interworking mechanism.
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Figure 6.1.1-1: General Interworking architecture between MCPTT and LMR Systems

An interworking GW function is introduced in between the MCPTT system.and the LMR system.
The interworking GW is composed of two parts:

1.
An interface to the MCPTT system based on the current MCPTT specification 3GPP TS 23.379 [13], the IWF-1 can use a subset of existing MCPTT reference points (e.g. MCPTT-3 between one MCPTT server and another MCPTT server).

2.
An interface to the LMR system based on reference point(s) defined by the LMR system.
To ensure that calls can take place between MCPTT and LMR systems, The functionalities of the interworking gateway supported for interworking with MCPTT system and IWF-1 will be identified in MCPTT specification.

Editor’s note:
The functionalities of the interworking gateway supported for interworking with MCPTT system may be defined by other standard groups.

-------------------------------------------Begin Sixth Change-----------------------------------------------
5.5.2
Key issue #2 – Call Back
5.5.2.1
Description
Call Alert is an individually addressed legacy feature requesting that the destination user make a private call to the initiating user at some future time. Call Back request is an essentially identical MCPTT feature. For those legacy systems that support Call Alert functionality, there is no significant incompatibility between the features apart from those induced by the multiple instance problem identified in subclause 5.5.1 of the present document.

When a legacy user sends a call alert to a multiply instanced MCPTT user, the request should be propagated to all instances of the MCPTT user. The user of some instance will likely call back using a private call at some time.

When a MCPTT user makes a Call Back request to a legacy user, there is no addressing ambiguity in the message delivery. There is, however, a potential issue with how to direct the individual call placed by the legacy user to respond to the request. One approach to this problem would attempt to direct the call to the specific instance that made the Call Back request. Alternatively, the call could be directed to all instances of the MCPTT users without regard for which instance issued the request.

Gaps:

1.
Behavioural decision and approach for routing of private call from a legacy user to a MCPTT users in response to a Call Back request.

Editor's note:
It's unclear how the interoperability scenario described above maps to stage 1 requirements. Consultation with SA1 might be necessary.

-------------------------------------------Begin Seventh Change-----------------------------------------------
5.9
Prioritisation and pre-emption

5.9.1
Key issue #1 – Emergency calls

5.9.1.1
Description
An Emergency Group Call is the most critical of mission critical PTT calls, usually indicating a life threatening condition for the user. This group call typically has the highest priority when allocation of resources is concerned - second highest behind System Call in P25 and MCPTT systems. However, since System Call is rare, for all practical purposes an Emergency Group Call is the highest priority PTT call.

In addition to high priority, Emergency Group Calls may pre-empt (take resources away) from lower priority in-progress transmissions. This is configurable (ruthless pre-emption versus top-of-queue).

A user can initiate an Emergency Group Call by first indicating ergonomically that he/she is in an emergency situation. Emergency Group Calls can be initiated on the user’s currently selected group, or a special group designated for emergencies based on configuration.

Special call processing is associated with an Emergency Group Call in the UEs, at the dispatch centre, and throughout the system. Dispatch consoles are typically involved in emergency declarations, cancellations, and display of emergency conditions. Significant attention is made to ensure that an Emergency Group Call transmission is set-up and received with extremely high reliability. Normal priority group calls in progress can be changed to an Emergency Group Call.

During times of resource contention, the PTT system can be configured to allow Emergency Group Calls to have either "top-of-queue" or "ruthless pre-emption" priority. "Top-of-queue" means that the call setup will be processed immediately after sufficient resources are available. "Ruthless pre-emption" means that low priority transmissions can have their resources removed to allow the Emergency Group Call to proceed.

An in-progress emergency is defined as an emergency notification from a UE or a dispatch console that has been accepted by the mission critical PTT system, but has not yet been cancelled by a UE or a dispatch console. In normal operation, the system infrastructure tracks the state of the group emergency.

The activation of an Emergency Group Call by a user puts the user into an emergency state. Until the emergency state is cancelled at the radio/UE, every transmission on this group by that user is an Emergency Group Call transmission. 

The user identity of the initiator of an Emergency Group Call is known and conveyed to other affiliated group members. Late entrants to the group are also notified of in-progress emergencies and of the identity of the initiator. Multiple users can make emergency calls and be in emergency state simultaneously on the same group.

Special procedures are used to cancel an in-progress emergency. In some LMR systems a timer is used to drop the in-progress emergency when there has been a period of inactivity. In other LMR systems a special message can be transmitted from sufficiently privileged users to cancel the in-progress emergency. In either case, the emergency state of the user can only be cancelled by that user.

Emergency calls are the highest priority calls in TETRA systems.

Gaps:

1.
Mapping of emergency calls and actions between systems. Emergency behaviours between systems may not be compatible. For example:

a.
Pre-emption may be allowed in one system, but not allowed in the other;

b.
Cancellation of the emergency on one system may require a deliberate action, while it may be automatic on another system (e.g. based on a timer); and,

c.
Emergency operation when Dynamic Regrouping is active has significant special processing differences in North American LMR systems.

2.
Configuration of the default Emergency Group may be different on one system versus the other.

3.
Similar gaps for group call and unit identities as described in subclauses 5.6, 5.7 and 5.3.1 of the present document.

4.
Emergency cancellation: trust – What should the trust relationship be between the legacy LMR system and the MCPTT system? Particularly, should each believe that the other has done an acceptable job of verifying that the user tearing down the emergency is in fact authorized to do so, or does there need to be some kind of end-to-end authentication/authorization?

5.
Emergency Private Call is supported in MCPTT and TETRA, but not in P25.

6.
In North American LMR systems, the system can be optionally configured to track, or not track, the group emergency over the air interface. Tracking means that all users of the group will have emergency priority when transmitting until the emergency condition is over; not tracking means only the UE with the emergency condition has emergency priority when transmitting.

7.
In TETRA, some emergency call features are customizable, such as who receives the call and who is authorized to end the call.

8.
TETRA may convey location information for emergency calls and alerts, using the LIP (Location Information Protocol). For TETRA seamless management of location information during emergencies will be a high priority requirement.
5.9.2
Key issue #2 - Emergency alerts
5.9.2.1
Description
Emergency Alerts are sent from an end-user device to indicate that the user of device has an emergency condition. The notification always goes to dispatch consoles, but can also go to other users monitoring an optional, specified group. There is a risk that Emergency Alerts can be lost if only a low-level acknowledgement is conveyed to the initiator so it is common practice that acknowledgement of the Emergency Alert means that it has been delivered to the dispatcher.

Activation and transmission of an Emergency Alert usually requires a special user-initiated procedure at the UE. The identity of the user declaring the Emergency Alert is known, and optionally the identity of the group associated with the alert. Based on configuration, activation and transmission of an Emergency Alert optionally puts the UE into an "emergency state". When in emergency state, subsequent PTTs from the UE will make an Emergency Group Call.

The receipt of an Emergency Alert usually causes audible and visual alerts to be heard/displayed at the dispatch centre and optionally on other UEs. A dispatch operator acknowledges the emergency situation (method is manufacturer dependent) which usually includes stopping the audible and/or visual indications (i.e. human acknowledgement is required).

As a configurable option, mission critical PTT systems may allow UEs that are unauthorized to make an Emergency Alert.

Transmission, receipt, and return acknowledgement to the UE of an Emergency Alert is expected to be timely, typically in less than 500 msec.

An Emergency Alert cancel enables a UE to notify a dispatch console that the user of this UE has cancelled the emergency condition. The user/UE is responsible for maintaining its own emergency status, and monitoring and optionally displaying in-progress emergencies and emergency alerts of other UEs and groups.

Cancellation of an Emergency Alert, and also the internal emergency state of a UE, usually requires a special user-initiated procedure at the UE. Only the initiator is able to cancel the emergency condition of the UE. An Emergency Group Call cancellation does not cancel an internal UE emergency state that may have been initiated by an Emergency Alert from the user.

A dispatcher, or any authorized user, is allowed to cancel an Emergency Alert within the mission critical PTT system, but this does not alter the emergency state of any UE.

Gaps:

1.
In MCPTT an E-Alert is accompanied by transmission of the best-known user location. In P25, the location service is a separate function and coupling with transmission of the Emergency Alert is possible, but not standardized.

2.
Geo-fencing and ad hoc emergency alert groups. In MCPTT a user may become alerted due to proximity to other users who may or may not be affiliated to the same group. These alerts cannot be conveyed to an LMR system, because LMR systems do not have the same concept of geo-fenced ad hoc groups.

3.
Configuration of the default Emergency Group, which also applies to Emergency Alerts, may be different on one system versus the other.

4.
Similar gaps for unit identities as described in subclause 5.3.1  of the present document.

5.
Emergency Alert Cancellation: Trust – What should the trust relationship be between the legacy LMR system and the LTE/PTT system? Particularly, should each believe that the other has done an acceptable job of verifying that the user tearing down the emergency alert is in fact authorized to do so, or does there need to be some kind of end-to-end authentication/authorization?

-------------------------------------------Begin Eighth Change-----------------------------------------------
Annex A (Informative):
Change history

	Change history

	Date
	TSG #
	TSG Doc.
	CR
	Rev
	Subject/Comment
	Old
	New

	2016-05
	
	
	
	
	TR Skeleton
	
	0.0.0

	2016-06
	SA6#11
	
	
	
	Implementation of the following p-CRs approved by SA6: 

S6-160557, S6-160594 and S6-160605
	0.0.0
	0.1.0

	2016-08
	SA6#12
	
	
	
	Implementation of the following p-CRs approved by SA6: S6-160724,  S6-160854, S6-160855, S6-160859, S6-160860, S6-160861, S6-160862, S6-160863, S6-160864, S6-160865, S6-160866, S6-160897, S6-160905, S6-160907, S6-160917, S6-160918, S6-160935
	0.1.0
	0.2.0


-------------------------------------------Begin Ninth Change-----------------------------------------------
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

DGNA 
Dynamic Group Number Assignment (TETRA)

GMS
Group Management Server

GSSI
Group Short Subscriber Identity (TETRA)

GTSI
Group TETRA Subscriber Identity (TETRA)

ISSI
Individual Short Subscriber Identity (TETRA)

ITSI
Individual TETRA Subscriber Identity (TETRA)
LMR
Land Mobile Radio

MCC
Mobile Country Code (TETRA)
MCPTT
Mission Critical Push To Talk
MNC
Mobile Network Code (TETRA)
MS
Mobile Station (TETRA)
P25
Project 25

SGID
Subscriber Group ID (P25)
SUID
Subscriber Unit ID (P25)
TETRA
TErrestrial Trunked Radio

UID
Unit ID (P25)
URI
Uniform Resource Identifier

WACN
Wide Area Communications Network (P25)
MCPTT System  A
TETRA System B
MCPTT UE A
TETRA
MS B

TETRA
Other MSs
MCPTT Other UEs
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