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1	3GPP Work Area
	
	Radio Access

	
	Core Network

	x
	Services



2	Classification of WI and linked work items
2.0	Primary classification
This work item is a …
	x
	Study Item (go to 2.1)

	
	Feature (go to 2.2)

	
	Building Block (go to 2.3)

	
	Work Task (go to 2.4)



2.1	Study Item
	Related Work Item(s) (if any]

	Unique ID
	Title
	Nature of relationship

	
	
	

	640142
	Study on application architecture to support Mission Critical Push To Talk over LTE (MCPTT) services
	Stage 2, Release 13 Technical Report – includes scenarios for migration

	640143
	Functional architecture and information flows to support mission critical communication services; Stage 2
	Stage 2, Release 13 Technical Specification – the basis for further work for migration.

	700028
	Mission Critical Services Common Requirements
	Release 14 SA1 service requirements for mission critical common core

	700029
	Mission Critical Push to Talk over LTE Realignment
	Release 14 SA1 service requirements for mission critical push-to-talk

	700030
	Mission Critical Video over LTE
	Release 14 SA1 service requirements for mission critical video

	700031
	Mission Critical Data over LTE
	Release 14 SA1 service requirements for mission critical data 


Go to §3.
2.2	Feature
	Related Study Item or Feature (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	


Go to §3.
2.3	Building Block
	Parent Feature (or Study Item)

	Unique ID
	Title
	TS

	
	
	



This work item is … 
	
	Stage 1 (go to 2.3.1)

	
	Stage 2 (go to 2.3.2)

	
	Stage 3 (go to 2.3.3)

	
	Test spec (go to 2.3.4)

	
	Other (go to 2.3.5)



2.3.1	Stage 1
	Source of external requirements (if any)

	Organization
	Document
	Remarks

	
	
	


Go to §3.
2.3.2	Stage 2
	Corresponding stage 1 work item

	Unique ID
	Title
	TS

	
	
	



	Other source of stage 1 information

	TS or CR(s)
	Clause
	Remarks

	
	
	


If no identified source of stage 1 information, justify: 
Go to §3.
2.3.3	Stage 3
	Corresponding stage 2 work item (if any)

	Unique ID
	Title
	TS

	
	
	



	Else, corresponding stage 1 work item

	Unique ID
	Title
	TS

	
	
	



	Other justification

	TS or CR(s) or external document
	Clause
	Remarks

	
	
	


If no identified source of stage 2 information, justify: 
Go to §3.
2.3.4	Test spec
	Related Work Item(s)

	Unique ID
	Title
	TS

	
	
	


Go to §3.
2.3.5	Other
	Related Work Item(s)

	Unique ID
	Title
	Nature of relationship
	TS / TR

	
	
	
	


Go to §3.
2.4	Work task
	Parent Building Block

	Unique ID
	Title
	TS

	
	
	



3	Justification
Stage 1 identifies interconnect requirements between MCPTT systems, which are necessary to gain MCPTT service in another administrative jurisdiction and to provide mutual aid.
Potential application level roaming/migration and interconnect scenarios were discussed and captured in TR 23.779 Annex C, and common aspects of the various scenarios were identified.  However it was decided not to take this work further in Release 13 because of time and resource constraints.
The solution for MCPTT in Release 13 allows multiple MCPTT servers to take part in MCPTT calls and reference points between MCPTT servers and between group management servers have been specified.  However these must all fall within the same security domain, and no work has taken place to assess the issues with identity management, security management, configuration management etc in different domains.
NOTE: 	The security solution in TS 33.179 explicitly assumes that all MCPTT users are within a single security domain managed by a single Key Management Server.
It is therefore necessary to expand the stage 2 solution for MCPTT and other Mission Critical services in Release 14 to allow interconnect and migration between MCPTT systems.
With the addition of Mission Critical Data and Mission Critical Video services in Release 14, the ability to interconnect and allow mutual aid will need to be extended to these services.
Additionally, there is a need specified in stage 1 to provide interworking between MCPTT and other systems (e.g. existing Land Mobile Radio systems).  As these systems will be operating in different security domains with separate schemes for identification of users and groups, it is possible that interconnect between different MCPTT systems will need to be taken into account for the interworking interface with non-MCPTT systems.
4	Objective
This study item will seek to identify solutions that satisfy the requirements for interconnect between MCPTT systems, and to capture these solutions in a Technical Report. This study should encompass all Release 14 Mission Critical services which require such interconnect (MCPTT, video, data as required). This will lead to normative work which will be specified within the appropriate Mission Critical Technical Specifications.  
5	Service Aspects
Service aspects are covered by stage 1 requirements.
6	MMI-Aspects
No specific MMI aspects are expected.
7	Charging Aspects
Charging aspects if required may be studied by SA5.
8	Security Aspects
Security aspects will be studied by SA3.
9	Impacts
	Affects:
	UICC apps
	ME
	AN
	CN
	Others

	Yes
	
	x
	
	
	x

	No
	x
	
	X
	x
	

	Don't know
	
	
	
	
	



10	Expected Output and Time scale
	New specifications  [If Study Item, one TR is anticipated]

	Spec No.
	Title
	1st rsp. WG
	2nd rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary #
	Comments

	TR 23.781xxx
	Study into interconnect and migration between MCPTT systems
	SA6
	
	SA #743 (Sept Dec 2016]
	SA #743 (Sept Dec 2016)
	



	Affected existing specifications  [None in the case of Study Items]

	Spec No.
	CR
	Subject of the CR
	Approved at plenary#
	Comments

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



11	Work item rapporteur(s)

Chater-Lea, David

12	Work item leadership
SA6
13	Supporting Individual Members
	Supporting IM name

	Airbus Group SAS

	ASTRID

	BlackBerry

	General Dynamics Ltd

	Harris Corporation

	Motorola Solutions

	Police of the Netherlands

	Sepura PLC

	SouthernLINC Wireless

	TD Tech

	Thales




