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1. Introduction
This contribution analyses a key issue relating to the scenario described in subclause 4.1.1 ("Scenario 1: UE in visited network using partner MCPTT system with connection to primary MCPTT system (migration)") of TR 23.781.
2. Reason for Change
Primary MCPTT systems need to be able to control which partner MCPTT systems their MCPTT user can gain service from in a migration scenario, and the UEs of the MCPTT users need to be configured with the necessary credentials and other information in order to gain such service.

The following stage 1 requirements in 3GPP TS 22.280, highlighted in yellow, are related to this contribution:
	6.17.2
Interworking between MCX Service systems

[R-6.17.2-001] An MCX Service shall provide mechanisms to allow an MCX User to operate in a Partner MCX Service System, subject to authorization from both the Partner and the Primary MCX Service Systems of the MCX User.

[R-6.17.2-002] The authentication of an MCX User with an MCX Service in a Partner MCX Service System shall be based on security parameters obtained from the Primary MCX Service System of the MCX User.

NOTE 1:
This is an application layer authentication and not 3GPP network authentication.
[R-6.17.2-003] Any functionality needed from the visited PLMN network is subject to roaming capabilities and operator agreement.

[R-6.17.2-004] An MCX Service shall provide mechanisms to allow an MCX User on the Primary MCX Service System to affiliate to an MCX Service Group from a Partner MCX Service System, subject to authorization from the Primary MCX Service System and the Partner MCX Service System where the MCX Service Group is defined.

[R-6.17.2-005] An MCX Service shall provide mechanisms to allow a roaming MCX User to affiliate to an MCX Service Group from the Partner MCX Service System, subject to authorization from the Partner MCX Service System where the MCX Service Group is defined.

[R-6.17.2-006] An MCX Service shall provide mechanisms to allow an MCX User that receives service from a Partner MCX Service System to affiliate to an MCX Service Group from another Partner MCX Service System, subject to authorization from the Partner MCX Service System where the MCX Service Group is defined.

NOTE 2:
It is assumed that once affiliation from a User to a Group is successful, subsequent communication within that Group are available to the User.

[R-6.17.2-007] End to end security of an MCX Service Group communication (including in Partner MCX Service Systems) shall be based on parameters obtained from the MCX Service system where the MCX Service Group is defined.


3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.781 v0.1.1.
5.x
Key Issue X: Autoconfiguration of a UE for an MCPTT user to gain service from partner MCPTT systems

5.x.1
Description

MC service users of an MC system should not need to be aware of the business relationships that their MCPTT system (i.e. MC system A) has with partner MC systems (e.g. MC system B). As such, when an MC service user from MC system A (MC service user A) wishes to gain MC service from MC system B, MC services user A should not have to perform any manual configuration of their UE (UE A). Instead, UE A should be provisioned with the necessary credentials and other information to allow MC services user A to receive MC service from MC system B, potentially after prompting MC service user A if they wish to receive MC service from MC system B.
In addition, different MC systems can belong to different jurisdictions, of which can differ in geographical locations of operation. Therefore, depending on the geographical location of MC services user A, different MC systems may be available to MC services user A from which to gain MC service. Moreover, MC system A may wish to limit or provide a preferred MC system (which could be a partner MC system or MC system A itself) depending on where MC services user A is currently geographically located. The geographical location of MC services user A may be based on the MNC and MCC of UE A's RPLMN or based on something more accurate e.g. GPS co-ordinates.
Since UE A could be a shared UE amongst multiple MC service users, it is necessary that each MC services user of UE A be authenticated and authorised by MC system A for gaining MC service from MC system B. Therefore, a subsequent MC services user of MC system A (MC services user A') who uses UE A and who is prohibited from participating in MC system B is prevented from doing so, but may still be allowed to participate in MC system A (subject to usual MC service authentication and authorisation).
5.x.2
Architectural Requirements

If an MC services user requests and is authorised to gain MC service from another MC system, the MC service user's UE shall be configurable with bearer information (e.g. APNs), access credentials (e.g. for PDN connections, for IMS, for MC service) and other information that allows the UE to receive MC service from one or more partner MC systems for the geographic area in which the MC user is currently located. The configured information shall be valid only for the currently authorised MC services user of the UE and shall not be made available to subsequent MC service users of the UE.

