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1. Introduction
This contribution propose to remove two Editor's notes and is a mirror pCR related to the S6-160678 (CR0111) on TS 23.179. 

2. Proposal

It is proposed to agree the following changes to 3GPP TS 23.280.
* * * First Change * * * *

7.4.3.1.3.1
General

The SIP core contains a number of sub-entities responsible for registration, service selection and routing in the signalling control plane.

The SIP core shall be either:
1.
compliant with 3GPP TS 23.228 [5], i.e. the SIP core is a 3GPP IP multimedia core network subsystem; or

2.
a SIP core, which internally need not comply with the architecture of 3GPP TS 23.228 [5], but with the reference points that are defined in subclause 7.5.3 (if exposed), compliant to the reference points defined in 3GPP TS 23.002 [3].

The data related to the functions of the SIP core, e.g. for data for application service selection, the identity of the serving registrar or authentication related information may be provided by the PLMN operator responsible for the bearer plane. In this case, the SIP database that is the source of the data may be part of the HSS. Alternatively, this data may be provided by the MCPTT service provider. In this case, the source of the data may be the MCPTT service provider’s SIP database.


* * * Second Change * * * *

7.4.3.3.2
HTTP proxy

This functional entity acts as a proxy for all hypertext transactions between the HTTP client and one or more HTTP servers. The HTTP proxy terminates a TLS session on HTTP-1 with the HTTP client of the MCPTT UE allowing the HTTP client to establish a single TLS session for hypertext transactions with multiple HTTP servers that are reachable by the HTTP proxy.
The HTTP proxy is not used as part of CSC-1 interface. CSC-1 is a direct HTTP interface between the IdM client in the UE and the IdM server as specified in 3GPP TS 33.179 [13].
According to 3GPP TS 33.179 [13], either an HTTP proxy or a direct HTTP interface is used between the key management server and the key management client in the UE for CSC-8.

The HTTP proxy shall be in the same trust domain as the HTTP clients and HTTP servers that are located within an MCPTT service provider’s network. There can be multiple instances of an HTTP proxy e.g. one per trust domain.
NOTE:
The number of instances of the HTTP proxy is deployment specific.

