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1. Introduction
This pCR corresponds to CR 23.179-0101 in Rel-13 (S6-160777).
2. Reason for Change

At SA6 #9, it was proposed to restrict Rel-13 MCPTT to the use of only one MCPTT user profile per MCPTT user. However, this was not agreeable to the meeting, and instead it was preferred by the meeting that Rel-13 allow for multiple MCPTT user profiles per MCPTT user. At SA6 #10 in CR 23.179-0079, it was agreed that all MCPTT user profiles appropriate to a UE are provided to that UE, and if multiple MCPTT user profiles are received then the UE selects one to use as the "active" MCPTT user profile.

However, how the UE informs the network as to which MCPTT user profile out of multiple received MCPTT user profiles has been chosen as the active MCPTT user profile was not described, and it was noted that this would need to be addressed in order to provide a full solution to enable multiple MCPTT user profiles in Rel-13.
3. Conclusions

Clarification of how the UE informs the network as to which MCPTT user profile has been chosen as the active MCPTT user profile by repurposing the procedure already used for affiliation, access token sharing and answer mode indication. In addition, what MCPTT user profile should be considered the default by the UE and the MCPTT server and how MCPTT clients of the same MCPTT user share which MCPTT user profile they have active is also added.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.280 v0.2.0.
<<< FIRST SET OF CHANGES >>>
5.2.11
MCPTT user profile requirements

The MCPTT user profile shall:

-
be provisioned subject to the MCPTT user authentication by the identity management server;

-
be available at configuration management server and MCPTT server; 

-
be associated with an MCPTT user; and

-
contain an index to uniquely distinguish the MCPTT user profile from other MCPTT user profiles associated to the same MCPTT user.
For a set of MCPTT user profiles associated to the same MCPTT user, one of each of the following shall be provided:

-
an MCPTT ID; and

-
an index of which MCPTT user profile is by default the active MCPTT user profile.

The MCPTT user profile may be modified at the configuration management server.

<<< NEXT SET OF CHANGES >>>
10
Procedures and information flows

10.1
MCPTT configuration

10.1.1
General
Depicted in figure 10.1.1-1 is a MCPTT configuration time sequence of the data in Annex B, representing the general lifecycle of MCPTT UE using MCPTT service.



Figure 10.1.1-1 MCPTT UE configuration time sequence and associated configuration data 
The MCPTT UE is provided with initial UE configuration via a bootstrap procedure that provides the MCPTT UE's clients (e.g. MCPTT client, group management client, configuration management client, identity management client, key management client) with critical information needed to connect to the MCPTT system. This includes PDN connection information (see subclause 5.2.9.1) and on-network server identity information for all application plane servers with which the MCPTT UE needs to interact. See annex B.6 for more information.

The MCPTT UE is provided with UE configuration, MCPTT user profile configuration and group configuration via online configuration. If the MCPTT user profile configuration contains multiple MCPTT user profiles for an authenticated MCPTT user, then the MCPTT UE and MCPTT server set the active MCPTT user profile to the default active MCPTT user profile indicated in the MCPTT user profile configuration. While the MCPTT UE is using the MCPTT service, the MCPTT UE may receive online configuration updates.

The MCPTT service is configured with the service configuration (not shown in the figure 10.1.1-1) which the MCPTT service enforces during the entire phase of MCPTT UE using the MCPTT service.
<<< NEXT SET OF CHANGES >>>
10.1.4.1a
Information flows for MCPTT user profile
...
10.1.4.1a.8
Inform active MCPTT user profile request
Table 10.1.4.1a.8-1 describes the information flow inform active MCPTT user profile request from the MCPTT client 1 to the MCPTT server.

Table 10.1.4.1a.8-1: Inform active MCPTT user profile request

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator.

	Active MCPTT user profile index
	M
	The MCPTT user profile index of the MCPTT user profile that is to be made active.


10.1.4.1a.9
Inform active MCPTT user profile response
Table 10.1.4.1a.9-1 describes the information flow inform active MCPTT user profile response from the MCPTT server to the MCPTT client 1.

Table 10.1.4.1a.9-1: Inform active MCPTT user profile response

	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure.


<<< NEXT SET OF CHANGES >>>
10.1.4.2
MCPTT user obtains the MCPTT user profile(s) from the network

The procedure for the MCPTT user obtaining the MCPTT user profiles is illustrated in figure 10.1.4.2-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in the identity management server.
-
The MCPTT UE has secure access to the configuration management server.
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Figure 10.1.4.2-1: MCPTT user obtains the MCPTT user profile(s) from the network
1.
The configuration management client sends a get MCPTT user profile request message to the configuration management server, which includes the MCPTT ID.

2.
The configuration management server obtains the MCPTT user profile information.

3.
The configuration management server sends get MCPTT user profile response message to the configuration management client. When a download is necessary, this message includes all MCPTT user profiles that are associated with the MCPTT ID. If the MCPTT UE does not yet have an active MCPTT user profile set, then the MCPTT UE sets the active MCPTT user profile to the indicated default MCPTT user profile index. Thereafter the MCPTT UE can change the active MCPTT user profile by performing the procedure in subclause 10.1.4.5.
<<< NEXT SET OF CHANGES >>>
10.1.4.5
Active MCPTT user profile selection by the MCPTT user
The procedure for selection of an active MCPTT user profile for an MCPTT UE by the MCPTT user is illustrated in figure 10.1.4.5-1.

Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.

-
The MCPTT UE has secure access to the MCPTT server.

-
The MCPTT UE has already obtained one or more MCPTT user profiles.
-
The MCPTT client is triggered (e.g. by user interaction, by some automated means) to select a particular MCPTT user profile as active.
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Figure 10.1.4.5-1: MCPTT user informs the network of the active MCPTT user profile

1.
MCPTT client sends inform active MCPTT user profile request to the MCPTT server, which includes the MCPTT user's MCPTT ID and an MCPTT user profile index that indicates of which MCPTT user profile is selected to be active for MCPTT client.

2.
The MCPTT server stores the indicated active MCPTT user profile index for the MCPTT client.
NOTE 1:
Different MCPTT user profiles can be active for different MCPTT clients of the same MCPTT user.
3.
If the MPCTT server does not have stored the MCPTT user profile data for the MCPTT user, then the MCPTT server obtains the MCPTT user profile data and ignores the default active MCPTT user profile index.
4.
The MCPTT server obtains any required group configuration data according to the selected active MCPTT user profile (see subclause 10.4).
5.
The MCPTT server sends inform active MCPTT user profile response to the MCPTT client to confirm the active MCPTT user profile has been set.
NOTE 2:
Steps 4 to 5 can occur in any order or in parallel.
6.
The MCPTT UE obtains any required group configuration data according to the successfully selected active MCPTT user profile.

After each of the MCPTT server and the CPTT UE have successfully negotiated the active MCPTT user profile, then both the MCPTT server and the MCPTT UE based upon the active MCPTT user profile clear any current active service state from previously active MCPTT user profile data (including deaffiliating from relevant groups, disconnecting any MCPTT calls) and process the successfully negotiated active MCPTT user profile data e.g. performs any needed affiliations (see subclause 10.3).
<<< NEXT SET OF CHANGES >>>
B.3
MCPTT user profile data

The MCPTT user profile data is stored in the MCPTT user database. The configuration management server is used to configure the MCPTT user profile data to the MCPTT user database (CSC-13) and MCPTT UE (CSC-4). The MCPTT server obtains the MCPTT user profile data from the MCPTT user database (MCPTT-2).

Data in table B.3-1 and B.3-3 can be configured offline using the CSC-11 reference point. Tables B.3-1 and B.3-3 contain the UE configuration required to support the use of off-network MCPTT service.

Table B.3-1: MCPTT user profile data (on and off network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	Subclause 8.1.2
	MCPTT user identity (MCPTT ID) (see NOTE 3)
	Y
	Y
	Y
	Y

	Subclause 5.2.11
	Default active MCPTT user profile index (see NOTE 3)
	Y
	Y
	Y
	Y

	Subclause 10.1.4.1
	MCPTT user profile index
	Y
	Y
	Y
	

	Subclause 10.1.4.1
	MCPTT user profile name
	Y
	Y
	Y
	

	[R-5.19-007]

[R-6.13.4-002]
	User profile status (enabled/disabled)
	
	Y
	Y
	Y

	[R-5.8-001]

[R-6.9-003]
	Authorised to create and delete aliases of an MCPTT User and its associated user profiles. 
	
	
	Y
	Y

	[R-5.8-002]

[R-6.9-003]
	Alphanumeric aliases of user
	Y
	Y
	Y
	Y

	[R-5.1.1-005]

[R-5.10-001]
	Participant type of the user
	Y
	Y
	Y
	Y

	[R-5.1.8-006]

[R-5.3-002]

[R-5.10-001]

[R-5.18.2-001]

[R-5.18.2-002]
	User's Mission Critical Organization (i.e. which organization a user belongs to)
	Y
	Y
	Y
	Y

	[R-5.5.2-008]
	Maximum number of simultaneously received group calls (N6)
	
	Y
	Y
	Y

	[R-5.6.5-004]
	Authorised to make a private call
	Y
	Y
	Y
	Y

	[R-5.6.5-001]
	Authorised to make a private call with manual commencement
	Y
	Y
	Y
	Y

	[R-5.6.5-003]
	List of user(s) who can be called in private call, where each user is identified using the following information:

- MCPTT ID

- User info ID

- ProSe layer 2 group ID (see NOTE 1)
	Y
	Y
	Y
	Y

	[R-5.6.5-003]
	Authorised to make a private call to users not included in "list of user(s) who can be called in private call"
	Y
	Y
	Y
	Y

	[R-5.6.5-002]
	Authorised to make a private call with automatic commencement
	Y
	Y
	Y
	Y

	[R-5.6.3-011]

[R-6.7.4-010]
	Authorisation of user to force automatic answer for a private call
	Y
	Y
	Y
	Y

	[R-5.6.5-006]

[R-6.7.5-002]
	Authorised to restrict the provision of a notification of call failure reason for private call
	Y
	Y
	Y
	Y

	[R-5.13-001]
	Authorisation to protect confidentiality and integrity of media in a private call (see NOTE 2)
	Y
	Y
	Y
	

	[R-5.13-001]
	Authorisation to protect confidentiality and integrity of floor control signalling in a private call (see NOTE 2)
	Y
	Y
	Y
	

	[R-5.7.2.1.1-001]
	Authorisation to make an MCPTT emergency group call functionality enabled for user
	Y
	Y
	Y
	Y

	[R-5.7.2.1.1-001]
	Group used on initiation of an MCPTT emergency group call (currently selected/ dedicated)
	Y
	Y
	Y
	Y

	[R-5.7.2.1.2-005]
	Authorisation to cancel an in progress emergency associated with a group
	Y
	Y
	Y
	Y

	[R-5.7.2.2.1-001]
	Authorised to make an Imminent Peril group call
	Y
	Y
	Y
	Y

	[R-5.7.2.2.1-009]
	Group used on initiation of an MCPTT imminent peril group call (currently selected/ dedicated/ default if no group selected)
	Y
	Y
	Y
	Y

	[R-5.7.2.2.2-002]
	Authorised for imminent in- peril cancelation
	Y
	Y
	Y
	Y

	[R-5.7.2.3.1-001]
	Recipient for an emergency private call

(Pre-configured/ user locally determined)
	Y
	Y
	Y
	Y

	[R-5.7.2.3.1-001]
	Authorised to make an emergency private call
	Y
	Y
	Y
	Y

	[R-5.7.2.3.2-001]
	Authorised to cancel emergency priority in a private emergency call by an authorized user
	Y
	Y
	Y
	Y

	[R-5.7.2.4.1-002]
	Authorised to activate emergency alert
	Y
	Y
	Y
	Y

	[R-5.7.2.4.1-004]

[R-5.7.2.4.1-008]

[R-5.7.2.4.1-012]
	Group / user recipient of an emergency alert

(Pre-defined group, currently selected group, pre-defined recipient/ user locally defined recipient/ default if no recipient selected)
	Y
	Y
	Y
	Y

	[R-5.7.2.4.2-002]
	Authorisation to cancel an MCPTT emergency alert
	Y
	Y
	Y
	Y

	[R-5.1.7-002]
	Priority of the user for initiating/receiving calls
	
	Y
	Y
	Y

	[R-5.2.2-003]
	Authorisation to create a group-broadcast group
	
	
	Y
	Y

	[R-5.2.2-003]
	Authorisation to create a user-broadcast group
	
	
	Y
	Y

	NOTE 1
The value of Prose layer-2 group ID is used as the Discovery group ID in ProSe discovery procedures.

NOTE 2:
Security mechanisms are specified in 3GPP TS 33.179 [13].
NOTE 3:
Only one instance of MCPTT ID and default active MCPTT user profile index shall exist within MCPTT user profile data configuration for a single MCPTT user.


Table B.3-2: MCPTT user profile data (on network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	[R-5.1.5-001]

[R-5.1.5-002]

[R-5.10-001]
	List of on-network MCPTT groups for use by an MCPTT user
	Y
	Y
	Y
	Y

	Subclause 5.2.5
	Group user implicitly affiliates to after MCPTT service authorization for the user (specified group(s)/ N/A)
	Y
	Y
	Y
	Y

	[R-6.4.2-006]
	Authorisation of a user to request a list of which groups a user has affiliated to
	
	Y
	Y
	Y

	[R-6.4.6.1-002]

[R-6.4.6.1-003]
	Authorisation to change affiliated groups of other specified user(s)
	
	Y
	Y
	Y

	[R-6.4.6.2-001] 

[R-6.4.6.2-002]
	Authorisation to recommend to specified user(s) to affiliate to specific group(s)
	
	Y
	Y
	Y

	[R-6.6.1-004]
	Authorisation to perform regrouping
	Y
	Y
	Y
	Y

	[R-6.7.2-001]
	Presence status is available/not available to other users
	Y
	Y
	Y
	Y

	[R-6.7.1-002] 

[R-6.7.2-002]
	Authorisation to obtain presence of user (list of users)
	Y
	Y
	Y
	Y

	[R-6.7.2-003]
	User is able/ unable to participate in private calls
	Y
	Y
	Y
	Y

	[R-6.7.1-004]
[R-6.7.2-003]
[R-6.7.2-004]
	Authorisation to query whether MCPTT User is available for private calls
	
	Y
	Y
	Y

	[R-6.7.1-010]
	Authorisation to override transmission in a private call
	Y
	Y
	Y
	Y

	[R-6.7.1-013]
	Authorisation to restrict provision of private call set-up failure cause to the caller
	
	Y
	Y
	Y

	[R-6.8.7.4.2-001]
[R-6.8.7.4.2-002]
	Authorisation of a user to cancel an emergency alert on any MCPTT UE of any user
	
	Y
	Y
	Y

	[R-6.13.4-001]
	Authorisation for a user to enable/disable a user
	
	Y
	Y
	Y

	[R-6.13.4-003]
[R-6.13.4-005]
[R-6.13.4-006]
[R-6.13.4-007]
	Authorisation for a user to (permanently /temporarily) enable/disable a UE
	
	Y
	Y
	Y

	[R-6.2.3.4-001]
	Authorisation to revoke permission to transmit
	
	Y
	Y
	Y

	[R-7.14-002]

[R-7.14-003]
	Authorization for manual switch to off-network while in on-network
	Y
	Y
	Y
	Y

	[R-5.1.5-004]
	Limitation of number of affiliations per user (N2)
	N
	Y
	Y
	Y

	[R-5.5.2-009]
	Maximum number of simultaneous transmissions received in one group call for override (N7)
	
	Y
	Y
	Y


Table B.3-3: MCPTT user profile data (off network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	[R-7.2-003]
	List of off-network MCPTT groups for use by an MCPTT user
	Y
	N
	Y
	Y

	[R-7.3.3-008]
	Allowed listening of both overriding and overridden
	Y
	N
	Y
	Y

	[R-7.3.3-006]


	Allowed transmission for override (overriding and/or overridden)
	Y
	N
	Y
	Y

	[R-7.8.1-001]
	Authorization for participant to change an off-network group call in-progress to off-network emergency group call
	Y
	N
	Y
	Y

	[R-7.8.3.1-003]
	Authorization for participant to change an off-network group call in-progress to off-network imminent peril group call
	Y
	N
	Y
	Y

	[R-7.12-002]

[R-7.12-003]
	Authorization for off-network services
	Y
	N
	Y
	Y

	Subclause 10.7.2
	User info id (as specified in 3GPP TS 23.303 [8])
	Y
	N
	Y
	Y
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