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Discussion
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Conclusion
The following modifications are proposed to be added to the TS.

-------------------------------------------Begin First Change-----------------------------------------------
5.9
Prioritisation and pre-emption
5.9.x Key issue #x  Emergency alerts
5.9.x.1
Description
Emergency Alerts are sent from an end-user device to indicate that the user of device has an emergency condition. The notification always goes to dispatch consoles, but can also go to other users monitoring an optional, specified group. There is a risk that Emergency Alerts can be lost if only a low-level acknowledgement is conveyed to the initiator so it is common practice that acknowledgement of the Emergency Alert means that it has been delivered to the dispatcher.

Activation and transmission of an Emergency Alert usually requires a special user-initiated procedure at the UE. The identity of the user declaring the Emergency Alert is known, and optionally the identity of the group associated with the alert. Based on configuration, activation and transmission of an Emergency Alert optionally puts the UE into an "emergency state". When in emergency state, subsequent PTTs from the UE will make an Emergency Group Call.

The receipt of an Emergency Alert usually causes audible and visual alerts to be heard/displayed at the dispatch centre and optionally on other UEs. A dispatch operator acknowledges the emergency situation (method is manufacturer dependent) which usually includes stopping the audible and/or visual indications (i.e. human acknowledgement is required).

As a configurable option, mission critical PTT systems may allow UEs that are unauthorized to make an Emergency Alert.

Transmission, receipt, and return acknowledgement to the UE of an Emergency Alert is expected to be timely, typically in less than 500 msec.

An Emergency Alert cancel enables a UE to notify a dispatch console that the user of this UE has cancelled the emergency condition. The user/UE is responsible for maintaining its own emergency status, and monitoring and optionally displaying in-progress emergencies and emergency alerts of other UEs and groups. 
Cancellation of an Emergency Alert, and also the internal emergency state of a UE, usually requires a special user-initiated procedure at the UE. Only the initiator is able to cancel the emergency condition of the UE. An Emergency Group Call cancellation does not cancel an internal UE emergency state that may have been initiated by an Emergency Alert from the user.

A dispatcher, or any authorized user, is allowed to cancel an Emergency Alert within the mission critical PTT system, but this does not alter the emergency state of any UE. 
Gaps:

1.
In MCPTT an E-Alert is accompanied by transmission of the best-known user location. In P25, the location service is a separate function and coupling with transmission of the Emergency Alert is possible, but not standardized.

2.
Geo-fencing and ad hoc emergency alert groups. In MCPTT a user may become alerted due to proximity to other users who may or may not be affiliated to the same group. These alerts cannot be conveyed to an LMR system, because LMR systems do not have the same concept of geo-fenced ad hoc groups.

3.
Configuration of the default Emergency Group, which also applies to Emergency Alerts, may be different on one system versus the other.

4.
Similar gaps for unit identities as described in another sub-clause in the present document.

5.
Emergency Alert Cancellation: Trust – What should the trust relationship be between the legacy LMR system and the LTE/PTT system? Particularly, should each believe that the other has done an acceptable job of verifying that the user tearing down the emergency alert is in fact authorized to do so, or does there need to be some kind of end-to-end authentication/authorization?

