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************************ 1st of Changes ************************

5.2.4
Requirements for user identity management

To allow for confidentiality of user identities in various cases of business relationship as defined in clause 6, the MCPTT application may provide MCPTT user identities to the MCPTT UE, to be used by MCPTT UE for MCPTT services.

The MCPTT application providing the identities may be located in the primary MCPTT system or in a partner MCPTT system under the control of the primary MCPTT system.

This provision is subject to preliminary authentication of the MCPTT user.

************************ 2nd of Changes ************************

8.2
SIP signalling control plane


8.2.1
Private user identity
When the signalling user agent sends registration requests to the registrar / application service selection, the private user identity is used to find corresponding credentials for authentication of the signalling user agent by the registrar / application service selection. This private user identity fulfils the same functions as the IMPI defined in 3GPP TS 23.228 [5].
8.2.2
Public user identity
All SIP signalling messages sent by a signalling user agent to an MCPTT server via a SIP core use a public user identity as the identifier to enable signalling messages to be routed through the SIP system. The public user identity fulfils the same functions as IMPU defined in 3GPP TS 23.228 [5].
The public user identities do not necessarily contain any MCPTT application-level attributes (e.g., MCPTT ID). Any association of the public user identities with such attributes occurs at the application layer only.
When the SIP core and the MCPTT service are part of the same trust domain, public user identities may be provided by the MCPTT service provider, or the PLMN operator. When the SIP core and the MCPTT service are part of the different trust domains, public user identities may be provided by the PLMN operator.
NOTE:
The MCPTT service provider can have an agreement with the PLMN operator to manage a pool of public user identities.
8.2.3
Globally routable user agent URI (GRUU)
The SIP core may generate public GRUUs and temporary GRUUs in order to uniquely identify MCPTT UEs when a user logging on from multiple devices or multiple users sharing the same device is supported per 3GPP TS 23.228 [5].
8.2.4
Public service identity
Public service identity is used as the identifier to route SIP signalling for the MCPTT system. The public service identity fulfils the same functions as PSI defined in 3GPP TS 23.228 [5].
************************ End of Changes ************************

