3GPP TSG-SA WG6 Meeting #8
S6-151563
Anaheim, USA, 16th – 20th November 2015
(revision of S6-151383, 151514)
Title:
Group call for temporary group across multiple systems
Agenda Item:
7.2.3
Source:
Huawei, HiSilicon, TD-Tech 
Contact:
wuyizhuang@huawei.com  
Abstract: This contribution proposes to delete the Group call for temporary group formed by group regroup procedure involving multiple MCPTT systems procedure(sub-clause 10.8.2.4.2).
1. Introduction and discussion

1.1
General 

In section 10.8.2.4.2 of TS23.179, a new procedure about group call for temporary group involving multiple MCPTT systems is introduced. However, it is not a necessary procedure after some deep analysis.

There are two contradictory cases covered by pre-condition of this procedure, which may lead to two possible understanding.  One possible is that the case based on the pre-condition the partner MCPTT system does not share their users’ information to the primary MCPTT system (clause 1.2), another possible is the case based on the pre-condition the partner MCPTT system shares their users’ information to the primary MCPTT system (clause 1.3). 
Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system shares their users' information to the primary MCPTT system.
2.
The MCPTT user belongs to an MCPTT group hosted by the primary MCPTT system.

3.
A temporary group is formed by authorized MCPTT user/dispatcher by the group regroup procedure (subclause 10.6.4.2) and identified via a temporary group ID (TGI).

4.
The MCPTT group members of the constituent MCPTT groups belonging to the temporary group are affiliated to participate in a group call for the temporary group.

5.
The authorized MCPTT user/dispatcher created the temporary group on the MCPTT server of the primary MCPTT system.

6.
The constituent groups of the temporary group may belong to MCPTT servers of the partner MCPTT systems.

From the yellow highlighted context in the bullet 1, it said that the partner MCPTT system shares their users' information to the primary MCPTT system. However, the bullet 3 indicates a different case: the partner MCPTT system does not share their users' information to the primary MCPTT system.
1.2   Possible 1: The partner MCPTT system does not share their users' information to the primary MCPTT system 

In this case, it means that there are some editorial errors in bullet 1of pre-condition (i.e. the yellow highlighted text above). The pre-condition is the partner MCPTT system does not share their users' information to the primary MCPTT system, the primary MCPTT should not obtain the users’ information from the partner system at any time. However, in the proposed group call for temporary group involving multiple MCPTT systems procedure defined in section 10.8.2.4.2, the partner MCPTT server sends a list of the affiliated group members to the primary MCPTT server (i.e. step 4 of the figure 10.8.2.4.2-1),  this behaviour  is conflict with the precondition. In addition, temporary group call setup procedure for this case has been covered by 10.8.2.4.1.
1.3
Possible 2: The partner MCPTT system shares their users' information to the primary MCPTT system 

In this case, it means that there are some mistakes in bullet 3of pre-condition. The pre-condition is that the partner MCPTT system shares their users' information to the primary MCPTT system. The primary MCPTT system can get the users’ information from the partner system. At this pre-condition, the primary MCPTT system can receive the user’s information from the partner system in the temporary group forming procedure which will be defined in this document. All uses’ information of the temporary group is stored in the primary MCPTT system. The temporary group formed by this procedure is similar to a general group whose group members are in the one MCPTT system. Then the current group call setup procedures for a general group can be reused. There is no need to define another new procedure for this case.
In summary, based on the previous analysis, the procedure defined in section 10.8.2.4.2 should be deleted. And a new procedure on temporary group regroup formation involving multiple MCPTT systems for the sharing case is added.
2. Proposals
Based on the preceding analysis, it is kindly proposed to include the following texts into MCPTT TS 23.179.
*************************************Start of 1st change*******************************
10.6.4.2
Temporary group formation involving multiple MCPTT systems

Figure 10.6.4.2-1 below illustrates the group regroup operations to create a temporary group involving multiple MCPTT systems. For simplicity, only the case of two MCPTT groups being combined is represented, but the procedure is the same if more than two groups are combined.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system does not share their users' information to the primary MCPTT system.

2.
The primary MCPTT system consists of the group management server – GMS1 and MCPTT server (primary). The partner MCPTT system consists of the group management server – GMS2 and MCPTT server (partner).

3.
The group management client of the authorized MCPTT user belongs to the primary MCPTT system.
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Figure 10.6.4.2-1: Temporary group formation - group regrouping involving multiple MCPTT systems

1.
The group management client of the authorized MCPTT user (e.g. dispatcher) requests group regroup operation to the group management server - GMS 1 (which is the group management server of the dispatcher/authorized MCPTT user). The identities of the groups being combined shall be included in this message. The group management client may indicate the security level required for the temporary group. The group management client may indicate the priority level required for the temporary group.
2.
The GMS1 checks whether group1 is a temporary group. If group1 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed.
3.
GMS1 forwards the group regroup request to the target GMS2 with the information of GMS2 MCPTT groups.

4.
The GMS2 checks whether group2 is a temporary group. If group2 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed.
5.
GMS2 provides a group regroup response. Due to security aspects concerning sharing information among different MCPTT systems, GMS2 does not share the users' information of the groups under its management to GMS1.
NOTE 1:
If there is trust relationship between primary MCPTT service provider and partner service provider, partner MCPTT system may share their users' information to the primary MCPTT system at this step. If there is a change in partner MCPTT system’s constituent group membership, the synchronization procedure with primary MCPTT system for temporary group is out of scope of this specification
6.
The GMS1 creates and stores the information of the temporary group, including the temporary group identity, off-network information, and the identities of the groups being combined, the priority level of the temporary group, and the security level of the temporary group. If the authorized MCPTT user does not specify the security level and the priority level, the group management server shall set the lower security level and the higher priority of the constituent groups.
7.
GMS1 notifies GMS2 about its group regroup operation.

8.
GMS2 acknowledges GMS1 and GMS2 also stores the information about the temporary group including the temporary group identity, the identities of the groups being combined, the priority level of the temporary group and the security level of the temporary group.

9.
The GMS2 notifies the partner MCPTT server regarding the temporary group creation with the information of the constituent groups i.e. temporary group id, group1 id and group2 id.

10.
Partner MCPTT server acknowledges the notification from GMS2.

11.
The GMS2 notifies the affiliated MCPTT group members of the constituent MCPTT groups of GMS2, possibly with an indication of a lower security level.

12.
The GMS1 notifies the MCPTT server of the primary system regarding the temporary group creation with the information of the constituent groups, i.e. temporary group id, group1 id and group2 id. If there are active calls to be merged then GMS1 includes an indication to merge active calls.

13.
Primary MCPTT server acknowledges the notification from GMS1.

14.
The GMS1 notifies the affiliated MCPTT group members of the constituent MCPTT groups of GMS1, possibly with an indication of lower security level.

15.
The GMS1 provides a group regroup confirmation response to the group management client of the authorized MCPTT user (e.g. dispatcher).

*************************************Start of 2nd change*******************************
10.8.2.4.2
Group call for temporary group formed by group regroup procedure involving multiple MCPTT systems via trusted mode
Figure 10.8.2.4.2-1 illustrates a group call involving a temporary group formed by group regroup from multiple MCPTT systems. The protocol followed may be SIP. 

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system shares their users' information to the primary MCPTT system.
2.
The MCPTT user belongs to an MCPTT group hosted by the primary MCPTT system.

3.
A temporary group is formed by authorized MCPTT user/dispatcher by the group regroup procedure (subclause 10.6.4.2) and identified via a temporary group ID (TGI).

4.
The MCPTT group members of the constituent MCPTT groups belonging to the temporary group are affiliated to participate in a group call for the temporary group.

5.
The authorized MCPTT user/dispatcher created the temporary group on the MCPTT server of the primary MCPTT system.

6.
The constituent groups of the temporary group may belong to MCPTT servers of the partner MCPTT systems.
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Figure 10.8.2.4.2-1: Group call involving temporary group formed by group regroup from multiple MCPTT systems
1.
The affiliated MCPTT user via MCPTT client initiates a group call with a group id. A call setup message with the group id is routed to the MCPTT server of the primary MCPTT system, which owns the temporary group formed by group regroup procedure, and is also where the authorized MCPTT user/dispatcher has created the temporary group. The group id will be a temporary group identity (TGI).

2.
The MCPTT server of the primary MCPTT system gets the group information (either from group management server or itself) including the constituent MCPTT groups' identities, and other related data. 

3.
The MCPTT server of the primary MCPTT system may interrogate the MCPTT server of the partner MCPTT system for the affiliated group 2 members. 
4.
The MCPTT server of the partner MCPTT system responds with a list of the affiliated group members of group 2.
NOTE 1:
Steps 3 and 4 do not occur if the constituent groups' information is available and up to date at primary MCPTT system due to the procedure for temporary group formation as defined in 10.6.4.2.
5.
The MCPTT server of the primary MCPTT system verifies the commencement policies of the temporary group, and initiates a call invitation or call notification to the affiliated members of groups 1 and 2.

6.
The MCPTT server of the primary MCPTT system provides a call setup complete response via a call setup complete message to the MCPTT UE of authorized MCPTT user/dispatcher upon receiving responses to the call invitations sent to members of primary and partner MCPTT systems. The call setup complete response will consist of the success or failure result and/or detailed reason information in case of failure.

7.
Upon successful call setup completion a group call is established for the group members belonging to constituent groups of multiple MCPTT systems.

NOTE 2:
MCPTT clients are generally aware that their (constituent) groups have been regrouped (e.g., see subclause 10.5); however, if not, the partner MCPTT server of the constituent group can also respond to a group call request with a redirection response, such as “moved temporarily” that includes the group URI of the temporary group formed by group regroup procedure.
*************************************End of the change*******************************
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